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1. Do you think the future for companies to entrust their Information security programs to third parties is a good thing?

The following paragraph is an excerpt from the first reference, titled CIT invests in digital healthcare information security startup and it seems to miss the point. The company’s president seems more interested in his market opportunities and he over-simplifies the challenge. And he speaks of the ‘administrative requirements‘ of securing customer information like it’s different than the tasks of ‘focusing on thier customers.‘

Pete Jobse, CIT President and CEO, said, “The digital economy brings many challenges, such as new regulations, but far more opportunities. The team at Ostendio is seizing an opportunity that helps digital health companies simplify their administrative requirements so they can focus on their customers.”

The article sttes, Center for Innovative Technology (CIT) is a nonprofit but I wonder if it is a not-for-profit company making big profits.

If I am correct to assume this attitude puts profit ahead of results, then this is a sample of the risky situation facing companies that seek security compliance from the service of third-party companies.

On the other hand, since the tasks of information security are complex, the advantage of using the services of a specialist can justify some risks. I would only venture by establishing some contractual agreement for insurance against data loss or corruption, that pays a monetary settlement.

1. Should companies, that citizens are required to use such as financial services and healthcare, have higher standards regarding information security?

By rite, some software is critical for citizens to receive the srvices and assets they need; and thus information security must be enforced by the companies of this software. The second reference, titled

Cyber attack raises questions about health information security | Innovation Trail

1. If a customer has their identity stolen as a result of a data breach should the responsible company have to pay all money lost/reperations for time?