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# 树莓派项目

## 项目简介

使用python代码编写一个可抗密钥丢失的点对点通信协议

## 已完成工作

吞吐量测试：

每个包长度LENGTH 横坐标

包数量 NUM 竖坐标,

这里吞吐量只计算单位时间内能发多少包，不考虑包大小

throughput=NUM/t

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 吞吐量测试 | | | | | | | | |
| S/R  丢  包  率  0/0 | Length/num | 16 | 32 | 64 | 128 | 256 | 350 | 512 |
| 10 | 63060 |  |  |  |  |  |  |
| 50 | 77325 |  |  |  |  |  |  |
| 100 |  |  |  |  |  |  |  |
| 500 |  |  |  |  |  |  |  |
| 1000 |  |  |  |  |  |  |  |
| 2000 |  |  |  |  |  |  |  |
| 5000 |  |  |  |  |  |  |  |
| 10000 |  |  |  |  |  |  |  |

1. 对整个项目进行仿真测试

|  |  |  |
| --- | --- | --- |
| 仿真测试目标 | 仿真方式 | 仿真结果 |
| 仿真sender---packet---->>receiever丢包 | 通过netsim代码进行综合仿真，即在netsim中，在一次正常交流中（sender---<----->netsim<------->receiever），上述各类丢包、错包情况可能会交错出现。（包括下面的断电仿真） | 正常 |
| 用于仿真sender---packet---->>receiever数据被篡改或数据传输时数据错误 | 正常 |
| 仿真receiever---ack----->>sender丢包 | 正常 |
| 仿真receiever---ack----->>sender数据出错 | 正常 |
| 仿真sender中途断电重启 | 通过ctrl＋c进行断电仿真 | 正常 |
| 仿真Receiever中途断电重启 | 正常 |
| 仿真sender，reveiever均断电重启 | 正常 |

意外问题：

由于我在appRec进行一个消息结束状态判定，即当Rec收到end数据时，自动关闭socket，表示消息结束。但是，若Rec对end数据签名返回的ack在传回Sender时，丢包或者数据错误，那么sender永远以为Rec还未接受到end包，会一直重传。最后，导致该数据一直发送失败。尚未想到解决方案。（简而言之，终止包丢包问题）

1. 实现当前所述状态机工作流程，并实现了netsim网络仿真
2. 把加解密操作封装在同一个文件中，对外呈现为一个加密函数和解密函数
3. 将文件读写操作封装在file文件中

## 项目文档目录

项目目录结构：

.  
├── appRec.py <----外部应用，用于接收  
├── appSend.py <----外部应用，用于发送  
├── netsocket <----整个系统封装在该文件下  
│   ├── Setdefault.py <----重置文件信息  
│   ├── \_\_init\_\_.py <----初始化文件  
│   ├── comlib <----加密相关信息  
│   │   ├── Common.py <----用于分割数据（尚未使用）  
│   │   ├── Cryption.py <----用于所有加密处理  
│   │   ├── File.py <----用于文件操作  
│   │   └── \_\_init\_\_.py <----初始化文件  
│   ├── communication.py <----整个系统封装在该文件下  
│   ├── file <----储存为文件  
│   │   ├── Rec <----接收端储存的文件  
│   │   │   ├── config.json <----JSON文件  
│   │   │   ├── key <----储存key的文件  
│   │   │   ├── msg <----储存接收信息的文件  
│   │   │   ├── seq <----储存接收端序列的文件  
│   │   │   └── state <----储存接收端状态的文件  
│   │   ├── Send   
│   │   │   ├── config.json <----JSON文件  
│   │   │   ├── key <----储存key的文件  
│   │   │   ├── msg <----储存发送信息的文件  
│   │   │   ├── seq <----储存发送端序列的文件  
│   │   │   └── state <----储存发送端状态的文件  
│   │   └── readme.md  
│   ├── netSim.py <----测试文件  
│   └── readme.md  
└── readme.md

使用方法

1，第一次运行时运行Setdefault.py重置文件信息。

2. 接下来，运行appRec.py 监听端口

3. 然后，运行appSend.py 发送数据

4. 若上述配置，正确就能正常运行

# 六． 未解决问题