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1. Belanja online kini sangat diminati sebagian besar masyarakat. Dari kebutuhan primer sampai tersier bisa didapatkan dengan belanja online. Hal ini dikarenakan banyak kemudahan dalam berbelanja online. Namun nyatanya tidak semua media belanja online aman digunakan untuk bertransaksi. Oleh karena itu, berikanlah tips berbelanja online yang aman dan dapat dipercaya.
2. Belakangan ini banyak penipuan menggunakan aplikasi Whatsapp dengan mengambil alih akun pemilik asli dan/atau menggunakan foto orang lain. Ketika akun berhasil diambil alih, pelaku melakukan chat kepada teman-teman korban untuk meminjam sejumlah uang, apa yang Saudara lakukan apabila anda sebagaI
3. Korban pemilik akun asli
4. Korban yang diminta meminjamkan uang
5. Saat ini banyak pengguna media sosial tertarik menggunakan aplikasi yang dapat membuat cantik/tampan seseorang. Namun beredar kabar bahwa secara tidak langsung aplikasi tersebut telah memetakan wajah seseorang yang nantinya dapat disalahgunakan. Bagaimanakah tanggapan Saudara terkait hal tersebut
6. Apabila Anda akan membuat sebuah akun media sosial apakah Saudara (pilih salah satu):
7. Memberikan data asli dan mengapa?
8. Memberikan data palsu/asal-asalan dan mengapa?

Jawaban

1. Tips-tips berbelanja online dengan aman dan nyaman
2. Pastikan Online shop yang anda kunjungi terpercaya

Untuk mendapatkan online shop yang terpercaya dapat dilihat dari testimony dan review para pelanggan dan rating bintang yang diberikan oleh Aplikasinya.

1. Baca Deskripsi Barang yang akan anda beli

Membaca itu perlu untuk memberikan bentuk pemahaman atas calon barang yang akan beli. Meliputi fasilitas dan manfaat yang diberikan kepada anda

1. Cermati Kebijakan dari online shop

Beberapa online shop kebanyakan memberikan kebijakan untuk tidak memberikan jaminan untuk pengembaliaan barang apabila barang yang diterima cacat atau tidak layak pakai.

1. Gunakan metode pembayaran yang aman dan dipahami oleh anda

Banyak metode pembayaran yang bias memudahkan anda dalam melakukan transaksi online semisalnya via kartu kredit, bank, took merchant(alfamart/indomaret) bahkan lebih aman lagi ketika barang dibayarkan ketika sudah sampai ditangan anda (COD)

1. Waspadai barang murah

Mungkin anda tergiur dengan barang yang murah apabila barang itu barang yang anda inginkan. Akan tetapi anda harus berhati-hati dalam memilih barang tersebut.perhatikanlah langkah2 diatas sebelum memilih barang.

1. Simpanlah Bukti transaksi apabila baranag yang anda beli memiliki garansi.
2. Yang saya lakukan ketika menjadi
3. Korban Pemilik asli

Saya segera melaporkan tindakan ini kepada pihak berwajib karena melanggar berdasarkan Pasal 378 Kitab Undang-Undang Hukum Pidana (KUHP) tentang penipuan dan Pasal 28 ayat (1) Undang-Undang Nomor 11 Tahun 2008 tentang Informasi dan Transaksi Elektronik (UU ITE) tentang menyebarkan berita bohong dan menyesatkan yang mengakibatkan kerugian konsumen dalam Transaksi Elektronik. Bunyi selengkapnya Pasal 378 KUHP adalah sebagai berikut: “Barangsiapa dengan maksud untuk menguntungkan diri sendiri atau orang lain secara melawan hukum, dengan memakai nama palsu atau martabat palsu, dengan tipu muslihat, ataupun rangkaian kebohongan, menggerakkan orang lain untuk menyerahkan barang sesuatu kepadanya, atau supaya memberi hutang maupun menghapuskan piutang, diancam karena penipuan dengan pidana penjara paling lama empat tahun”. Setelah melaporkan saya akan memberikan berita bahwa ada yang mengatasnamakan saya dalam melakukan penipuan berupa mengambil alih akun.

1. Korban yang diminta meminjamkan uang

Saya akan memberitahu korban pemilik asli untuk menindak lanjuti kasus ini karena jikalau tidak segera maka akan terus melakukan penipuan yang akan merugikan korban pemilik asli.

1. Aplikasi face app adalah aplikasi yang mengubah wajah menjadi terlihat muda ataupun sebaliknya. Akan tetapi bahaya ini menyangkut privasi pengguna, menjual data pengguna dan menyebarkan virus berbahaya. Bahayanya terletak ketika pengguna me ggunakan izin tanpa batas kepada foto,video,pesan pribadi dan lain-lain. Hal ini sangat memungkinkan untuk mengakses data pribadi anda. Saran saya dalam menggunakan aplikasi baik pc ataupun android alangkah baiknya jika berpikir aktif dan berhati-hati dalam menggunakan aplikasi di internet dengan menggunakan langkah-langkah dasar seperti daftar izin pada aplikasi.
2. (b) Memberikan data palsu dan alasannya

Aku akan memberikan dataku seperlunya saja seperti data nama, tanggal lahir dan data yang menurutku tidak begitu penting karena jikalau kita terlalu lengkap dalam bermedsos seperti alamat rumah, nomer telpon, NIK dan sesuatu yang bersifat sensitive bagi kita. Bisa jadi disalah gunakan untuk hal-hal yang merugikan kita. Contohnya orang yang menyalahgunakan foto ktp orang lain untuk pinjam online ,tagihan kredit dan lain2 sehingga merugikan pemilik asli. ingat semakin lengkap data diri yang kita pasang di media sosial tentu akan semakin mudah kita mendapatkan teman. Tapi, semakin besar pula risiko data kita disalahgunakan.