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1. Introduction

Localization of a device in smart cities has become a challenging problem. The number of Internet of Things (IoT) devices connected to Low-Power Wide-Area Networks (LPWANs) forces network operators to improve the scalability of their networks. Additionally, these mobile devices are typically powered by a small battery that must last for several years. Sensors reporting air quality and smart water level sensors are just examples of the growing need for device localization throughout the city.

The increasing importance of the Internet of Things (IoT) has created a demand for extensive communication standards that ensure reliable connectivity between many IoT devices. To this end, researchers have developed various LPWAN standards. The IoT requires LPWAN standards to support long-range communications and high scalability of end devices at a low cost. Also, ubiquitous connectivity indoors and outdoors as well as ultra-low power consumption are critical aspects for reliable and transparent IoT applications that run for years on small batteries [1\*].

LPWANs have emerged as an alternative to traditional Global Navigation Satellite System (GNSS) receivers because GNSS receivers consume a lot of energy. Additionally, satellite-based solutions face limitations in indoor environments as signals do not pass well through walls. Among common LPWAN technologies, Sigfox, LoRaWAN, and NB-IoT are the most prominent [10\*]. While NB-IoT operates in licensed bands with low latency, Sigfox and LoRaWAN show advantages by leveraging greater range and longer battery life [7\*].

Context awareness is one of the critical aspects of Internet of Things (IoT) applications. This concept means that IoT devices can change their behavior based on environmental measurements. For this awareness, accurate device localization is essential. Currently, Global Navigation Satellite System (GNSS) is the most common method for this purpose. However, GNSS has limitations that do not align with IoT needs. Firstly, GNSS receivers consume a lot of energy, which reduces battery life [3]. Secondly, GNSS location data is only available on the device itself, and sending it to the network requires more energy. In contrast, wireless positioning techniques that use LPWAN communications eliminate the need to transmit additional location data and reduce energy consumption. Also, GNSS systems face connectivity issues in indoor environments, while many LPWAN standards operate in sub-gigahertz ISM bands and are usable in both indoor and outdoor environments.

There are several methods for determining the location of a transmitting device in an LPWAN. In each approach, a trade-off must be made between location accuracy and energy consumption. However, when comparing different studies from one approach, several other parameters must be considered. For example, the cost and effort of training a model or installing equipment should be taken into account. Additionally, the indoor or outdoor environment and the number of receiving gateways also play a crucial role in the achieved localization accuracy [8\*]. For Time Difference of Arrival (TDoA) and Angle of Arrival (AoA) approaches, gateways and antennas must be synchronized respectively. Several advanced TDoA algorithms are compared in [6\*]. TDoA-based positioning and tracking with LoRaWAN are discussed in [9\*].

In this article, we address the impact of the Received Signal Strength Indicator (RSSI) and its effect on the quality of model learning, and by prioritizing these values, we improve the used model.

Wireless localization has been a prominent research topic for decades [4-6]. Many techniques developed over the years are still suitable for localization with modern wireless technologies. These techniques estimate the location of a transmitter or receiver by analyzing physical characteristics of the communication link such as received signal strength (RSS), timing information, signal phase, etc. One of these methods is RSS-based fingerprinting. With this method, a training database of communication messages is created by storing the location of their transmitter along with the received signal strength indicator (RSSI) for all receiving base stations. Then, RSSI measurements of new messages are matched with the fingerprints in the training database to estimate the location of the transmitter, for example, using k-nearest neighbor (kNN) analysis, probabilistic methods, support vector machines, decision trees, etc. [5\*]. The main advantage of fingerprinting is that the locations of base stations do not need to be known. To minimize location estimation error, an extensive site survey must be conducted to create a complete training database. Therefore, fingerprinting techniques are more commonly used in enclosed and indoor areas [7,8].

RSS-based fingerprint localization in outdoor environments can be challenging given the time and effort required to create the training database and the dynamic environment of a city. However, Aernouts et al. successfully collected a large amount of RSS samples along with GPS coordinates as ground truth data in the city of Antwerp, Belgium [1\*]. Both Sigfox and LoRaWAN messages were collected.

1. Related Work

Grigorios G. A. et al. [A Reproducible] discuss the critical preprocessing steps and the model used for outdoor localization utilizing RSSI fingerprinting within the Sigfox network. These steps are essential for optimizing performance. The preprocessing stage encompasses several key activities aimed at preparing raw data for effective analysis. This includes addressing out-of-range values by replacing extreme RSSI values (e.g., -200 dBm) with a more realistic minimum value derived from the training set. Additionally, various data transformation techniques are applied to enhance the input data quality, such as adjusting RSSI readings to remove negative values by subtracting the minimum RSSI value from all inputs. The model employed in this study is based on the k-nearest neighbor (kNN) algorithm, a widely-used method for classification and regression tasks. In this context, the kNN algorithm is applied for localization by comparing new RSSI measurements against a database of known fingerprints. The authors conduct a comprehensive evaluation of various distance measures (e.g., Euclidean, Manhattan) to identify the most suitable one for their dataset. Moreover, the hyperparameter k, which determines the number of nearest neighbors to consider, is fine-tuned to optimize the model's performance.

Michiel Aernouts et al. [A Comparison] present a significant advancement in localization methods for Internet of Things (IoT) applications by comparing different signal strength-based localization techniques, specifically using Sigfox communication messages. The authors conducted experiments in an urban environment, collecting a comprehensive dataset via Stickntrack devices that transmit GPS coordinates through Sigfox. They evaluated three proximity-based algorithms, a fingerprinting method, and three ranging methods, assessing the effectiveness of these approaches in estimating the location of IoT devices while considering the trade-off between accuracy and battery life. Notably, the fingerprinting method proved to be the most accurate. This research not only validates the use of diverse hardware for localization but also provides a robust dataset for future studies. This contributes to the development of low-power, long-range localization solutions that can operate effectively both indoors and outdoors. The findings underscore the potential of utilizing existing communication links in LPWANs, such as Sigfox, to enhance location-based services.
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