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# 1.引言

## 1.1编写目的

本概要设计本党主要用来指导网络被攻击过程图形化显示系统的详细设计工作，为设计提供详细统一的参照标准。同时，此文档还作为审计依照的标准之一。

在详细设计的过程中，如果发现了需要添加的新的标准，则需要在项目管理工具中更新此文档并且重新进行评审，保证哥哥模块的详细设计一致性和正确性。

## 1.2项目背景

随着网络的普及大众化，越来越多的普通人投身于网络世界中，但是随之而来的是大量不法分子为了投机取巧，利用大众网络安全还未完全普及的情况，不断通过大量流量的涌入，攻击各个网络用户，以谋求巨额的利益。

为了直观了解到在某一时刻某片区域的网络攻击与被攻击的状况。我们决定研发出此系统。

此系统的功能：通过从本地导入网络相关文件，通过数据的分析和提取，找到某一时间点正在实施的攻击行为，将攻击的动作图形化，方便用户的 观察和分析。

# 2.总体设计方案

## 2.1设计前提和约束方案

①使用python语言的使用规范

1. 输入数据集仅限csv数据集

## 2.2系统整体设计

通过读取文件中的数据，经过一定的处理后可视化。

采用固定时段的网络状态，分析出攻击行为，并且以箭头的形式显示出来，攻击的规模越大，箭头越粗。同时不同的协议也有着不同的颜色。

用户通过选择时间速度和时间进度来观察特定时间段的流量变化和被攻击

状况。

## 2.3性能要求

支持5000个节点的网络被攻击图显示；支持对时间变化变速浏览被攻击图状况。

## 2.4运行环境

Python3.8于Windows10环境下

## 2.5软件需要的人工处理过程

选择含有时间、协议、目的地址、源地址、长度的csv数据集文件作为输入；拖动时间条选择速度以显示节点被攻击情况。

# 3.接口设计

|  |  |  |  |
| --- | --- | --- | --- |
| 功能模块 | 接口名称 | 输入 | 输出 |
| 导入导出 | 导入 | 网络文件 | 各类数据(源IP,目的IP,协议,时间,大小)，list |
| 导出 | 将系统中得到的某一状态导出 | CSV文件 |
| 数据处理 | 获得某时间段端口 | 时间段 | 获得某时间段端口（源IP,目的IP,协议,时间,大小） |
| 获取所有攻击端口 | 各类数据list | 攻击端口（） |
| 通过处理找到攻击记录 | 各类数据list | 攻击记录（源IP,目的IP,协议,时间,大小） |
| 数据可视化 | 将数据可视化 | 攻击记录（源IP,目的IP,协议,时间,大小） | 可视化图 |