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# 1.文档概述

## 1.1文档目的

编写本文档的目的在于明确网络被攻击过程图形化显示系统的用户需求，使得系统开发人员对待开发系统的需求有统一的、无二义性的认识。该文档所描述的内容，可作为系统确认测试的依据。在完成了针对网络被攻击过程图形化显示系统的前期数据获得，同时与甲方进行了全面深入地探讨和分析的基础上，编写了本系统需求规格说明书。

本需求规格说明书对网络被攻击过程图形化显示系统做了全面细致的用户需求分析，明确所要开发的软件应具有的功能、性能与界面，使系统分析人员及软件开发人员能清楚地了解用户的需求，并在此基础上进一步提出概要设计说明书和完成后续设计与开发工作。本说明书的预期读者为客户、业务或需求分析人员、测试人员、用户文档编写者、项目管理人员。

## 1.2文档范围

**项目名称：**网络被攻击过程图形化显示系统

软件系统主要包括建立全大市的大中专毕业生信息管理子系统和建立全大市的档案管理子系统。在大中专毕业生信息管理子系统中主要进行网上注册、填写就业协议信息、调整就业协议信息等业务流程的操作。全大市的档案管理子系统功能模块包括档案管理、毕业生管理、户籍管理、代理单位管理、党员管理、财务管理、库房管理、证明材料管理、统计查询以及基础数据管理。

**安全性问题**：帐号的安全性策略、用户信息的安全性策略（用户隐私）、网上服务的安全性。

## 1.3读者对象

1.客户

2.项目组成员

网络被攻击的图形化显示系统。可以通过读入PCAP包或者EXCEL大数据文件，可以将网络的数据流量通过节点和图形的形式展现出来，同时可以筛选出攻击流量和节点，并单独展示；同时要支持变速展示整个攻击过程。

# 2.开发背景

项目为软件工程大四小学期软件工程实践课程的课题，要求学生将网络攻击数据以图形化的方式显示，旨在学生巩固操作系统、计算机网络、软件项目管理等课程的相关知识，同时在整个软件开发过程中学习和创新，提高学生的个人能力与计算机素养。

# 3.系统的功能性需求

## 3.1读入PCAP包或EXECL大数据

### 3.1.1可视化读入PCAP包或EXECL大数据等文件

**1描述：**

用户进入系统，选择文件读入

**2用户界面：**

|  |  |
| --- | --- |
| |  | | --- | | 文件读入 | |
| 文件1读入成功！ |
| 文件2读入成功！ |
| …… |

## 3.2分析网络监控数据

### 3.2.1网络的数据流量可视化

**1描述**

将网络的数据流量通过节点和图形的形式展现出来

**2用户界面**

|  |  |  |
| --- | --- | --- |
| |  | | --- | | 文件1 |  |  | | --- | | 可视化 | |

### 3.2.2攻击流量和节点筛选

**1描述**

筛选出攻击流量和节点，并将其单独展示出来

**2用户界面**

|  |  |  |  |
| --- | --- | --- | --- |
| |  | | --- | | 文件1 |  |  | | --- | | 筛选攻击流量和节点 |  |  | | --- | | 可视化 | |

## 3.3图形化显示网络被攻击过程

### 3.3.1数据节点显示

**1描述**

显示被攻击的网络数据节点。

**2用户界面**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| |  | | --- | | 文件1 |  |  | | --- | | 筛选攻击流量和节点 |  |  | | --- | | 可视化 |  |  | | --- | | 攻击 | |

|  |  |
| --- | --- |
| 数据图形化显示 | |
| 数据节点显示 |  |

### 3.3.2图形进度条处理

**1描述**

将每一个被攻击的状态、处理成图形化显示

**2用户界面**

|  |  |
| --- | --- |
| 数据图形化显示 | |
| 数据节点显示 | 图像进度条处理 |

### 3.3.3变速播放整个攻击过程

**1描述**

将整个网络被攻击的过程中产生的图像变速播放

**2用户界面**

|  |  |
| --- | --- |
| 数据图形化显示 | |
| 数据节点显示 | 图像进度条处理   |  | | --- | | 图像变速播放 | |

# 4.系统的非功能性需求

## 4.1用户界面需求

|  |  |
| --- | --- |
| 需求名称 | 详细要求 |
| 清晰性 | 页面结构清晰，容易识别；  适用于不同显示器分辨率；  利用统一样式，保证整个系统界面风格一致； |
| 易用性 | 使用方便快捷，操作简单； |

## 4.2用户界面需求

|  |  |
| --- | --- |
| **需求名称** | **详细要求** |
| 软件需求 | OS：Windows /Mac  软件开发语言：Python |
| 硬件需求 | Client：PC  Servers：PC |

## 4.3性能需求

|  |  |
| --- | --- |
| **需求名称** | **详细要求** |
|  | 支持5000以上节点  支持变速显示 |

## 4.4性能需求

|  |  |
| --- | --- |
| **需求名称** | **详细要求** |
| 软件项目管理 | 过程管理：git  经济决策：预算制定  管理工具应用: OmniPlan (project软件) |
| 软件工程过程 | 需求与建模  测试 |

## 4.4性能需求

支持流量大小显示。