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**辛辛魚**

**発見した脆弱性詳細**

**[1]CSRF**

**対象**

<http://192.168.1.103/chat>

**危険度**

**High**

**解説**

ログイン中の状態で、悪意あるURLにアクセスしてしまうと、サービスに対して任意の操作のリクエストを行うことができる

**想定される被害・影響**

ユーザーの意図しない情報・リクエストが送信されてしまう

**対策**

ランダムな文字列（トークン）を生成し、Web アプリケーションのユーザーのセッションに保存します。  
そして生成したトークンを HTML フォームなどに hidden で埋め込みます。