| WEB: [**http://moseleyg.byethost7.com**](http://moseleyg.byethost4.com/)  GitHub: **https://github.com/moseleygj** | | | **GORDON MOSELEY** | Brooklyn, New York |
| --- | --- | --- | --- | --- |
| **MoseleyGJ@gmail.com** |
| (646) 377-5325 |  |
| **SKILLS** | | | | |
|  | * Vulnerability Management - Disaster Recovery (Backups) - Application Security Review * Change Control - Incident Response * Vendor Risk Assessment - Sandbox Creation and Testing * Risk Assessment - Software review and deployment | | | |
| **WORK EXPERIENCE** | | | | |
| Brookdale Hospital Medical Center / DELL (IT Security Vulnerability Analyst, March 2018 - Present)   * Established process and procedures used to support operational software tools, hardware and software. * Utilize automated tools to identify critical flaws in corporate systems * Monitor SIEM, conduct data analysis and evaluate logs for security events * Support management of firewall, proxy, IDS/IPS, DLP, and Vulnerability Scanners * Evaluate health and management of Anti-Virus, Anti-Malware, and other Advanced Threat agents in a global deployment * Create reports and enhance metrics based on data analysis. • Participate in threat hunting, threat modeling, and - threat intel activities • Adhere to all corporate security policies and standards as they relate to job duties. * Security and Disaster Recovery plan; HIPAA-compliance to ensure confidentiality, integrity and availability of e-PHI. * Perform Vendor Risk Assessments; using ServiceNow GRC Application * Oversee Change Control Procedures * Oversee Periodic Vulnerability Management Meetings * Single Point of Failure Resolution (SPOF) – Creating redundancy for SPOF identified * Perform HIPAA Audits and Risk Assessment   AIG / DELL (IT Security Analyst, Sept 2014 - March 2018) | | | | |
|  | | Establish and Analyze penetration test results, design reviews, source code reviews and security tests.  Compile and track vulnerabilities over time for metrics purposes.  Formalize documentation of Policies & Procedures and the Adoption of industry standard Information Security and IT Operations frameworks (ITIL, NIST)  security source code review of Java, JSP, PowerShell, ASP.NET, Shell script, web-based applications  Support firewall, proxy, IDS/IPS, DLP and Vulnerability Scanners • Evaluate health and management of Anti-Virus, Anti-Malware, and other Advanced Threat agents in a global deployment | | |
|  | | | | |
| Vulnerability Analyst (Independent Contractor*,* September 2014 - Present)  ***Companies****: BIZ, Barrister Global Services, Computer Restoration Services (CRS), Child Protective Services (CPS)* | | | | |
|  | | * Vulnerability Management tool (Nessus, Qualys) Tool configuration. * Hard Drive Backups / Restore / Imaging / Data Recovery, Data Migration and Network diagnostics * Disaster Recovery and Incident Response Process Testing * Cloud setup; Setup and maintain Virtual Machines; * VPN, RealVNC for remote-administration, task automation, Web Design, * MacOS troubleshooting. (Reset PRAM, flush .PLIST files of faulty applications, recovery files, reset Passwords) | | |
| * Department of Labor (Service Desk Analyst, March 2010 - September 2014) * Computer Troubleshooting * Network wiring * Network Port Activation | | | | |
|  | |
|  | |
| National Grid (Computer Help Desk, January 2009 - December 2009) Contract | | | | |
|  | | * Provided remote desktop assistance for LAN and VPN users. Utilized Active Directory(AD) * Supported in “Netscape-to-Microsoft Outlook mail migration” project; * Password resets, account unlocking and general troubleshooting. * Utilized DameWare, Radia and Remedy ticket software to track and record issues (approx. 40-60 daily) | | |
|  | |  | | |
| Data Velocity (Apple MacOS Tech./System Administrator, Oct2008 - Dec 2008) Contract | | | | |
|  | | * Provided solutions for Microsoft Windows Users converting to Mac OS * Maintained small business server (SBS) for contracted companies (Law firms); Setup secure VPN * Provided EMail troubleshooting with Microsoft Exchange Server/IMAP * Scripted to simplify task for both Microsoft Windows and UNIX/Linux clients | | |
|  | |  | | |
| U. S. NAVY (Information Systems Tech., June 2006 – September 2008) | | | | |
|  | * Provided disaster recovery for servers (Backup and Safeguard data frequently) * Performed “Ghosting” and “Data recovery” using various tools * Vulnerability and threat assessment; Risk Management; Troubleshoot network issues * Setup, upgraded, disassembled/reassembled Desktop PC’s and Laptops * Ensure the safety of sensitive data not being sacrificed * Data-migration to/from the Microsoft Windows to Linux, and the Mac OS | | | |
| Education | | | | |
|  | * **CompTIA Security +** * **Computer Programming and Information Technology**, *Associate's Degree (AOS), Brooklyn, New York - 2007* * **CompTIA Linux+** Certified (COMP001007308786) * **CompTIA A+** Certified (COMP001007308786) * **Residential Electrical** Certified, National Center for Construction Education & Research (NCCER) , *University of Florida - 2014* | | | |
| Tools: Nessus, Qualys, Nmap, Microsoft Office/ Computer Security / Active Directory / L.A.M.P Stack (Linux, Apache, MySQL, PHP) / Web Design / GIT / CSS / Java / HTML5 / JavaScript / BASH / Microsoft Office / VM / MacOS / Photoshop, Krita, Gimp, SIEM | | | | |

HRA, Linux, Linux+, developer, database, citrix, epic, PowerShell, batch, bash, UNIX, medical, hospital, university, analyst, data recovery, programmer, UNIX, Military, TGovernment,