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* **پرسش 1)**
* **پرسش 2)**

**فراخوانی‌های سیستمی تنها روش دسترسی کاربر به هسته نیست! انواع این روش‌ها را در لینوکس به اختصار توضیح دهید.**

**می‌توانیم وقایع رخ داده در سیستم را به صورت زیر دسته‌بندی کنیم:**

**۱- Exception  
۲- Interrupt**

* **۱. S.W interrupt**
* **۲. H.W interrupt**

**به طور کل دسترسی به هسته با یک interrupt (وقفه) رخ می‌دهد.**

**وقفه سخت‌افزاری: این وقفه توسط دستگاه‌های سخت‌افزاری خارجی به صورت آسینکرون تولید می‌شود که به طور مثال می‌تواند برای ورودی کاربر، تکمیل عملیات I/O و... باشد. در حالتی که چنین وقفه‌ای رخ می‌دهد CPU فعالیت فعلی خود را ذخیره می‌کند و کنترل را به interrupt service routine منتقل می‌کند. بعد از انجام کارهای مربوطه برای رفع interrupt کنترل به CPU باز می‌گردد.**

**وقفه نرم‌افزاری (trap): این وقفه توسط برنامه به صورت سنکرون ایجاد می‌شود. این وقفه‌ها معمولاً به دلیل درخواست انجام یک کار توسط سیستم عامل ایجاد می‌شود که به طور مثال می‌توان به درخواست یک حافظه اشتراکی، خاتمه دادن به یک برنامه، بازکردن یک فایل و... باشد.**

**از انواع trap ها می‌توان به:  
۱- Signal  
سیگنال های مختلف در لینوکس وجود دارد نظیر SIGKILL  
۲- System call  
که به آن اشاره شده است.**

**در لینوکس Pseudo-file-systems نیز وجود دارد.**

* **پرسش 3)**

**سوال ۳) آیا باقی تله‌ها را نمی‌توان در سطح DPL USER فعال نمود؟ چرا؟**

**خیر چنین کاری امکان ندارد. سطح ذکر شده سطح دسترسی کاربر است و در این سطح نباید اجازه دسترسی به هسته سیستم عامل (کرنل) و اجرای تله‌ها را داشت. درصورت انجام این عمل protection exception فعال می‌شود.**

**لازم به ذکر است که درصورتی که این اجازه داده می‌شد به kernel protection ایراد وارد می‌شد.**

**از دلایلی که این موضوع در انحصار سطح kernel است می‌توان به:**

**۱- یک برنامه قصد سوءاستفاده از هسته را دارد و با این روش کنترل کل هسته سیستم عامل را در اختیار می‌گیرد.**

**۲- یک برنامه مخرب در چنین حالتی می‌تواند با آسیب به هسته تمام سطوح H.W & S.W آسیب وارد کند.**

**۳- اگر برنامه کاربر دچار ایراد باشد در حالتی که در سطح kernel اجرایی شود این مشکل می‌تواند به تمام سطح هسته گسترش یابد.**
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