<!--

<!--<!--1 - index page

2 - check if signed in

3 - if not signed in ---- sign-in php

HASH

1 - 1 way encription

<!--

<!--MD5 is 32 charaters long - letters and numbers. Does not matter how big the information is, you get back 32 characters.--><!-- really popular, but is not secure-->

SHA 1

B CRYPT + BLOWFISH hashing algorythm

Rainbow Table. Make a list of usual passwords and once found, change your site

We will use a SALT with blowfish

USES THE BLOWFISH ALGORITYHM AND HASHES IS 50 TIMES. EVEN IF YOU GET A DATABASE, YOU CAN ONLY FET 1 PASSWORDS BECAUSE NO TWO PASSWORDS ARE HASHED THE SAME.

-->-->-->