# **Uitwerking Security – Deel 2**

SQL Injections:

* Geld overmaken  
   Indien je het bedrag in een min getal zet, gaat er geld bij jezelf op en bij de andere eraf. Ook als er geen geld meer op staat.

Gevoelige data exposure:

* Op de pagina transacties, als een niet admin account kan ik in de browser url de id aanpassen en kan ik transacties zien van andere gebruikers.

Cross-site Scripting:

* Tijdens het geld overmaken is er een script geplaatst in de beschrijving van de transactie. Iedereen die dan de transactie gescheidenis bekijkt runned de code.

Identification and authentication failures: