Thing we have added in our project which are no required but we did as an standard practice of good development, we have included the encryption to user password (cipher) so the admin cannot either see the user password it will be stored in database in encrypted manner and also have included the php session maintenance so that one can not login if a user once logout of his account just by creating back sequence in browser or by history of web browser. Also, the website is responsive (bootstrap implemented)