| Bulgu Referans Numarası: vuln-11 Durum: open  {Priority: {i.Priority}}  Açıklama: Reflected XSS  Etkisi: Attackers can have a cup of tea  Çözüm/Öneri: Write code carefully  Referanslar: Some OWASP Links |
| --- |

| Bulgu Referans Numarası: vuln-12 Durum: To-do  {Priority: {i.Priority}}  Açıklama: Change Email csrf  Etkisi: Attackers can have a cup of tea  Çözüm/Öneri: Write code carefully  Referanslar: Some OWASP Links |
| --- |

| Bulgu Referans Numarası: vuln-13 Durum: done  {Priority: {i.Priority}}  Açıklama: Unsanitised input  Etkisi: Attackers can have a cup of tea  Çözüm/Öneri: Write code carefully  Referanslar: Some OWASP Links |
| --- |

| Bulgu Referans Numarası: vuln-14 Durum: done  {Priority: {i.Priority}}  Açıklama: SQL inj  Etkisi: Attackers can have a cup of tea  Çözüm/Öneri: Write code carefully  Referanslar: Some OWASP Links |
| --- |

| Bulgu Referans Numarası: vuln-15 Durum: done  {Priority: {i.Priority}}  Açıklama: Dom XSS  Etkisi: Attackers can have a cup of tea  Çözüm/Öneri: Write code carefully  Referanslar: Some OWASP Links |
| --- |

| Bulgu Referans Numarası: vuln-16 Durum: done  {Priority: {i.Priority}}  Açıklama: Cookie Without tea  Etkisi: Attackers can have a cup of tea  Çözüm/Öneri: Write code carefully  Referanslar: Some OWASP Links |
| --- |

| Bulgu Referans Numarası: vuln-17 Durum: done  {Priority: {i.Priority}}  Açıklama: Commander Injection  Etkisi: Attackers can have a cup of tea  Çözüm/Öneri: Write code carefully  Referanslar: Some OWASP Links |
| --- |

| Bulgu Referans Numarası: vuln-18 Durum: done  {Priority: {i.Priority}}  Açıklama: DOS  Etkisi: Attackers can have a cup of tea  Çözüm/Öneri: Write code carefully  Referanslar: Some OWASP Links |
| --- |