**Cybersecurity Research Proposal (November 2022)**

**Determine the different techniques to reduce cyberbullying and evaluate their effectiveness.**

**Introduction**

Cyberbullying refers to using digital and technological communication to harass, humiliate, intimidate, or threaten people (Frensch & Mulyadi, 2018). It can happen in several different ways and can involve many different types of technology: emailing, texting, instant messaging and social media sites such as Facebook or Twitter (Gaffney et al., 2019). Distinct from traditional bullying such as physical assaults or taunts; cyberbullying involves the use of more subtle technologies to attack one's target. This can mean harassing someone on social networking sites, spreading rumors through email and other electronic means, or even creating a fake account on someone's social media profile (Harasgama & Rathnayaka, 2021).

Cyberbullying can happen in different forms. Flaming refers to posting disparaging, insulting, rude or mean comments online (Ansary, 2020). Impersonation, which refers to using fake accounts to harass someone (Smokowski & Evans, 2019). Exclusion refers to using technology to isolate an individual (Sezer & Tuncer, 2021). Harassment is any action that tries to cause another person emotional distress; this includes threatening behavior, stalking and cyberstalking (Gaffney et al., 2019).

Cyberstalking is another common form of cyberbullying (Tozzo et al., 2022). It is a form of digital aggression where person A (the stalker) tries to intimidate and silence a particular target, such as a friend or family member. Outing refers to spreading personal information about someone online through social networks, email, text messages or social media sites (Ansary, 2020). Denigration as a form of cyberbullying refers to spreading false information about another person that results in that person becoming mistrusted in society. Lastly, cyber threats are made in through digital technologies, such as email, text and instant messaging apps (Gaffney et al., 2019).

Cyberbullying in children is especially harmful for development and as a result, it can seriously affect a person's emotional well-being and lead to mental health issues such as depression and anxiety (Ortega et al., 2019). Cyberbullying can cause children to feel unsafe in their environment, making it difficult for them to go to school, participate in extracurricular activities, or seek help from an adult who could help them (Ansary, 2020). It may also lead to feelings of insecurity and low self-esteem, leading to depression, anxiety, and suicidal thoughts. Victims of cyberbullying might want to transfer schools or move away from where they live (Sezer & Tunçer, 2021).

**Research Question**

Which existing policies and strategies are most effective in reducing cyberbullying and why?  
**Expected Outcome**

Through this study, one is expected to gain an understanding of cyberbullying, its causes, effects as well as factors that drive a person to become a cyberbully. This will involve the analysis of the legal aspects and policies on cyberbullying in several countries. In addition to this, the study will help in understanding what victims of cyberbullying have to say about their experience and how they get affected by it. The study is expected to provide effective ways of addressing the issue.

**Aims and Objectives**

This study will aim at determining the different techniques that may be employed in reducing cyberbullying. The study will be aimed at fulfilling the following objectives:

1. Provide an overview of the main policies implemented to reduce cyberbullying.

2. Examine which policies are most effective in reducing cyberbullying and why.

3. Understand what has been noted as the limitations of existing policies in reducing cyberbullying, as well as how to overcome these challenges.

4. Examine other strategies for dealing with cyberbullying and how they can be implemented.

5. Examine what features are necessary for an effective policy.

**Literature Review**

There are several risk factors that may contribute to one being more prone to cyberbullying. Risk factors include a person's history, access to technology, gender and race, as well as peer influence. A person's history refers to a person's past experiences, such as if he/she has been involved in bullying in the past (Choi & Park, 2021). According to Buils et al. (2020), a person who was bullied before is more likely to bullying others. A person with a history of mental health issues and substance abuse may be more likely to bully someone (Cortazar et al., 2021). An increasing number of people have access to high-speed internet (Kutok et al., 2021). With this increase in technology comes the increased use and accessibility of digital media such as social networking sites and email (Zhu et al., 2021). According to Vivolo et al. (2021), females are more likely than males to engage in cyberbullying and are equally more likely to become victims (Helfrich et al., 2020). People between 5 and 20 years are more likely to engage in cyberbullying behavior than older individuals. Lastly, peer influence refers to a person's friends and peers. his is through either direct or indirect influence as well as the way one views their peers and how they will be perceived by them (Choi & Park, 2021).

Alarmingly cyberbullying can be felt physically, this could include gastrointestinal issues, disordered eating and sleep disorders (Zhu et al., 2021). In recent years, it has been found that cyberbullying can cause similar symptoms to one being bullied at school. These symptoms include upset stomach and eating disorders where victims indulge in food or starve (Helfrich et al., 2021). According to Polanin et al. (2021), sleep disturbances are also linked with cyberbullying. About 1 in 5 children reports having sleep disturbances due to their experiences with cyberbullying before age 18. Another study found that children who had suffered from cyberbullying experience sleep disturbances and nightmares that were like those experienced by victims of physical bullying at school (Zagorscak et al., 2019).

Strategies widely adopted in addressing cyberbullying includes installing software and apps (Field 2018). One of the most prominent is Net Nanny, which is costs approximately $20 and has an easy-to-use interface. This software monitors internet activity regularly and alert parents if inappropriate behaviors are being carried out online. The software tracks websites a child has access to and looking for potential threats or dangers (Zhu et al., 2021). Another strategy often used to combat cyberbullying includes parental controls, which require a parent or guardian to set up a password with every Internet account utilized by them (Zhu et al., 2021). This password is used to control access on the internet and will prevent a child from accessing inappropriate content. Alternatively, another software allows parents to block access to inappropriate websites or webpages based on a ‘badge system’ (Vivolo et al., 2021). A child's profile of educational skills, achievements, and interests are used to help the parents determine which sites or webpages should or should not be blocked. Although this approach has been successful in most cases, it has also led to issues where parents have blocked their children from using social networking and as a result, the child has feel socially excluded (Polanin et al., 2016).

**Methodology**

The study will make use of a mixed-method approach. Primary and Secondary research along with Qualitative and Quantitative research. The secondary research will include the use of literature reviews and the analysis of studies focused on cyberbullying. The primary research will entail interview sessions which will be performed on victims of cyberbullying. A review of legal cases will also indicate where cyberbullying is most prevalent. A quantitative analysis will also use quantitative data from multiple data sets. A review of existing legal policies will provide insight into how various countries have addressed the issue.

Quantitative data is usually investigated through means of statistical analysis. The study will involve the issuance of questionnaires and the performance of interviews with 30 participants who have been victims of cyberbullying in the past, 15 who have been cyberbullies in the past, and 15 who are related to victims of cyberbullying. In addition to these 30 participants, ten control participants will partake in interviews which will shed light on non-cyberbullying related issues such as parenting styles, awareness of legal regulations and policies and whether they have been affected by cyberbullying. Random sampling will be used to obtain the sample of 30 participants in this study. The participants will include younger persons between 5 and 20 years selected through an online survey on Facebook. The participants will be of different ages, gender, and geographical locations. As well as being from various backgrounds such as various nations and educational levels. The sampling procedure will be well planned and selected based on the statistical information gathered from previous studies which have been carried out to obtain a statistically significant sample size for this study.

The collected data will be analyzed using the statistical software Statistical Package for the Social Sciences (SPSS). The data will be analyzed both qualitatively and quantitatively. A primary analysis will be performed on quantitative data, while a secondary analysis will be carried out on qualitative data. Thematic analysis will be used for qualitative data, while descriptive statistics will be used for quantitative data. The qualitative analysis will reveal underlying themes and patterns to gain a full understanding of the collected information. The quantitative analysis will provide a description of the frequency and magnitude of cyberbullying as well as a comparison of this phenomenon with other forms of bullying that have been found to exist.

**Ethical Considerations**

All participants will be required to sign a formal letter of consent prior to data collection. All participants will be guaranteed anonymity and confidentiality. The participants' identity in this study will not be disclosed. The participants will not be identified based on their sex, race, age, or location. Participants' names will be assigned a number to remain anonymous (Cortaza et al., 2021). The identity of the interviewers will be concealed, as well. All participants involved in this study will be informed of the risks and potential benefits of participation and will be advised to contact the researcher if they have any questions or concerns. This ensures that all participants will be given a choice to participate in this study without any unnecessary pressure or need to become involved. The participants will be allowed to withdraw at any point in this study, and their anonymity will still be guaranteed. Also, participants will not be required to answer any questions they feel uncomfortable answering.

**Artefacts**

Some of the artefacts that will be created for the study include questionnaires, interviews, interview transcripts, and focus group discussions with participants and family members who have been affected by cyberbullying. Each questionnaire will be assigned to a different participant and will be completed later. The questionnaires will be handed over to each participant, either by hand or via email. This helps maintain anonymity as well as confidentiality by ensuring that each participant does not have the chance to identify any of the other participants involved in this study. The focus group discussions and interviews with family members and victims of cyberbullying will be conducted via telephone, internet or Skype. These interviews will be conducted with a maximum of 10 participants at a time. Each interview will last for 60 minutes to allow the researcher to gather as much information from the participants as possible.

**Timeline**

|  |  |
| --- | --- |
| **TASK** | **TIME** |
| Identify research area | 1week |
| Formulate research question and methods | 1week |
| Writing research proposal | 2weeks |
| Literature review | 1 week |
| Data collection | 3weeks |
| Data analysis | 2weeks |
| First draft | 1week |
| Second draft | 1week |
| Final draft | 2 weeks |
| Dissertation due | 2 weeks |
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