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**ABSTRACT:**  
  
100% UNHACKABLE & INCORRUPTABLE BKV SERVER (LINUX BASED UBUNTU 18.04.1 LTS SERVER - AVAILABLE IN INTERNET FROM JULY 2018 ONWARDS) into which NONE CAN ENTER ANY FILE OR VIEW CONTENTS OF ANY FILE OR COPY ANY FILE OR REMOVE ANY BUGS OR VULNERABILITIES IN THE SOFTWARE PRESENT CAN'T AFFECT THE ABOVE STRUCTURE OF BKV SERVER.  
  
  
MALWARE EVEN IF PRESENT IN FILE(S) WHILE USING INTERNET CAN'T AFFECT ABOVE ARCHITECTURE OF BKV SERVER.  
  
BRUTE FORCE ATTACK(S), DDOS ATTACK(S), SQLI, ACCOUNT HIJACKING AND TARGETED ATTACKS CAN'T AFFECT THE ABOVE ARCHITECTURE OF BKV SERVER.

**INTRODUCTION:**  
  
No malware can alter/modify CT and/or MRI scan results if you install BKV SERVER1  
  
Personal Data will not be lost if you install BKV SERVER2  
  
Malware can't enter into your SERVER if it is BKV SERVER3

Hackers can't steal 3.1 million customer data from TOYOTA if server is BKV SERVER4  
  
NONE CAN STEAL A SINGLE BIT OF INFORMATION FROM BKV SERVER5

Even Elfin Hacking Group or NONE ON THE FACE OF THIS EARTH can't even take 1 bit of data from BKV SERVER6

**THE HIGHLIGHTS OF UNHACKABLE & INCORRUPTABLE SERVER (UIS)  ARE:**  
  
1-65535 ports (ALL) are opened.   
  
None can view the contents of specified file i.e., /home/mvr/Desktop/abcd   
  
◼ None can Add a file i.e. virus(es), Malware(s), Ransomware(s) - cannot damage any file(s) in the  above BKS SERVER which is 100% UNHACKABLE & INCORRUPTABLE SERVER (UIS) .  
  
◼ None can copy specified file the one mentioned above – Anti Copying and Anti-Piracy.  
  
◼ None can delete the specified file which is mentioned above - SECURITY OF FILE FOR THE PRESENT AND FUTURE ALSO.  
  
100% and perfect UBHACKABLE & INCORRUPTABLE SERVER i.e., BKV SERVER   is achieved through:  
  
Commands are restructured  in a desired ways including modification of source code(s) (which is the main reason to choose linux based O.S. to make it unhackable etc.) to achieve the goal of 100% ( UNHACKABLE and INCORRUPTABLE SERVER i.e., BKV SERVER  (LINUX BASED)).  
  
For example:   
  
File pa created by user normally has the following architecture.  
  
-rw-r--r-- 1 mvrpr mvrpr 3 Apr  8 07:12 pa  
the above ownership is changed by the following command under root ownership.  
root@mvrpr-Vostro1510:/home/mvrpr/Desktop# chown root.root pa  
root@mvrpr-Vostro1510:/home/mvrpr/Desktop# ls -al pa  
-rw-r--r-- 1 root root 3 Apr  8 07:12 pa  
  
its mode is changed in the following manner under root ownership.  
  
root@mvrpr-Vostro1510:/home/mvrpr/Desktop# chmod 640 pa  
root@mvrpr-Vostro1510:/home/mvrpr/Desktop# ls -al pa  
-rw-r----- 1 root root 3 Apr  8 07:12 pa  
  
now if cat pa is used under normal user the following happened.  
  
  
mvrpr@mvrpr-Vostro1510:~/Desktop$ cat pa  
cat: pa: Permission denied and file pa is not displayed.  
  
The above file can be displayed by reversing ownership and mode changes under root.  
  
By INVENTION(S), root password is provided to the interested and NONE ON THE FACE OF THIS EARTH CAN VIEW THE FILE pa because he/she/they cannot reverse the ownership and mode changes even if root password is known to him/her/them.  
  
  
By using techniques of discovery/discoveries and invention/inventions where ever required in a befitting manner to achieve the  goal (UNHACKABLE and INCORRUPTABLE SERVER i.e., BKV SERVER).  
  
BKV SERVER Contains minimum of 3 Invention/Inventions and/or Discovery/Discoveries (all are unpublished) the stated features result in 100% security of the system in which BKV SERVER is installed.  
  
UIS - UNHACKABLE AND INCORRUPTABLE SERVER - BKV SERVER is functional and operational server.  
  
  
THE ABOVE IS UNBELIEVABLE.  TO FINANCE PART OF THE COST OF TESTING, THE FOLLOWING IS PROPOSED.  
  
THOSE WHO ARE REGISTERED FOR THE CONFERENCE TECHNOLOGY AND PROMISE ARE ALLOWED TO ENTER INTO  
BKV SERVER (I WILL PROVIDE THEM IP ADDRESS AND LOGIN ID AND PASSWORD AND FOR SELECT FEW  
I WILL ALSO PROVIDE ROOT PASSWORD - CONDITIONS TO PROVIDE ROOT PASSWORD WILL BE PROVIDED   
LATER) and IF ANY ONE CAN VIEW THE CONTENTS OF A FILE /home/mvrpr/Desktop/abcd will be  
rewarded US $ 100/- (United States Dollars one hundred  only) provided he/she/they   
should inform you i.e., one or more of the organizers of conference - TECHNOLOGY AND PROMISE - and me([mvrp2507@gmail.com](mailto:mvrp2507@gmail.com)) and [vissukkd@gmail.com](mailto:vissukkd@gmail.com).  Then he/she/they will be provided ip address login id etc and if they inform you, me([mvrp2507@gmail.com](mailto:mvrp2507@gmail.com)) and [vissukkd@gmail.com](mailto:vissukkd@gmail.com), it will be verified by [vissukkd@gmail.com](mailto:vissukkd@gmail.com) and will release the US $ 100/- TO SUCCESSFUL PERSON(S) WHO INFORMS THE CONTENTSOF FILE /home/mvrpr/Desktop/abcd in BKV SERVER.

If the above is acceptable to you, you are requested to inform your email id to me([mvrp2507@gmail.com](mailto:mvrp2507@gmail.com)) and [vissukkd@gmail.com](mailto:vissukkd@gmail.com) and in the conference you have to give me that xyz persons registered for the conference and yyy persons tried to view the contents of the file /home/mvrpr/Desktop/abcd file of BKV SERVER and zzz person could inform the   
contents of the above file in the conference at a time convenient to you.

For any corrections or any other information regarding above paper please contact [mvrp2507@gmail.com](mailto:mvrp2507@gmail.com).

Please acknowledge receipt of this paper to [mvrp2507@gmail.com](mailto:mvrp2507@gmail.com)   
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