综述

选题可以针对以下方向，但不局限于：

* 手机安全
* 基于生物特征的身份认证技术
* APT攻击
* 勒索软件
* 区块链与安全
* 防火墙
* 入侵检测系统
* 隐私保护
* 电子邮件安全
* Web安全
* 信息隐藏
* 云计算安全
* 舆情检测
* 电子商务安全
* 网络攻击与防护
* IoT安全
* 数据库安全
* 操作系统安全
* 虚拟专用网VPN
* 公钥基础设施PKI

要求：

* 论文提交时间：2020.4.20，以班级为单位打包提交
* 论文采用计算机学报论文模板（去知网下载一篇计算机学报的论文参考）
* 字数不少于2500字
* 参考文献至少引用10篇，其中近三年(18,19,20)至少1/3以上

联系方式：[12331086@qq.com](mailto:12331086@qq.com)

说明：

综述是对所写专题的比较全面、深入、系统的论述，是对某一专题、某一领域的历史背景、前人工作、争论焦点、研究现状与发展前景等方面，以作者自己的观点写成的严谨而系统的评论性、资料性科技论文。

综述反映出某一专题、某一领域在一定时期内的研究工作进展情况。可以把该专题、该领域及其分支学科的最新进展、新发现、新趋势、新水平、新原理和新技术比较全面地介绍给读者，使读者尤其从事该专题、该领域研究工作的读者获益。

禁止网络抄袭，否则不及格！！！