Notes on Serial Communication Protocols for Hardware Hacking Module

# Serial Communication Protocols

Serial Communication Protocols are a type of communication protocol used for data transmission via a serial communication link. Serial communication means that data is transmitted in series or one bit at a time over a single channel.

This contrasts parallel communications that use multiple channels to transmit multiple pieces of data at once. While parallel communications allow for faster data transmission rates, some of the benefits of serial communications follow:

* Due to only one communication channel the wiring tends to be simpler than that of parallel communications.
* Serial links also allow for longer cable links also due to their simplicity.
* Serial communication hardware is cheaper.
* Many devices and microcontrollers have built-in compatibility for serial communication protocols. This adds ease in integrating into existing systems.
* Serial communication is less affected by noise and signal interference, which reduces the number of errors and improves reliability.

While both serial and parallel communications are susceptible to hacking, serial communications may be easier to compromise. Due to their simplicity, a hacker needs only to gain access to a single channel to intercept, manipulate, or interrupt data transmission.

## Inter-Integrated Circuit (I2C) Protocol

* Voltage at the Common Collector (VCC)
* Ground (GND)

## Serial Peripheral Interface (SPI) Protocol

* Stuff goes here.

## Universal Asynchronous Receiver/Transmitter (UART) Protocol

* Stuff goes here.

## Controller Area Network (CAN) Protocol

* Stuff goes here.

## Universal Serial Bus (USB) Protocol

* Stuff goes here.
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