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**Практична робота №9**

**Тема**: Вивчення захоплених пакетів TCP і UDP за допомогою програми Wireshark

**Хід роботи:**

**Частина 1. Визначення полів заголовків та принципу роботи протоколу TCP за допомогою функції захоплення сеансу FTP програми Wireshark**

1. Починаємо захоплення даних програмою Wireshark.
   1. Закриваємо всі непотрібні програми мережі, щоб обмежити кількість трафіку під час захоплення даних програмою Wireshark.
   2. Починаємо захоплення даних програмою Wireshark.
2. Завантажимо файл довідки Readme.
   1. У вікні командного рядка вводимо ftp [ftp.cdc.gov](ftp://ftp.cdc.gov), але не вдається підключитись.