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| **Name**: | Sreeja Thammina |
| **Qualification**: | Mtech in Cyber Security & Digital Forensics |
| **Designation**: | Security Consultant |
| **Experience**: | 1.11 years (joined date: 06-12-2017) |
| **Contact** **Number**: | 9248549999 |
| **Professional** **Preface**:   * 1.11 years of experience in Web Application VAPT, mobile apps VAPT, web services, & Network VAPT. * Performed VAPT on more than 80+ web applications. * Performed VAPT on more than 10+ Mobile applications and REST API testing. * Issued audit certificates to 9 web applications. * Certified as Qualys Specialist in Vulnerability assessment * Conducted training sessions for employees in other departments to alert them to various security issues. * Assessed AP Government web applications for security vulnerabilities and recommended and installed best security solutions. * Internal and external penetration testing (plan, discover, attack, report). * Understanding the web application's functionality and business logic's involved for formulating Business logic test cases. * Conduct vulnerability assessment and review results. Collaborate with client's IT staff to rank vulnerabilities. Validate high risk vulnerabilities on specific targets. Develop remediation action plan as per scoring the confirmed vulnerabilities depending on CVSS (Common Vulnerability Scoring System). * Effectively communicate with technical/non-technical personnel before, during and after engagement. * Perform and conduct proof of concept for the vulnerabilities identified during the tests by contained exploitation. * Creating reports and remediation steps for vulnerabilities detected. * Performing manual-penetration testing for web applications (OWASP) and automated testing using tools such as Burp suite, Acunetix, Nessus and Nexpose. * Performing automated-penetration testing for mobile applications using open source tools. | |