Same with security misconfiguration, OWASP is still in process of documenting insufficient attack protection. This documentation process is far from complete at this moment (Sept. 2017) and will probably never be complete. Nevertheless, believe their online documentation gives you some pointers. Herewith the link to their documentation: <https://www.owasp.org/index.php/Top_10_2017-A7-Insufficient_Attack_Protection>. More general information regarding intrusion detection can be found here: <https://www.owasp.org/index.php/Intrusion_Detection>. OWASP also defines a conceptual framework and methodology that offers prescriptive guidance to implement intrusion detection and automated response ([The AppSensor project](https://www.owasp.org/index.php/OWASP_AppSensor_Project)). They even have an automated threat [handbook](https://www.owasp.org/index.php/File:Automated-threat-handbook.pdf).