**Segmento 99.41.20.0**

### 

### Vulnerabilidades de prioridad Alta para Administración Local De Recaudación De Tepic

**Falta de Actualizaciones de Seguridad**

|  |
| --- |
| **IP** |
| 99.41.20.184 |

|  |  |  |
| --- | --- | --- |
| **Servicio** | **Impacto** | **Descripción de la vulnerabilidad** |
| **TCP/General** | **Alta**  CVSS Base Score : 10.0  (CVSS2#AV:N/AC:L/Au:N/C:C/I:C/A:C) | El equipo remoto carece de múltiples actualizaciones de seguridad de sistema operativo; la falta de estas resulta un riesgo para Confidencialidad, Integridad y Disponibilidad de la información resguardada. |
| **Lista de Actualizaciones:**  MS11-020: SMB presenta fallas en su implementación que permite la ejecución de código remoto  MS10-012: Vulnerabilidades en el servidor SMB podrían permitir la ejecución remota de código  MS11-048: Vulnerabilidad en SMB Server podría ocasionar una denegación de servicio (2536275) | | |
| Solución: | | |
| Realizar las actualizaciones de seguridad correspondientes provistas por Microsoft, recordando que toda actualización puede tener un impacto en los sistemas. Si la organización decide no instalar la actualización esto debe estar documentado. | | |