# 第一章 绪论

## 1.1 选题的背景和意义

### 1.1.1 选题的背景

近年来，随着人脸识别技术的迅速发展，越来越多的基于人脸识别的应用进入了日常生活领域。从人脸识别考勤系统、人脸识别门禁系统等较为传统的人脸识别应用，到新近流行起来的“刷脸”支付的手机app、“刷脸”取款的ATM，人脸特征凭借着其方便、友好的交互方式，迅速取代了其他的冗余、繁琐的验证方式。但目前，绝大多数的人脸识别系统都把研发重心放置于身份识别的准确性以及算法效率上；却忽视了人脸识别的安全性问题，即——输入的人脸可以是非真实的脸（包括高分辨率的彩色打印照片、3D打印的人脸模型、人脸面具等），使用者以此可以仿冒他人身份通过人脸识别系统，对后续的应用安全性构成了极大地安全隐患。

任何一种验证系统，都会面临仿冒攻击的威胁。应对的方式无外乎以下两种：（1）通过保护验证信息，使仿冒者不易获取；（2）通过验证系统本身来鉴别验证信息是否有效。前者的主要应用场景就是密钥验证系统（包括对称密钥以及非对称密钥），使用此方式来保护验证系统对密钥持有者的要求较高，且密钥本身不易被他人获取。由于人脸的特殊性，它作为日常生活中人类的最重要的身份标示，被广泛地传播，极容易被他人获取；所以对于人脸验证系统而言，通过验证系统本身来鉴别验证信息的可靠性是唯一的解决方案。

因此，用于增强人脸识别系统的安全性的人脸活体验证技术受到了越来越多人的关注。人脸活体验证技术旨在通过人脸信息来验证目标的合法性，更加具体的说，即在传统的人脸识别系统之前，增加一道防火墙，所有试图进行人脸验证的输入都将首先进行人脸活体验证，通过验证的输入才能继续进行人脸识别，否则就认为是非法输入，从而拒绝访问。

### 1.1.2 选题的意义

信息安全的重要性和敏感性以及无需赘述。在人脸识别领域，使用者不仅仅需要方便快捷地进行身份验证，更希望验证系统能够保证其身份的安全性，即不被仿冒者盗用。本次课题就是针对这一应用环境，通过图像信息来对输入信息的合法性进行验证。

上一节已经提到，人脸活体验证系统是一个添加在人脸识别系统之前的认证模块，采用带有人脸活体验证模块的人脸识别系统有助于在保证信息真实有效并且可以使用的情况下大大提高人脸认证的效率。传统的人脸识别中，其可欺骗性会导致系统运行的结果不可靠等非预期性结果。所以在高敏感性的应用环境中，对于机器识别的结果，还需要人工进行筛查纠错，这就直接降低了人脸识别系统的实用性。因为动用人力来进行筛查纠错不仅成本高，而且效率极其低下，也容易发成错误。

人脸活体验证技术能够为人脸识别系统提供可靠的输入数据，使人脸识别系统的应用范围得到进一步的拓展。

## 1.2 国内外研究现状

### 1.2.1 人脸活体验证算法研究现状

随着人脸识别技术的成熟，在2000年左右，活体验证技术逐渐被各大领域重视。2006年，H. Bay和T. Tuytelaars等人提出了一种基于SFM（Structure from Motion）的活体检测模型。该模型通过定位眼睛、嘴巴等显著位置来预测特征点的三维深度，从而实现判断活体的方法。2009年，K. Kollreider , H. Fronthaler提出了利用光流来分析人脸各部位的移动量，最终进行活体检测的方法。2010年，孙霖提出了利用人脸识别进行多模活体验证的概念。其思想大多是将多个检测源的数据进行混合，然后联合多个带权检测结果，来进行评判。上述的算法虽然取得了较好的效果，均属于通用算法的范畴。由于算法的设计比较复杂，会导致较难进行实时性的结果计算。

### 1.2.2 人脸特征点定位算法研究现状

人脸特征点定位技术是指

## 1.3 本人主要工作

* 研究人脸活体验证系统的定位，了解相关的基本功能需求；并且通过阅读大量文献，掌握国内外有关人脸活体验证的发展现状。
* 根据系统的应用场景，明确系统角色，确定最后的项目功能性需求以及非功能性需求。
* 通过项目的需求分析，确定项目的整体架构以及相关系统功能模块的划分。
* 细化项目的各个模块设计，抽象出各个模块之间的通信接口，按照软件工程的项目规范把所有模块实现。
* 搭建系统的测试环境，并根据系统的功能性需求以及非功能性需求进行完善的测试。

## 1.4 论文组织结构

本论文的内容结构安排如下：第一章为绪论。该章论述了人脸活体检测系统的项目背景和项目意义，并且介绍了现阶段工业界和学术界相关的最新成果。第二章为相关技术介绍。

# 第二章 相关技术介绍

## 2.1 半朴素贝叶斯模型原理

半朴素贝叶斯模型（Semi-Naive Bayes Model）对朴素贝叶斯模型（Naive Bayes Model）的改进。该算法由Geoffrey I. Webb等人于2005年提出。该算法填补了朴素贝叶斯模型的两大缺陷：需要大量训练样本以及独立性假设与大部分特征不相符。假设输入的N维特征向量的形式为：f = (f1, f2, … , fN)，模型的输出类别为C∈{c1, c2, …, cK}。贝叶斯模型是一个通过计算后验概率并求出最大值所属的类别，并作为输出。贝叶斯模型的形式化表示为：

H(f) = argmaxk P(C=ck|f1,f2,…,fN)

使用贝叶斯公式可以将后验概率的形式变化为先验概率的形式：

H(f) = argmaxk P(f1,f2,…,fN | Ck) \* P(Ck)

在朴素贝叶斯模型中，假设所有的特征都是互相独立的，因此上述联合概率分布等于各个特征的先验概率的乘积，即为：

但是这个假设过于严格，在实际的应用中，该假设往往是不成立的，这就直接导致了朴素贝叶斯模型得出的结果与真实情况有较大的偏差。

半朴素贝叶斯模型取消了这个全局独立性假设，而是对特征进行分组，假设各个组内特征不独立，各个组间特征独立。假设N个特征被划分为L个组，每个组内含有S个特征，则上述的联合概率分布可以表示为：

半朴素贝叶斯模型通过组内容量的大小来协调算法复杂度与准确度之间的关系。

## 2.2 随机蕨回归器原理

## 2.3 Node.JS介绍

## 2.4 MongoDB介绍
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## 3.1 系统的设计目的

## 3.2 系统功能性需求
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### 3.2.3 目标眨眼检测
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### 3.3.1 实时性
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# 第四章 系统概要设计

## 4.1 系统整体架构

## 4.2 系统功能模块设计

# 第五章 系统详细设计

## 5.1 客户端详细设计
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### 5.2.3 视图模块设计

# 第六章 系统部署与测试

## 6.1 系统功能测试
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