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Abstract

This document presents network slicing differentiation from the non- partition network or from simply partition of connectivity resources. It lists \*\*\* standardization gaps related to 6 key requirements for network slicing. It also presents an analysis of existing related work and other potential solutions on network slicing.

This gap analysis document aims to provide a basis for future works in network slicing.
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# Introduction

Network slicing is an approach of flexible isolation of network resources and functions for dedicated services, providing certain level of customization and quality guarantee. It establishes customized dedicated network upon a common infrastructure for vertical industries with flexible design of functions, different performance requirements, system isolation and OAM tools.

Potential requirements need to be investigated in order to elicit and understand the technical gaps for network-slice enabled networks.

As a differentiation from the non-partition network or from simply partitions of connectivity resources (e.g. VPNs) the followings are identified:

* Network Slice is a network that is build on a infrastructure composed of connectivity, storage and computing.
* Each network slice may have its own operator that see this slice as a complete network (i.e router instances, programmability, using any appropriate communication protocol, caches, provide dynamic placement of virtual network functions according to traffic patterns, to use its own controller, finally it can manage its network as its own).
* Network slicing support tenants that are strongly independent from infrastructure.
* Network slicing introduces an additional layer of abstraction by the creation of logically or physically isolated groups of network resources and network function/virtual network functions configurations separating its behavior from the underlying physical network.
* Network slicing covers the full life cycle of slices that are managed groups of infrastructure resources, network functions and services (e.g. the network slice components are: service instance, a network functions instance, resources, slice manager and capability exposure).
* Network slicing would need to be self-managed with automated deployment in order to cope with scalability.
* Network slices are configurable and programmable and they have the ability to expose their capabilities and characteristics. The slice protocols and functions are selected according to slice required features. The behaviour of the network slice realized via network slice instance(s).
* Network slices are concurrently deployed as multiple logical, self-contained and independent, partitioned network functions and resources on a common physical infrastructure.
* Network slicing supports dynamic multi-services, multi-tenancy and the means for backing vertical market players.
* Network slicing simplifies the provisioning of services manageability of networks and integration and operational challenges especially for supporting communication services.
* Network operators can exploit network slicing for
  + Reducing significantly operations expenditures, allowing also programmability necessary to enrich the offered tailored services;
  + Providing the means for network programmability;
  + Additional business offerings to OTT and other vertical market players without changing the physical infrastructure.

In order to establish a network slice that meets various customer's demands, the infrastructure owner needs to understand how these demands map with the available network resources and accessible capabilities. This also requires end-to-end coverage and inter-domain operation or negotiation between different network segments.

Different levels of system abstraction are essential enablers for network slicing. For instance, the infrastructure owner needs to understand performance metrics such as bandwidth, latency, isolation requirements, and traffic forwarding restrictions from slice tenants. Furthermore, these requirements are expected to map with the capabilities of a specific network slice with the nature of flexibility, agility and certain level of customization. Slice tenants do not worry about the techniques used by the slice provide for their specific requirements. Meanwhile, the slice provider provides customized OAM to the tenants under provisioning. Slicing OAM approach is a fundamental capability to guarantee stable, effective and reliable services for the vertical industries. It is also expected to be capable of operations with customized granularity levels that provides robust management flexibilities.

This document presents the identified key requirements and investigate potential technical gaps accordingly. To assist understanding of this document, Section 2 outlines the terminology. Section 3 introduces overall requirements of network slicing. Section 4~9 illustrates end-to-end considerations, performance guarantee, system level abstractions and OAM concerns. Section 10 summarizes the identified gaps and demonstrates conclusive analysis.

# Terminology

## Networking & Servicing Terms

* Network Segment - Includes fixed Access Network (AN), Radio Access Network (RAN), Transmission Network (TN), Core Network (CN), Edge Network (EN), central cloud network, edge cloud network, etc.
* Domain - Domain of a certain network segment (TN domain by default).
* Administrative Domain - A collection of systems and networks operated by a single organization or administrative authority. Infrastructure domain is an administrative domain that provides virtualized infrastructure resources such as compute, network, and storage, or a composition of those resources via a service abstraction to another administrative domain, and is responsible for the management and orchestration of those resources.
* Multi-tenancy Domain - It refers to set of physical and/or virtual resources in which a single instance of a software runs on a server and serves multiple tenants.

## Acronyms and Abbreviations

* CNC: customer network controller
* MDSC: multi-domain service coordinator, could be a hierarchical one
* PNC: physical network controller, each transport network domain has a PNC
* VN: virtual network
* PCC: path computation client, the physical device (normally is the ingress device of an LSP) which requests for a path computation service

The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this document are to be interpreted as described in RFC 2119. Additionally, the key words "MIGHT", "COULD", "MAY WISH TO", "WOULD PROBABLY", "SHOULD CONSIDER", and "MUST (BUT WE KNOW YOU WON'T)" in this document are to interpreted as described in RFC 6919. Other network slicing related words used in this document are to interpreted as described in [NS-Framework].

# Overall Requirements in Network Slicing

This section introduces 6 key requirements of network slicing. These 6 requirements are organized according to a general network slice working process as shown in Figure 1: specify the network slicing resource (Req.1); construct a performance guaranteed end-to-end network slice (Req.2 and Req.3); Identify the network slice (Req. 4); necessary abstraction for the constructed end-to-end network slice (Req. 5); and provide OAM operations (Req. 6).

* ![](data:image/png;base64,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)Req.1 Network Slicing Resource Specification: The management system of both underlying resources/network functions and overlying resource/network functions provided by consumer or operator, regardless of being automated, human-guided, or human-operated, needs to manage the description of the resources/network functions it has "in stock" and "under its control". The objective for those systems to have such information is that the resources will form an important part of their business, and thus they must know "what they have" at every moment, so that, for instance, they are able to "deliver" the requests without incurring into any overutilization of their resources. Therefore, the way resources are described and specified must be homogeneous.

1. Illustration of Key Requirements

* Req.2 Cross-Network Segment & Cross-Domain Negotiation: Network users in relation to network slicing are entities that operate some set of physical, logical, virtual, or, in general, abstracted resources that are not owned directly by them. This means that they will have providers, that can be different and separated, but they still require to offer a coherent service to their customers, which are naturally expecting this entity to be seen as only one entity. Therefore it is fundamental for network slices, in the form they are delivered to such operators, to be able to cross provider domains and thus effectively form the required end-to-end infrastructure.
* Req.3 Guaranteed Slice Performance and Isolation: In order to enable the safe, secure, performance guaranteed service for multi- tenancy on the common physical networks, the isolation in each of the Data /Control /Management /Service planes are needed in network slicing. In general, there are two tiers isolations: Soft and hard isolations. VPN, NVO3, etc. are typical soft isolation technologies, slices isolated through these technologies still may compete for underlying resources. For some critical services, hard isolation such as FlexE, OTN, etc. are necessary.
* Req.4 Slice Discovery and Identification: [TBD-Cristina]
* Req.5 NS Domain-Abstraction: To complement the previous requirement, it is important for network slices to be aware but independent of the domain to which they belong. This implies that they are abstracted from any specific domain, so operators can change their behavior without requiring to reconfigure all individual parts and pieces of the overall system.
* Req.6 OAM Operations with Customized Granularity: Different network slice users (operators, customers) will have different requirements. On one end of the spectrum we have those operators that will require a finalized service that they will simply commercialize. On the other end we have those operators that need (or want) to fine-tune all the low-level aspects of the network resources that form their system or service. Moreover, in the middle there is plenty of room for variations. Therefore, the underlying network layers must offer different levels of granularity for the management of their resources, that the upper layer operators can choose according to their needs and objectives.

# Network Slicing Resource Specification

## Description

Network Slicing Resource Specification (NSRS) is meant to specify the network slicing resources and capture requirements of services, customers, and peer networks to characterize the service expected to be delivered by a network. These requirements include (non-exhaustive): reachability scope (e.g., limited scope, Internet-wide), direction, bandwidth requirements, performance metrics (e.g., one-way delay [RFC2679], loss [RFC2680], or one-way delay variation [RFC3393]), protection and high-availability guidelines (e.g., restoration in less than 50 ms, 100 ms, or 1 second), traffic isolation constraints, and flow identification. NSRS is used by a network provider to decide whether existing network slices can be reused or (some of them) even combined, or if another network slice instance is needed for a given service.

Technology-specific actions are then derived from the technology-agnostic requirements depicted in an NSRS. Such actions include configuration tasks and operational procedures.

A standard definition of NSRS is needed to facilitate the dynamic/automated negotiation procedure of NSRS parameters, but also to homogenize the processing of service requirements.

## Functional and Non-Functional Aspects

Apart from the basic requirements, namely the description of the resources in terms of “selling” capabilities, the NSRS must also include the necessary functional requirements to allow NS consumers to know exactly what level of function they have by aggregating all the resources it has “contracted”. These will be accompanied with the logic required to operate with them.

For instance, the addition of available bandwidth by different links does not represent the total bandwidth, so the bandwidth specification of link resources must be accompanied with the definition of a proper “addition” operation that can deal with aggregatable and non-aggregatable resources and thus allow the consumer to know the combined bandwidth, but just when it is possible to get it.

Regarding non-functional aspects, the NSRS must be able to also incorporate other information that support the establishment of a relation between a resource, a provider, and a consumer. For instance, the direct relation would be the “unit price”, which would be used by providers, consumers, and their respective management tools (or persons, administrators) to determine the maximum level of service that can be obtained by certain budget. Other parameters would be added, both statically from the definition of the NSRS and dynamically when establishing the specific architectures that will support the NS instantiation.

In summary, both functional and non-functional aspects will be linked together with the NSRS to allow providers and consumers to have a highly precise view of the total resources they have and the available ones. Therefore, they would know the “stock” they have in terms of network resources in a quick view (done by a person or a software), which is essential to improve their competitiveness.

## Related Work in IETF

As rightfully discussed in [I-D.wu-opsawg-service-model-explained], the IETF has already published several YANG data models that are used to model monolithic functions as well as very few services (e.g., L2SM, L3SM, EVPN). These models may be used in the context of network slicing if corresponding technologies are required for a given network slice, but none of them can be used to model an NSRS.

[RFC7297] describes the Connectivity Provisioning Profile (CPP) and proposes a CPP template to capture connectivity requirements to be met within a service delivery context. Such a generic CPP template is meant to

* facilitate the automation of the service negotiation and activation procedures, thus accelerating service provisioning;
* set (traffic) objectives of Traffic Engineering functions and service management functions;
* improve service and network management systems with 'decision- making' capabilities based upon negotiated/offered CPPs.

[RFC7297] may be considered as a candidate specification for NSRS. Releasing a RFC7297-bis to take into account specific requirements from network slicing is needed.

[More Analysis TBD]

# Cross-Network Segment & Cross-Domain Negotiation

## Description

The cross-network segment & cross-domain negotiation requirement includes the following aspects:

* Network slice resource/network functions negotiation: for example, a tenant requests for a network slice with at most 10 ms latency from terminal to server. Different network segments/domains should negotiate to reach an agreement like RAN provides at most 2 ms service, TN domain I provides at most 4ms service, TN domain II provides 2 ms service and CN provides at most 2 ms service;
* Configuration information negotiation: for example, for a given TN domain, the configuration information such as VLAN ID, remote IP address, physical port ID, etc. need to be negotiated with other TN domains;
* Other negotiations: for example, RAN (or other access network) needs to notify TN about the information of newly attached point when user moves.

From terminal to server, an end-to-end network slice will involve different network segments such as RAN, TN, CN, etc. Even within the same network segment, there always involve multiple domains due to geographic isolation, administrative isolation and other reasons. There are two ways to enable an end-to-end network slice: based on a common platform or based on cross-network segment & cross-domain negotiation.

If all of the involved network segments and domains belong to the same operator or the same operator union, the common platform solution may be work. In this case, all of the network segments and domains only need to communicate with the common platform, and follow the coordination management of this common platform. Whilst the most common case is that the involved network segments and domains belong to different operators/administrative regions, and there does not exist a common platform. Consequently, the cross-network segment & cross-domain negotiation (i.e., end-to-end network slicing) will be essential throughout the whole lifecycle.

## Related Work in IETF

There are some related works studies the inter-operation/negotiation between different entities. This subsection will briefly review these related work to provide a basis for the gap analysis.

### Autonomic Networking Integrated Model and Approach (ANIMA)

Autonomic Networking Integrated Model and Approach (ANIMA) WG provides a series of tools for distributed and automatic management, which includes: Generic Autonomic Signaling Protocol (GRASP), Autonomic Networking Infrastructure (ANI), etc.

GRASP [ANIMA-GRASP] is a protocol for the negotiation between ASAs (Autonomic Service Agent). In GRASP, ASAs could be considered as "APPs" installed on a device. Different ASAs fulfill different management tasks such as parameter configuration, service delivery, etc. Based on GRASP, the same purpose ASAs that installed on different devices are able to inter-operate and negotiate with each other. Network slicing could make use of GRASP for the coordination among devices in the underlying infrastructure layer, as well as the negotiation among different domain (or different network segment) managers. However, the security issue incurred by cross-network segment & cross-domain usage should be fixed in GRASP.

ANI [ANI] is a technical packet consisting of BootStrap (for authentication, domain certification distribution, etc.), ACP (a separate control plane), and GRASP (for control message coordination). ANI could be used to construct the management tunnel among devices in underlying infrastructure layer within a single domain. While the network slicing and cross-domain oriented extensions are necessary.

### Abstraction and Control of Traffic Engineered Networks (ACTN)

ACTN [TEAS-ACTN] is an information model proposed by TEAS WG, which enables the multi-domain coordination in transport network. In order to enable the network slicing in transport network, portion of transport domain will need to be engineered. In particular about building a TE entity and stitching service for this entity, what is within the scope of ACTN. As an end-to-end network slicing solution, ACTN is able to provide the cross-network segment negotiation. In ACTN, each physical transport network domain is under the control of a PNC as shown in Figure 2. Based on a MDSC, multiple PNCs coordinate with each other. Although the MDSC may be a hierarchical structure, the hierarchical MDSC still could be regarded as a logical common platform. As Section 5.1 discussed, such common platform solution has a strict presumption. ACTN is not a clear E2E model. It is a multi-tier multi-service provider abstraction that heavily relies on centralization using SDN methods.

ACTN does carry out some network slicing-related work, some proposed terms are even close to the concept of today's network slicing, like

1. ![](data:image/png;base64,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)A Three-tier ACTN Control Hierarchy

virtual network (VN, similar concept of slice instance). ACTN enables VN based on LSP technique, different LSP tunnels correspond to different VNs. From the isolation perspective, LSP belongs to the soft-isolation category. For those critical services that have very strict isolation requirement, the soft-isolation is not enough since different VNs/network slices (i.e, LSP tunnels in ACTN) still may compete for underlying resources.
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1. A Comparison Example

* In-segment resource: ACTN only abstracts the topology and link features, it neither supports standard resource capability exposure nor facilitates distributed resource changes.
* L2 resource negotiation: ACTN does not provide the L2 resource negotiation among devices.
* Network perspective coordination: any change in a single tunnel requires re-computation of path on MDSC, which is expensive and not well coordinated. I.e. there is no notion of distributed negotiation of resources among different TE tunnels.

### Path Computation Element Communication Protocol (PCEP)

Path Computation Element (PCE) [RFC4655] separates the path computation function from physical devices and provides the centralized path computation for a domain as shown in Figure 4. PCE is a key functional module that can be embedded into various management systems. For example, [PCE-ACTN] studies the applicability of PCE for ACTN, [PCE-SDN] extends PCE communication Protocol (PCEP) for the hierarchical SDN control system, etc.
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1. Multiple PCE Path Computation with Inter-PCE Communication

Moreover, the function of PECP is far less than the application requirements of network slicing. PECP provides limited messages such as the PCE request/response messages, specific event notification message (e.g., PCE gets overloaded), error message, etc. None of these messages covers the network slicing provision negotiation.

## Other Potential Solutions

5G Exchange (5GEx) [FGEx] is a 5G-PPP project which aims to enable cross-domain orchestration of services over multiple administrations or over multi-domain single administration networks. The main infrastructure considered in 5GEx is the NFV/SDN compatible software defined infrastructure, which will limit the scope of network slicing.

# Guaranteed Slice Performance and Isolation

## Description

With network slicing, it is expected to enable the deployment of various services with diverse requirements independently on the common physical networks. Each network slice is characterized with particular service requirements, which usually are expressed in the form of several key performance indicators (KPIs) such as bandwidth, latency, jitter, packet loss, etc., and different degrees of isolation. It should be noted that the requirement on isolation is not just related to guaranteed performance, for some services it is also critical to achieve the isolation in terms of network privacy, security, management and operation, etc.

It is important that the performance and isolation requirements of each network slice can always be met regardless of what is happening in any other network slices. Otherwise it is likely that some of the services would still be deployed in their dedicated networks rather than in a shared network infrastructure using network slicing. The requirements on guaranteed performance and isolation cannot simply be met with the creation of separate virtual networks, more importantly it depends on how to instantiate these virtual networks properly on the shared physical network infrastructure with appropriate resource allocation policy and mechanisms, so that the diversified performance and isolation requirements of network slices can be guaranteed in a flexible and efficient way.

## Related Work in IETF

### Virtual Private Networks

Virtual Private Networks (VPN) technologies such as L3VPN[RFC4364], L2VPN [RFC4664], EVPN [RFC7432], etc. have been widely deployed to provide different virtual networks on the common service provider networks. Although VPNs can provide logically separated routing/ bridging domains between different VPN customers, essentially it is an overlay network technology with little control of the network resources, so it is challenging for VPN to meet the performance and isolation requirement of some emerging application scenarios such as industrial verticals.

### NVO3

[NVO3-WG] defines several network encapsulations which support the network virtualization and multi-tenancy in the data center networks. Similar to the VPN technologies of service provider networks, NVO3 is also an overlay network technology, which relies on the performance characteristics provided by the IP-based underlay networks. Thus NVO3 may not meet the performance and isolation requirements of network slicing.

### RSVP-TE

RSVP-TE [RFC3209] is the signaling protocol to establish end-to-end traffic-engineered Label Switched Paths (LSPs). It can reserve the required link bandwidth along an end-to-end path for specific network flows, which is suitable for services with particular requirement on traffic bandwidth. RSVP-TE LSPs can be used as the underlay tunnels of the VPN service connections. However, the requirement of some emerging services is not only about traffic bandwidth, but also has quite strict requirement on latency, jitter, etc. Such requirements can hardly be met with existing RSVP-TE.

### Segment Routing

[I-D.ietf-spring-segment-routing] provides the ability to specify a traffic-engineered path by the source node of data packets, which is also known as a approach for source routing. It can provide comparable traffic-engineering features as RSVP-TE with better scalability, by eliminating the per-path state in the transit network nodes. It is therefore a candidate method of creating an NSI, mapping a packet into an NSI and specifying the passage of the packet through the resources dedicated to the NSI. Segment Routing as designed today could be used within an NSI without further modification, but its use as a method providing an NSI requires further study. With respect to performance guarantee and isolation, some further investigation may be needed to understand whether SR can provide the same or better performance characteristics as RSVP-TE without the flow state in the transit node. In addition, it is not clear whether SR-based LSPs can provide the guaranteed latency and jitter performance required by network slicing.

### Deterministic Networking

[DETNET-WG] is working on the deterministic data paths over layer 2 and layer 3 network segments, such deterministic paths can provide identified flows with extremely low packet loss rates, low packet delay variation (jitter) and assured maximum end-to-end delivery latency. This is accomplished by dedicating network resources such as link bandwidth and buffer space to DetNet flows and/or classes of DetNet flows. DetNet also aims to provide high reliability by replicating packets along multiple paths. It is a characteristic of DetNet that it is concerned solely with worst-case values for the end-to-end latency.

The primary target of Detnet is real-time systems and as such average, mean, or typical latency values are of not protected, because they do not affect the ability of a real-time system to perform their tasks. This contrasts with a normal priority-based queuing scheme which will give better average latency to a data flow than DetNet, but of course, the worst-case latency can be essentially unbounded. As such Detnet seems to be a useful technique that may be applied to either a complete NSI, or to components of the traffic within an NSI to address the emerging low latency requirement for real time application.

Where an NSI is created recursively, there must be a mapping between the latency requirements of the child NSI onto the latency SLA provided by the parent, which in turn must trace back to the SLA provided by the underlay.

Detnet is not currently designed with network slicing in mind. As such the mapping between an NSI and a Detnet service needs to be defined.

### Flexible Ethernet

[FLEXE-1.0] is initially defined by Optical Internetworking Forum (OIF) as an interface technology which allows the complete decoupling of the Media Access Control layer (MAC) data rates and the standard-based Ethernet Physical layer (PHY) rates. The channelization capability of FlexE can be used to partition a FlexE interface into several independent sub-interfaces, which can be considered as a useful component for the slicing of network interfaces. Currently there is ongoing work in IETF to define the control plane framework for FlexE, which aims to identify the routing and signaling extensions needed for establishing FlexE-based end-to-end LSPs in IP/ MPLS networks.

# Slice Discovery and Identification

## Description

Network slice instance discovery and identification is essential for network element to make local decisions on forwarding policies, QoS mechanism and etc.  The performance requirements of a network slice instance can therefore been met by making the correct decision. Meanwhile, it is also important for OAM so that configuration and provisioning can be delicately performed to particular network slice instances by their identifications.

For flow identification, many existing technologies provide mature solutions. These approaches could be re-used in network slicing by adding an additional layer of mapping to a network slice instance ID. The network slice instance ID further maps to a group of performance requirements and OAM profiles, based on which the network elements within the slice can make local decisions.

## Related work in IETF

[TBD-Liang]

# Network Slicing-Domain Abstraction

## Traditional Network Abstraction Technolgoies

It is important for a network slice to be isolated from other slices and is traditionally achieved through network abstraction technologies such as virtual private networks (VPN [RFC4364]) and other overlays (VLANs, NVO3 [NVO3-WG]). VPNs essentially are private networks of enterprises by connecting remote sites. It is only the partial goal of network slice domain that determines reachability. There are two issues with VPNs:

* An end-to-end VPN tunnel competes with other traffic in the network and end-to-end network resource policies cannot be guaranteed.
* The reachability and resource reservation protocols are not tightly integrated and often solutions require centralized PCE-P like methods.

Network slices partition the infrastructure across multiple domains. Many slicing scenarios are at the scale of public internet such as V2X, mMTC, mission critical services etc. They may also share databases from provider or other slices (e.g. subscriber information).

In regards to VPN or network virtualization following gaps are identified,

* The resources allocated to a slice shall not compete with other traffic, yet have the elasticity scale on-demand.
* New service verticals in IoT or mMTC arena are sensitive to data plane or bits on wire overheads. Therefore, encapsulation in the form of labels, VLANs,VxLANs shall be optional in data path (In VPNs etc., some form of tagging is always carried).

## Decouping of Control Planes

One of the attributes of abstraction is decoupling of hardware from software for higher flexibility and support for multiple functionalities. In the context of slices the functionality may need to run different control plane protocols than in other slices. As an example, it may be just a layer 3 topology and corresponding routing resource descriptions while another slice, may be an entirely non-IP control plane. The notion of abstraction in slicing shall allow both

* Decoupling of control plane of physical network and a sliced network.
* Between two slice network instances.

Although, care must be taken in the handling of this requirement as excessive control packet processing will lead to a network node's performance degradation and it may need to speak/enable multiple control protocols.

## Abstraction of Network in Network

To compose a slice across multiple domains, the details of network topology of that domain shall not be exposed at the network slice level. A network slice is an inter-connect of these domains. Further inter-play of multiple technologies shall be considered and a common representation for a slice across these domains is required. To explain by example, what this means is that a segment in a network domain can be

* A cloud deployed, NFV enabled, chain of network functions in a virtualized 5G core.
* A segment routing [I-D.ietf-spring-segment-routing] based IGP network transport/aggregation or slice-specific application functions.
* A PCE [RFC4655] monitored TE-tunnel with ingress and egress points.
* Optical, carrier Ethernet or cellular networks.

A slice instance will be a combination of some of the above technologies. It creates a compelling need for a common resource centric interface across these domains over which resources can be negotiated/allocated for end-to-end slice realization.

The network slice operator shall be able to build/visualize own forwarding graph or service chain among these segments. Inside in its network each segment assures resource association with the slice.

It is even more efficient to not expose those details to slice orchestrator in order to minimize fine-grained centralized repositories for a large scale multi-domain network.

This gap/requirement is tied to resource specification, as well as cross-domain negotiation. Each domain, processes/negotiates the resource spec with respect to a slice, coordinates with the orchestrator and returns an abstract managed object to be used by slice operator.

## Forwarding/Data-plane Abstraction

A network slice data plane, may or may not follow traditional data plane tagging/labeling. However, each network element (router/ switch) still to classify an incoming packet and associated with the slice instance for proper treatment. The corresponding forwarding rules shall not have to be programmed at per flow level as this could have adverse impact on scale of the forwarding entries in the routers. NS resource specification shall provide a uniform mapping for a vast set of virtual/logical network entry points from radio, optical, wireless and fixed networks such as ports, interfaces, labels, IP address, MAC address, wavelength lambda etc. In addition distribution of these mappings may require a southbound interface.

## Notion of QoS in Network Slices

This sub-section It is not necessary a gap in QoS abstraction, but indicates that QoS abstraction is not required in network slicing. End-to-end resource awareness is a key differentiating aspect of network slicing. In traditional networks differentiated services, QoS markings, IP precedence or FEC are used to label a group or provide preferential packet treatment. It is expected that a slice has already been engineered for the service with pre-allocation of network resources. Therefore, it can be argued that these parameters have no meaning. A packet or flow in the network slice need not be marked and does not belong to a class.

# OAM Operation with Customized Granularity

## Description

In accordance with [RFC6291], OAM is used to denote the following:

* Operations: refer to activities that are undertaken to keep the network and the services it deliver up and running. It includes monitoring the underlying resources and identifying problems.
* Administration: refer to activities to keep track of resources within the network and how they are used.
* Maintenance: refer to activities to facilitate repairs and upgrades. Maintenance also involves corrective and preventive measures to make the managed network run more effectively, e.g., adjusting configuration and parameters.

As per [RFC6291], netslices provisioning operations are not considered as part of OAM. Provisioning operations are discussed in other sections.

Maintaining automatically-provisioned slices within a network raises the following requirements:

* Ability to run OAM activities on a provider's customized granularity level. In other words, ability to run OAM activities at any level of granularity that a service provider see fit. In particular
  + An operator must be able to execute OAM tasks on a per slice basis.
  + These tasks can cover the "whole" slice within a domain or a portion of that slice (for troubleshooting purposes, for example).
  + For example, OAM tasks can consist in tracing resources that are bound to a given slice, tracing resources that are invoked when forwarding a given flow bound to a given network slice, assessing whether flow isolation characteristics are in conformance with the NS Resource Specification, or assessing the compliance of the allocated slice resource against flow/ customer requirements.
  + An operator must be able to enable differentiated failure detect and repair features for a specific/subset of network slices. For example, a given slice may require fast detect and repair mechanisms (e.g., as a function of the nature of the traffic (pattern) forwarded through the NS), while others may not be engineered with such means.
  + When a given slice is shared among multiple services/customers an operator must be able to execute (per-slice) OAM tasks for a particular service or customer.
* Ability to automatically discover the underlying service functions and the slices they are involved in or they belong to.
* Ability to dynamically discover the set of netslices that are enabled within a network. Such dynamic discovery capability facilitates the detection of any mismatch between the view maintained by the control plane and the actual network configuration. When mismatches are detected, corrective actions must be undertaken accordingly.

## Related Work in IETF

### Overview of OAM tools

The reader may refer to [RFC7276] for an overview about available OAM tools. These technology-specific tools can be reused in the context of network slicing. Providers that deploy network slicing capabilities should be able to select whatever OAM technology-specific feature that would be address their needs. No gap that would legitimate specific requirements has been identified so far.

### Overlay OAM

[I-D.ooamdt-rtgwg-ooam-header]specifies a generic OAM header that can be used if overlay technologies are enabled. Obviously, this effort can be reused in the context of network slicing when overlay techniques are in use. Nevertheless, for slice designs that do not assume an overlay technology, OAM packets must be able to fly over the appropriate slice and for a given service/customer. This is possible by reusing some existing tools if and only if no specific fields are required (e.g., carry a slice identifier).

### Service Function Chaining

SFC WG [SFCWG] is chartered to define SFC-specific OAM. Extensions that will be specified by the SFC WG will be reused in the context of netslices. Nevertheless, the current charter of the WG does not imply work on the automated discovery of SF instances and their capabilities, nor the automatic discovery of control elements. An additional specification effort is therefore required in this area.

# Gap Summary

The following table is a summary of the gaps identified previously in this document.

+----------------+--------------------------------------------------+

| Requirements | Gaps |

+----------------+--------------------------------------------------+

| Network | 1) A detailed specification of NSRS, [RFC7297] |

| Slicing | can be used as a starting point; 2) A companion |

| Resource | YANG data model for NSRS |

| Specification | |

+----------------+--------------------------------------------------+

| Cross-Network | 3) Mechanisms for secure cross-network segment |

| Segment & | and cross-domain negotiation/inter-operation; 4) |

| Cross-Domain | Information model for network slicing related |

| Negotiation | message exchange |

+----------------+--------------------------------------------------+

| Guaranteed | 5) Mechanisms for on-demand and efficient |

| Slice | network slice instantiation and resource |

| Performance | association |

| and Isolation | |

+----------------+--------------------------------------------------+

| Slice | 6)TBD-Liang |

| Discovery and | |

| Identification | |

+----------------+--------------------------------------------------+

| Network | 7) Common representation mechanism for multi- |

| Slicing-Domain | domain acrossed network slices |

| Abstraction | |

+----------------+--------------------------------------------------+

| OAM Operation | 8) Mechanisms for dynamic discovery of service |

| with | with function instances and their capabilities; |

| Customized | 9) Mechanisms for dynamic discovery of |

| Granularity | instantiated network slices; 10) Mechanisms for |

| | customized network slices OAM when overlay |

| | techniques are not in use. |

+----------------+--------------------------------------------------+

Table 1: Gap Summary

# Security Considerations

This document analyzes the standardization work on network slicing in different WGs. As no solution proposed in this document, no security concern raised.

# IANA Considerations

There is no IANA action required by this document.

# Acknowledgements

[TBD]
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