***Tóm tắt***, Bài viết này mô tả thiết kế của một hệ thống Access Control System dựa trên hệ thống nhận diện khuôn mặt, xác thực vân tay, thẻ RFID được sử dụng và đã được thực nghiệm trong hệ thống kiểm soát ra vào ở khu đô thị thông minh tại thành phố Hải Phòng. Hệ thống kết hợp công nghệ RFID và ứng dụng trí tuệ nhân tạo AI để nhận diện sinh trắc học giúp kiểm soát an toàn ra vào. Khi đầu đọc RFID được cài đặt ở lối vào ký túc xá phát hiện một số, hệ thống sẽ chụp hình ảnh người dùng và quét cơ sở dữ liệu để tìm kết quả phù hợp. Nếu cả thẻ và hình ảnh đã chụp đều thuộc về người dùng đã đăng ký, quyền truy cập sẽ được cấp Nhờ hệ thống này, hệ thống kiểm soát ra vào tại khu đô thị sẽ kiểm soát được an toàn, hạn chế sự đột nhập của những người bên ngoài khu đô thị.

Từ khóa: Hệ thống kiểm soát truy cập, nhận diện sinh trắc học, trí tuệ nhân tạo, Internet kết nối vạn vật.

***Abstract***, This paper describes the design of an Access Control System based on facial recognition, fingerprint authentication, RFID card used and tested in the access control system in the smart urban area in Hai Phong city. The system combines RFID technology and AI artificial intelligence application to recognize biometrics to help control access safety. When the RFID reader installed at the entrance to the dormitory detects a number, the system captures the user image and scans the database to find matches. If both the card and the captured image belong to the registered user, access will be granted Thanks to this system, the access control system in the urban area will be safely controlled, limiting the entry of people outside the urban area.
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**1. Giới thiệu**

Hệ thống tự động nhận dạng (tiếng Anh: Automatic identification) và kiểm soát truy cập (tiếng Anh: Access control system) đã trở nên vô cùng phổ biến trong cả lĩnh vực nghiên cứu và ứng dụng, được áp dụng rộng rãi tại các hệ thống an ninh từ các tổ chức, doanh nghiệp cho đến hộ gia đình... Hệ thống này luôn được quan tâm bởi nó đã góp phần phát hiện giảm thiểu được các mối đe dọa an ninh của xã hội đang đối mặt như: trộm cắp lừa đảo, cướp, chiếm đoạt tài sản… Đặc biệt đối với tội phạm lừa đảo công nghệ cao thì hệ thống tự động nhận dạng và kiểm soát truy cập luôn luôn cần thiết. Hệ thống kiểm soát truy cập dựa trên hệ thống nhận diện khuôn mặt, vân tay, thẻ NFC tại khu đô thị mà nhóm tôi đã nghiên cứu, triển khai được cài đặt ở cổng ra vào của khu đô thị dân cư, chỉ cho phép những người đã đăng kí hệ thống được phép ra/vào khu đô thị. Hệ thống này cũng có thể cài đặt ở nhiều vị trí khác trong khu đô thị để theo dõi, giám sát an ninh cho từng căn hộ trong đô thị, ví dụ như tại các thang máy, hành lang, lối đi và cửa nhà của từng căn hộ của mỗi gia đình

Công nghệ tự động nhận dạng và kiểm soát truy cập luôn được coi là yếu tố trung tâm để giải quyết các vấn đề bảo mật của mỗi dữ liệu người dùng. Bởi lẽ với công nghệ này, khi được sử dụng trong các hệ thống thì chúng có thể ngăn người dùng trái phép truy cập vào tài nguyên mà không được cho phép. Đây là điểm đổi mới khi hệ thống yêu cầu quyền truy cập của người dùng nhưng vẫn đảm bảo danh tính, thông tin của người dùng.

Bài viết này thảo luận về thiết kế của một hệ thống kiểm soát truy cập và an ninh sử dụng hệ thống xác thực và kiểm soát truy cập hệ thống vào an ninh tại cổng của khu đô thị thông minh sử dụng công nghệ xác thực vân tay, thẻ NFC và nhận dạng khuôn mặt. Hệ thống gômg các mô-đun phần cứng sẽ giao tiếp với hệ thống máy tính thông qua các bộ điều khiển chính. Sau khi những thông tin mà các mô-đun gửi về được xử lý bởi máy chủ, các câu lệnh điều khiển cấp quyền truy cập

**2. Công nghệ sử dụng**

Hệ thống nhận dạng (NFC) là một công nghệ không dây được sử dụng để phát triển hệ thống kiểm soát truy cập này. Hệ thống bao gồm ba thành phần là transponder (thẻ), interrogator (đầu đọc) và máy tính chứa cơ sở dữ liệu. Có rất nhiều tài liệu đã công bố việc sử dụng công nghệ này để tự động hóa các quy trình khác nhau, từ lĩnh vực kinh tế, văn hóa, giáo dục... Hệ thống bảo mật kiểm soát truy cập dựa trên nhận dạng tần số vô tuyến (NFC) với công nghệ nhận dạng sinh trắc học giúp ngăn chặn truy cập trái phép vào môi trường được kiểm soát (cơ sở dữ liệu được bảo mật).Thẻ NFC chứa thông tin duy nhất của người dùng được quét bởi đầu đọc NFC và xác nhận khớp với thông tin được lưu trữ trong vi điều khiển, vi điều khiển được hướng dẫn bật/tắt động cơ thông qua trình điều khiển, hiển thị "ID người dùng và ID thẻ" trên màn hình và hiển thị "được truy cập”. Quá trình nhận dạng và xác thực hệ thống kiểm soát ra vào được thực hiện ở ba cấp, cụ thể là hệ thống người dùng, sẽ phân quyền quyết định và phân quyền quản lý. Tất cả các quá trình này giao tiếp với nhau thông qua thông tin cơ sở dữ liệu. Các thẻ hoạt động sử dụng pin để cấp nguồn cho mạch trên thẻ và truyền thông tin thẻ theo yêu cầu của người đọc.

Hệ thống sinh trắc học là những đặc điểm vật lý trên cơ thể riêng biệt của mỗi người, ví dụ như dấu vân tay. Một hệ thống có khả năng đạt được “Nhận dạng dấu vân tay của mỗi người một cách chủ động” hoàn toàn tự động, chính xác và đảm bảo sự tin cậy. Hệ thống có thể giảm thiểu những thiếu sót của các hệ thống tương tự hiện có và loại bỏ khả năng giả mạo. Các hệ thống này lưu trữ dấu vân tay cùng với dấu ngày/giờ cho mỗi người dùng. Dấu vân tay được lưu trữ động trong cơ sở dữ liệu để tính toán các số liệu thống kê khác nhau. Bài nghiên cứu đề xuất mô hình ứng dụng công nghệ nhận dạng vân tay vào hệ thống, nhằm đảm bảo hệ thống ra vào tại khu đô thị trở nên đáng tin cậy. Mô hình đề xuất cung cấp chức năng nhận dạng và ngăn chặn từ chối bằng cách áp dụng nhận dạng dấu vân tay. Hệ thống dựa trên công nghệ nhận dạng dấu vân tay được đề xuất cho phép người dùng loại bỏ sự bất tiện trong việc quản lý khóa riêng và cung cấp xác thực bảo mật phù hợp nhất cho mạng nội bộ vì không cần liên lạc bên ngoài. Đặc biệt, độ tin cậy của hệ thống có thể được nâng cao thông qua việc vô hiệu hóa việc ủy ​​quyền khóa riêng.

Hệ thống bảo mật sinh trắc học sử dụng công nghệ nhận dạng khuôn mặt này để nhận dạng cá nhân độc nhất trong lúc người dùng đăng nhập và sử dụng, cũng như để tăng cường cho hoạt động xác thực người dùng. Vì thế, công nghệ nhận dạng khuôn mặt đã trở thành một lĩnh vực nghiên cứu phát triển luôn được quan tâm. Nó đã trở thành một yếu tố trọng tâm để phát triển những hệ thống bảo mật hoặc kiểm soát truy cập, xác minh thẻ tín dụng hay nhận diện tội phạm... Nhận dạng khuôn mặt là hệ thống xác minh nhanh chóng và hiệu quả. Đây là công nghệ nhanh và tiện lợi hơn so với những công nghệ sinh trắc học khác như quét vân tay hoặc võng mạc. Số lượng điểm tiếp xúc trong nhận dạng khuôn mặt cũng ít hơn so với việc nhập mật khẩu hoặc PIN. Công nghệ này hỗ trợ xác thực nhiều yếu tố để xác minh bảo mật hiệu quả.

1. **Vận hành hệ thống**

Hệ thống kiểm soát an ninh và truy cập bao gồm hai giai đoạn: giai đoạn đăng ký và giai đoạn công nhận. Trong giai đoạn đăng ký, hình ảnh của người dùng được chụp trong khi cấp thẻ RFID. Những hình ảnh này sẽ chuyển tiếp nguồn cấp dữ liệu với thuật toán đào tạo lan truyền ngược và các trọng số hội tụ được lưu trữ tương ứng với một người dùng cụ thể. Giai đoạn nhận dạng đến khi người dùng sử dụng hệ thống. Tại thời điểm này, sau khi nhận được số người dùng RFID, hình ảnh của người dùng được chụp và chuyển đến hệ thống máy tính để nhận dạng. Nếu tìm thấy kết quả trùng khớp, quyền truy cập sẽ được cấp cho người dùng. Tính xác thực của người dùng được kiểm tra tại: lối ra vào cổng, lối ra vào thang máy. Các mô-đun vào và ra sử dụng RFID và nhận dạng khuôn mặt để nhận dạng trong khi mô-đun lộn xộn sử dụng RFID với mật khẩu để cấp quyền. Các mô-đun này giao tiếp với hệ thống máy tính thông qua bộ điều khiển chính. Bộ điều khiển chính truyền thông tin mô-đun đến hệ thống máy tính. Hệ thống máy tính sau khi xử lý các ngắt này sẽ đưa ra các lệnh cho các mô-đun thông qua bộ điều khiển chính.

1. **Thành phần sử dụng hệ thống**
2. *Bộ điều khiển giám ra/ vào ở cổng đô thị*

* Đối với ô tô:

Bộ điều khiển giám sát lối vào bao gồm: barrier gates, e&e radar, entrance video unit, e&e led screen, entrance control terminal tất cả được giao tiếp với vi điều khiển AT89C52.

* Đối với xe máy:

Bộ điều khiển giám sát lối vào bao gồm: swing barrier, trigger radar, entrance video unit, face terminal,tất cả được giao tiếp với vi điều khiển AT89C52.

1. *Bộ điều khiển giám sát ra/vào thang máy*

Hệ thống gồm bộ điều khiển chính là DS-K2210 sẽ giúp kiểm soát số tầng của tòa nhà với 20k thẻ và tận 50k sự kiện có thể lưu trữ, với các phương thức TCP/IP, RS485 uplink,.. để kết nối tới bộ đầu lọc thẻ và thêm bộ điều khiển phân phối DS-K2M0016A với 16 output có thể hỗ trợ và RS485 để có thể tận dụng bộ phân phối này cho các nút bấm khác.

1. **Kết luận và công việc tương lai**

Trong bài báo này, thiết kế của một hệ thống kiểm soát ra vào đã được trình bày. Hệ thống này sử dụng nhận dạng tần số vô tuyến kết hợp với công nghệ sinh trắc học để phân biệt giữa người dùng hợp lệ và không hợp lệ. Nhiệm vụ của hệ thống là kiểm soát truy cập và bảo mật giúp nâng cao bảo mật, tiết kiệm và giảm sự phụ thuộc nhân lực.

Trong tương lai, hệ thống có thể tiếp tục được cải tiến và phát triển thành giải pháp trọn gói, bao gồm tích hợp các chức năng như tìm kiếm vị trí trống trong bãi đỗ xe, xác định vị trí di chuyển của cư dân trong tòa nhà và tự động khai báo thường/tạm trú với hệ thống quản lý dân cư quốc gia.