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## Abstract

Software-Defined Vehicles (SDVs) represent a transformative shift in the automotive industry, where key vehicle functionalities are governed by software, enabling advanced features such as remote diagnostics, vehicle-to-vehicle (V2V) communication, and over-the-air updates. These capabilities position SDVs as ideal platforms for autonomous driving technologies and advanced driver assistance systems (ADAS). However, the reliance on software and connectivity introduces significant cybersecurity challenges, particularly in the Controller Area Network (CAN), a critical in-vehicle communication protocol. CAN attacks, such as Denial of Service (DoS), Flooding, and Fuzzy attacks, pose severe threats by disrupting communication, impairing functionality, and compromising passenger safety.

This project proposes a novel framework to detect and mitigate CAN-based cyberattacks in SDVs by integrating advanced AI techniques. A **hybrid model** combining a CAN Transformer and a Convolutional Neural Network (CNN) is utilized for feature extraction and anomaly detection. The extracted features are fused and fed into a Multi-Layer Perceptron (MLP) classifier, which generates anomaly scores and classifies the type of CAN attack. The hybrid model leverages the CAN Transformer’s attention mechanisms to model sequential dependencies in CAN traffic while utilizing CNNs to extract spatial patterns from message data. The model is trained and validated using the OTIDS CAN dataset, ensuring its robustness in detecting complex attack patterns across real-world scenarios.

Once an anomaly is detected, the **Proximal Policy Optimization (PPO)** algorithm is employed for intrusion prevention. The PPO agent dynamically decides the optimal preventive actions to ensure vehicle safety and operational continuity. Preventive measures include dropping malicious CAN packets, reconfiguring communication priorities, and activating failsafe mechanisms such as transitioning to a degraded operational state or safely halting the vehicle. The PPO agent is trained in a simulation environment to handle various attack scenarios, optimizing its responses through reinforcement learning.

The proposed framework is evaluated on key metrics such as detection accuracy, precision, recall, and response latency to ensure real-time performance. By combining the hybrid model’s ability to detect anomalies with the PPO agent’s capacity for intelligent prevention, this project provides a scalable and adaptive solution to address the critical challenge of CAN cyberattacks in SDVs. The framework enhances the cybersecurity of in-vehicle networks, contributing to the safe and reliable operation of next-generation automotive systems.
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The following pages give basic guidelines regarding the Project Work requirement and the outline (abstract) preparation.

**Guidelines for Project Work outline (abstract) document preparation**

The student should prepare a detailed **outline** of the Project Work in consultation with his/her Supervisor. Current literature (journals, books etc.) may be reviewed to support your work.

**Project Work Title**

Title should reflect the work that is to be carried out and should not be a very general in nature.

**Discussion on the chosen topic**

This section should include:

1. The purpose of the work and expected outcome of the work

2. Literature review done in connection with the work, if applicable

3. Brief discussion on the existing process and its limitations

4. Justification for selecting a particular methodology for completing the tasks

5. Brief discussion on the Project Work methodology

6. Benefits derivable from the work

7. Any other details in support of the work

**Detailed plan of work**

In this section you are required to break down the Project Work into identifiable activities and give duration for each of these sub tasks, thus justifying for 16 weeks of work.

**Format for the outline (abstract) document to be submitted is presented in the following pages that has to be strictly followed.**

**Please note that: Outline document has to be uploaded on the viva portal.**

1. **Broad Area of Work**

The research focuses on enhancing cybersecurity in Software-Defined Vehicles (SDVs) by addressing vulnerabilities in the Controller Area Network (CAN), a critical in-vehicle communication protocol. With the increasing reliance on software for vehicle functionality, including autonomous driving and advanced driver assistance systems (ADAS), CAN networks face heightened risks from cyberattacks such as Denial of Service (DoS) and spoofing. The work integrates advanced artificial intelligence techniques, such as hybrid deep learning models and reinforcement learning algorithms, to detect and mitigate these attacks. This multidisciplinary approach combines cybersecurity, machine learning, and vehicular technology to ensure safe and reliable operation in next-generation automotive systems.

1. **Objectives**

The objectives of my project are as follows:

 **Enhance Cybersecurity in SDVs**: Develop a robust framework to detect and mitigate cyberattacks on the Controller Area Network (CAN) in Software-Defined Vehicles (SDVs).

 **Anomaly Detection**: Design a hybrid deep learning model combining CAN Transformer and Convolutional Neural Networks (CNNs) to detect anomalies and classify attack types based on sequential and spatial patterns in CAN traffic.

 **Intrusion Prevention**: Utilize Proximal Policy Optimization (PPO), a reinforcement learning algorithm, to dynamically determine and execute optimal preventive measures against CAN cyberattacks.

 **Simulation and Validation**: Create a simulated environment to train and evaluate the framework using real-world CAN datasets like OTIDS, ensuring high accuracy, precision, and real-time response.

 **Scalability and Adaptability**: Ensure the proposed framework is scalable and adaptive to various cyberattack scenarios, enhancing the safety and reliability of next-generation vehicular systems.

# 3. **Scope of Work**

Scope of this dissertation is to design and develop –

This research focuses on developing a cybersecurity framework to detect and mitigate CAN-based cyberattacks in Software-Defined Vehicles (SDVs). The framework integrates a hybrid deep learning model, combining a CAN Transformer for temporal analysis and Convolutional Neural Networks (CNNs) for spatial pattern recognition, to detect anomalies and classify attack types. Proximal Policy Optimization (PPO) is employed to dynamically decide and implement preventive actions against identified threats. The framework is trained and validated using the OTIDS CAN dataset and tested in simulated attack scenarios. Emphasis is placed on real-time performance, scalability, and adaptability to ensure robust protection for next-generation vehicular systems.

**4. Detailed Plan of Work (Sample)** (for 16 weeks)

The plan of work should have tangible weekly or fortnightly milestones and deliverables, which can be measured to assess the adherence to the plan and therefore the rate of progress in the work. The plan of work can be specified in the table given below:

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |
|  |  |  |  |  |

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Serial Number of Task/Phases** | **Tasks or subtasks to be done (be precise and specific)** | **Start Date-End Date** | **Planned duration in weeks** | **Specific Deliverable in terms of the project** |
| 1. | Literature Review: Study existing CAN attack detection frameworks, hybrid deep learning models, and RL algorithms | Week 1 - Week 2 | 2 weeks | Comprehensive literature review report |
| 2. | Dataset Preprocessing: Analyze OTIDS dataset, clean data, normalize fields, and prepare sequences for training | Week 3 | 1 week | Preprocessed dataset ready for model training |
| 3. | CAN Transformer Design: Implement CAN Transformer architecture for sequential dependency modeling | Week 4 - Week 5 | 2 weeks | CAN Transformer model implementation and initial testing |
| 4. | CNN Model Design: Implement CNN architecture for extracting spatial features from CAN data | Week 6 | 1 week | CNN model implementation and initial testing |
| 5. | Hybrid Model Integration: Fuse CAN Transformer and CNN outputs into an MLP classifier for anomaly detection | Week 7 - Week 8 | 2 weeks | Integrated hybrid anomaly detection model |
| 6. | Hybrid Model Training and Validation: Train and validate the hybrid model using OTIDS dataset | Week 9 - Week 10 | 2 weeks | Trained hybrid model with evaluation metrics (accuracy, precision, recall, F1-score) |
| 7. | PPO Algorithm Design: Implement PPO agent for intrusion prevention | Week 11 | 1 week | PPO algorithm implementation |
| 8. | Simulation Environment Setup: Develop simulation environment with various CAN attack scenarios (DoS, flooding, spoofing) | Week 12 | 1 week | Simulated environment for testing and training PPO agent |
| 9. | PPO Training: Train the PPO agent in simulated attack scenarios | Week 13 - Week 14 | 2 weeks | Trained PPO agent with optimal preventive strategies |
| 10. | End-to-End Framework Integration: Combine hybrid detection model and PPO agent into a complete pipeline | Week 15 | 1 week | Integrated end-to-end cybersecurity framework |
| 11. | Final Evaluation and Refinement: Test the framework, refine hyperparameters, and optimize for real-time performance | Week 16 | 1 week | Finalized and optimized framework with performance metrics |
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