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# Synthèse

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **Avis** | | | | | |
| L'audit de sécurité a révélé ... | | | | | |
| **AVIS RSSI** | | | | | |
|  | | | | | |
| **Vulnérabilités présentes** | | | | | |
| **Bloquant** | **Critique** | | **Majeur** | | **Mineur** |
| **{{ synthese.nb\_vuln\_bloquant }}** | **{{ synthese.nb\_vuln\_critique }}** | | **{{ synthese.nb\_vuln\_majeur }}** | | **{{ synthese.nb\_vuln\_mineur }}** |
| **Recommandations émises** | | | | | |
| **Haute** | | **Moyenne** | | **Faible** | |
| **{{ synthese.nb\_reco\_haute }}** | | **{{ synthese.nb\_reco\_moyenne }}** | | **{{ synthese.nb\_reco\_faible }}** | |

## Liste des vulnérabilités

{% for vulns in vulnss %}

|  |  |  |
| --- | --- | --- |
| **Identifiant** | **Description courte** | **Risque** |
| {%tr for vuln in vulns %} | | |
| **{{vuln.vulnerability\_code}}{{ vuln.output.module\_result.numvulnid }}** | {{ vuln.output.module\_result.titlevuln }} | **{% cellbg vuln.vuln\_bg %}{{vuln.vuln\_status}}** |
| {%tr endfor %} | | |

{% endfor %}

## Liste des recommandations

{% for vulns in vulnss %}

|  |  |  |
| --- | --- | --- |
| **Identifiant** | **Description courte** | **Importance** |
| {%tr for vuln in vulns %} | | |
| **RECO\_0{{ vuln.output.module\_result.numvulnid }}** | {{vuln.output.module\_result.titlereco}} | **{% cellbg vuln.reco\_bg %}{{vuln.reco\_status}}** |
| {%tr endfor %} | | |

{% endfor %}

## Liste des paquets vulnérables

Un total de {{ synthese.nb\_total\_package }} paquets a été découvert dont

* {{ synthese.nb\_vuln\_bloquant }} paquets bloquants
* {{ synthese.nb\_vuln\_critique }} paquets critiques
* {{ synthese.nb\_vuln\_majeur }} paquets majeurs
* {{ synthese.nb\_vuln\_mineur }} paquets mineurs

## Liste des CVEs présentes

Voici la synthèse des CVEs découvertes dans les paquets de l’application.

# Vulnérabilités et recommandations associées

{% for vulns in vulnss %}

{% for vuln in vulns %}

## {{vuln.output.module\_result.titlevuln}}

{{vuln.output.module\_result.description}}

Résultat du test :

{{vuln.output.module\_result.result}}

|  |  |  |
| --- | --- | --- |
| **{{vuln.vulnerability\_code}}{{ vuln.output.module\_result.numvulnid }}** | **{{vuln.output.module\_result.titlevuln}}** | **{% cellbg vuln.vuln\_bg %}{{vuln.vuln\_status}}** |
| **Description** | {{vuln.output.module\_result.description}} | |
| **Référence** | {{vuln.output.module\_result.reference}} | |
| **Impact** | {{vuln.output.module\_result.impact}} | |
| **Difficulté** | {{vuln.output.module\_result.difficult}} | |
| **CVSS (facultatif)** | {{vuln.output.module\_result.cvsslink}} | |

|  |  |  |
| --- | --- | --- |
| **RECO\_0{{ vuln.output.module\_result.numvulnid }}** | **{{vuln.output.module\_result.titlereco}}** | **{% cellbg vuln.reco\_bg %}{{vuln.reco\_status}}** |
| **Vulnérabilité(s)** | {{vuln.vulnerability\_code}}{{ vuln.output.module\_result.numvulnid }} | |
| **Description** | {{vuln.output.module\_result.descriptionreco}} | |
| **Responsable** | {{vuln.output.module\_result.responsable}} | |

{% endfor %}

{% endfor %}