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1. 英文题目

User Identity Authentication System Based on Smartphone Camera

1. 选题依据

近年来，移动物联网设备（如智能手机、智能手表、平板电脑等等）日益普及，逐步融入到我们的日常生活中，发挥着越来越重要的作用。伴随着智能手机的普及以及互联网的迅速发展，移动支付、休闲、娱乐、学习、医疗等社会功能逐步数字化与智能化，智能手机成为实现这些功能不可或缺的设备，因此智能手机上存储了大量的隐私信息，这些信息的泄露会给用户造成巨大的损失。

为了防止未经授权使用，移动互联网设备都会提供各种各样的用户验证方案，例如指纹识别、面容识别、密码验证、图形解锁[1,2,3]等方式，然而这些方法各有利弊。以密码验证和图形解锁为例，这些验证方式依赖于用户对密码和图形的记忆，但无法提取生物特征，因此也不需要像指纹解锁那样专门的生物特征传感器，可以低成本实现，但是可以通过密码测试、密码盗窃、肩膀冲浪[4]、屏幕污迹等方式盗取验证密码来伪造用户验证；其他的验证方式，要么需要额外的生物特征传感器（如指纹解锁），要么利用虹膜图像或面容特征来实现对用户生物特征的提取，但同样可能会遭受伪造生物特征验证的攻击[5]。

高端的智能手机往往配备特殊的生物特征传感器，因此可以通过识别用户的生物特征来实现用户验证，然而，一些低成本智能手机并不具备该硬件基础。考虑到摄像头是大多数智能手机都具备的传感器，根据人的手指按压摄像头的图像来提取人的心脏特征，可以实现对中高低端手机通用的基于生物特征的身份认证。在心血管动力学中，主动脉瓣打开到心脏脉搏到达远心端之间的时间称为脉搏传输时间（PTT），可以通过对PTT的测量间接估计相对血压变化。此前，已经有实验通过手指按压的光体积图来进行血压监视，研究员利用手机加速计在近心端测量主动脉瓣打开时间，同时利用摄像头在远心端（手指）的光体积图来测量心脏脉搏到达时间，通过测量得到的两个时间之差计算PTT进而估计相对血压变化 [6]。该实验说明通过手指按压摄像头的光体积图可以获取人的心脏信号，可以正确描述人的心率、脉搏、血压的变化，并证明了智能手机摄像头捕捉心脏信号的正确性和可行性。除此之外，还有实验表明在大量人群中个体的心脏特征是固有的、独特的[7,8,9]，说明了心脏特征提取的可能性。但人的心脏信号会受到手指按压位置、人的心理情绪、周围环境、摄像头使用的光学场景不同而受到不同影响，需要通过对提取信息标准化来实现。此外，手指按压的光体积图除了能提取心脏信号外，还能提取用户的皮肤特征，为用户的身份验证提供了额外的生物特征。有实验表明，手指按压的光强度变化在不同的颜色通道中，表现出不同的心脏运动模式，具有独特的心脏特征 [10]。由于皮肤特征导致的对不同光线的吸收率不同，导致在不同颜色通道的光强度图中，表现出的用户心脏运动模式的不同为用户特征的独特性提取提供了更为可靠的支持。因此，基于智能手机摄像头的用户身份认证具有实现的可行性和广泛的市场用途。

1. 研究目标和内容
2. 研究内容

用户身份认证是保障移动设备(如智能手机、平板电脑)安全的关键环节。本课题旨在探索一种低成本且难以伪造的用户身份认证系统，该系统利用智能手机的内置摄像头获取用户指尖按压摄像头的视频帧，并提取用户独特的心脏生物特征进行认证。该系统在智能手机上进行实现，并通过在真实环境中的实验，测试系统验证合法用户、拒绝非法用户的准确性。

1. 研究目标

1、 了解图像处理相关应用领域背景知识，了解国内外行业标准、规范和技术发展趋势，理解其对环境以及社会可持续发展的影响，理解相关行业的政策和法律法规；

2、 在指导教师指导下阅读国内外文献和自学相关知识，对用户认证解决方案进行研究和分析。调研常用的几种认证方式及它们的优缺点，如用户自定义的PIN码或图形密码、指纹识别、声纹识别、面容识别等。

3、 学习人体内血流变化的个体差异，掌握动态像素选取，特征提取以及主成分分析的应用方法，搭建基于欧氏距离的用户验证模型；在安卓手机上实现该认证系统，并通过实验验证该系统的性能；

4、 完成毕业设计（论文）外文翻译，锻炼跨文化交流的语言和书面表达能力，能就工程专业问题，在跨文化背景下进行基本沟通和交流；

1. 完成毕业设计论文并提交软件及相关文档；
2. 研究方案
3. 学习了解心血管系统动力学，了解心脏心肌交替收缩将血液泵入血管的周期性运动模式和心动周期中各个阶段变化特征。根据心脏运动规律分析心脏各个运动阶段在光学图像上的特征表现，从心脏运动各个阶段的特点设计用户生物特征的提取。
4. 捕捉心脏运动，利用智能手机摄像头测量指尖光变化，根据提取的光变化影像的分析来确定心动监测周期，并通过三个颜色通道（红绿蓝）多个维度来设计系统对用户的生物特征提取，根据光变化影像的特征提取效果动态改变提取光学图像时智能手机手电筒的工作情况。
5. 对于环境照明条件、手指按压位置、人的生理运动和心理变化等各种因素对系统应用的影响，需要系统设计对于不同影响进行抑制或者消除的变换算法，使系统能有效应对环境和用户生理心理变化并有效提取和验证用户的生物特征，增强系统的健壮性。
6. 通过不同颜色通道和心动周期的变化组合，提取用户的心脏特征，生成用户特征验证模型。系统实现时，在提取用户心脏特征后并将数据进行标准化和校准后与用户验证模型进行比对，验证成功赋予权限，验证失败则拒绝访问。
7. 模拟其他用户指尖按压摄像头来获取手机权限的攻击场景，让其他用户使用自己生物特征访问手机的情况，包括改变手指按压位置，调整光线环境，改变生理状态来获取手机访问权限，设计系统进行判别并拒绝访问，提高系统的安全性。
8. 对于不同的攻击情况进行系统优化和特征提取参数调整，优化系统。并且对于不同性能的手机，特征提取时进行像素和帧率的调整，以适应不同性能的手机，使系统具有普适性，对于中高低端手机在不太损害系统性能和用户安全性的情况下具有较好的适应性。
9. 与PIN码或图形密码、指纹识别、声纹识别、面容识别等其他方法进行对比，对系统性能进行验证和评估。
10. 研究计划及进度安排

|  |  |
| --- | --- |
| 第1-2周 | 查阅相关设计手册，收集论文所需资料 |
| 第3-4周 | 确定系统设计方案，并对设计方案进行论证和选择 |
| 第5-8周 | 设计图像数据采集、心脏生物特征提取和用户验证等关键算法 |
| 第8-14周 | 实现安卓手机上的用户认证系统并完成实验 |
| 第14-15周 | 完成毕业论文，提交软件及相关文档 |
| 第1-15周 | 完成本科生毕业设计（论文）外文翻译 |
| 第1-15周 | 完成本科生毕业设计（论文）答辩 |

1. 创新点及预期研究成果

对比传统的密码验证、图形解锁等验证方法，基于智能手机摄像头的用户身份验方法能够提取用户独特的生物特征，难以被肩膀冲浪、密码盗取、屏幕污迹等方法攻击，安全性更强。对比指纹识别、面容识别等用户身份验证方法，利用心脏特征进行用户身份认证的方法不易于进行生物特征伪造，不依赖特定的生物特征传感器，成本低。而且、、此外，对于不同价位的手机，本方法实现简单，通用性强，可以通过调整帧率和算法调整进行适配。

研究希望在安卓系统的智能手机上实现在手指按压后能提取用户的心脏生物特征并进行验证，实现低成本的、安全性强的用户身份验证，对于不同的环境和用户生理及心理情况能有效提取用户生物特征，在确保用户验证有较高的准确率和保障智能手机安全性的前提下，让系统具有较高的通用性，在低端设备也能实现用户通过生物特征进行的安全的身份验证。
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