2ª Lista de Exercícios – 2016.2

1. Acesse o browser Chrome, digite a tecla F12, abra a aba “Network”. Na barra de endereços acesse <http://thepaintdrop.com/>. Responda as questões abaixo
   1. Após o site ser carregado, clique na primeira requisição que se vê listada na aba “Network”. Clique em “Headers”. Qual método foi usado (GET, PUT, POST, DELETE)? Qual foi a resposta do servidor e por que?
   2. Clique agora no segundo item da lista. Qual o código de resposta que foi retornado pelo servidor?
   3. Algum cookie foi enviado na resposta?
   4. Qual a tecnologia usada pelo servidor (Apache, Weblogic, ASP.NET)? Qual cabeçalho permite saber essa resposta?
   5. Clique na aba “Response” e indique qual o conteúdo foi entregue (página html, imagem, script, css)?
   6. Por que abaixo da página html na lista, há outras requisições (scripts css, imagens, etc)?
   7. Clique no botão “clear” para limpar a lista. No website, digite qualquer coisa no campo de busca e aperte ‘enter’ para buscar. Na aba “Network” selecione o primeiro item da lista. Qual método foi usado? Por que dessa vez não é GET?
   8. Observer o “Request header” e responda: qual o tipo do conteúdo enviado na requisição e qual o seu tamanho em bytes?
   9. Qual foi o status da resposta? Para onde o browser será redirecionado?
   10. Selecione o segundo item da lista. Qual a tecnologia usada pelo servidor? Compare o “Remote address” com o da requisição anterior. São o mesmo servidor? Por que o administrador da rede faria isto?