QUESTIONARE

1. Is it safe to share personal information online

ఆన్ లైన్లో నా వ్యక్తిగత సమాచారం వెల్లడి చేయడం సరియైన దేనా?

1. How can I protect myself from cyber bullying?

సైబర్ వేధింపుల నుండి నన్ను నేను ఎట్లు రక్షించుకో గలను?

1. What should I do if I am a victim of online harassment?

ఆన్ లైన్ వేధింపుల కు గురైన పక్షంలో నేనేంచేయాలి?

1. How can I tell if someone online is who they claim to be?

ఆన్లైన్ లో ఎవరైనా నేను ఫలానా అని చెప్పినప్పుడు నేను ఎలా స్పందించాలి?

1. Is it okay to meet up with someone I met online?

ఆన్లైన్ లో పరిచయమైన వ్యక్తిని కలుసుకోవడం సరియైనదేనా?

1. How can I prevent strangers from seeing my social media profiles?

అపరిచిత వ్యక్తులు నా వ్యక్తి గత సోషల్ మీడియా ప్రొఫైల్ చూడకుండా నివారించడానికి నేనేం చేయాలి?

1. What should I do if I receive a rude or inappropriate message online

ఆన్లైన్ లో నాకు అసభ్య లేదా అసందర్భ సమాచారం వచ్చినప్పుడు నేనేం చేయాలి?

1. How can I report online harassment or bullying?

ఆన్లైన్ వేధింపులు మరియు అధిక్షేపణల గురించి నేనెట్లా ఫిర్యాదు చెయ్యాలి?

1. Is it safe to use public Wi-Fi for online activities?

పబ్లిక్ WI -FI ఉపయోగించి ఆన్లైన్ కార్యకలాపాలు చేయవచ్చునా?

1. How can I keep my online accounts secure from hackers?

హాకర్స్ బారినుండి నా ఆన్లైన్ అకౌంట్స్ ను ఏవిధంగా రక్షించు కోవాలి?

1. Is cyber bullying limited to social media platforms? No

సైబర్ వేధింపులు సామాజిక మాధ్యమాల వేదికల వరకే పరిమిత మౌతుందా?

1. Is responding with anger an appropriate way to handle a rude or inappropriate message online? No

ఆన్లైన్ లో వచ్చిన అసభ్య లేదా అసందర్భ సమాచారాలకు కోపంగా స్పందించడం సరైన దేనా?

1. Is online harassment not a serious issue and should be ignored? No

ఆన్లైన్ వేధింపులు అంత తీవ్రమైనవిగా పరిగణలోకి తీసుకోకుండా తేలికగా విడిచిపెట్టే అంశాలా?

1. Should you always trust people you met online and meet them in person? No

ఆన్లైన్లో పరిచయమైన వ్యక్తులను ఎల్లప్పుడూ నమ్మవచ్చునా? వారిని వ్యక్తి గతంగా కలవవచ్చునా?

1. Should you share your location online? No

నీవు ఉండే ప్రదేశం వివరాలను ఇతరులతో ఆన్లైన్ లో పoచుకోవచ్చునా?

1. Is it always easy to tell if someone is lying or pretending to be someone else online? No

ఆన్లైన్ లో ఎవరైనా అబద్ధం చెబుతున్నారని లేదా వేరే ఇతరులుగా నమ్మించ డానికి పయిత్నిస్తున్నారనీ చెప్పడం సులభంగా సాధ్య మయే

పనేనా?

1. If you are a victim of online harassment, is it best to keep it to yourself and not report it? No

నీవు ఎప్పుడైనా ఆన్లైన్ వేధింపులకు గురైనప్పుడు ఆ విషయంపై ఫిర్యాదు చేయకుండా నీలోనే గోప్యంగా ఉంచుకోవడం సరైనదేనా?

1. What is the primary purpose of mobile security?

చరవాణి భద్రత (mobile security ) యొక్క ప్రాథమిక ప్రయోజనం ఏమిటి?

A) To protect personal information on a mobile device

వ్యక్తిగత సమాచార గోప్యత

B) To improve battery life

బ్యాటరీ జీవితకాలం పెంపొందించుట

C) To increase processing speed

ప్రాసెసింగ్ ప్రక్రియ వేగవంతం చేయుట

D) To enhance the camera quality

కెమెరా నాణ్యత మెరుగు పరచుట

1. What is an example of a cybercrime?

సైబర్ నేరానికి  ఒక ఉదాహరణ

A) Stealing someone's identity online

ఇతరుల గుర్తింపు ఆధారమును (identity) ని ఆన్ లైన్ లో దొంగిలించుట

B) Shoplifting from a physical store

భౌతిక దుకాణ దొంగతనమునకు పాల్పడుట

C) Graffiti

గోడ రచన (graffiti)

D) Trespassing

చట్ట అతిక్రమణ

1. What is phishing?

ఫిషింగ్ (phishing) అనగా ఏమి?

A) A type of fish commonly found in rivers

సాధారణంగా నదులలో కనిపించే ఒక రకం చేప

B) A method of obtaining personal information through deception

మోసపూరితంగా వ్యక్తిగత సమాచారం పొందే విధానం

C) A type of malware that can steal personal information

వ్యక్తగత సమాచారాన్ని దొంగిలించే హానికరమైన ఒక కంప్యూటర్ ప్రక్రియ

D) A way to improve internet speed

అంతర్జాలం (internet ) వేగాన్ని పెంచే ఒక మార్గం

1. What is spyware?

స్పైవేర్ అంటే ఏమిటి?

A) Software that allows someone to secretly monitor your computer or mobile device

ఇతరులు నీ కంప్యూటర్ లేదా మొబైల్ ను రహస్యంగా వీక్షించే ఒక సాఫ్ట్ వేర్

B) A type of virus that can harm your device

నీ పరికరానికి (కంప్యూటర్ / మొబైల్ ) హాని కలిగించే ఒక రకమైన వైరస్

C) A tool used by the government to catch criminals

ప్రభుత్వం నేరస్తులను పట్టుకునేందుకు ఉపయోగించే ఒక సాధనం

D) A type of encryption used to protect personal information

వ్యక్తిగత సమాచారాన్ని గుప్తీకరణ (encryption) చేసే ఒక విధానం

1. Why is it important to use a browser that is up-to-date?

నవీనమైన /తాజా శోధన సాధనాన్ని ( browser) ను ఎందుకు ఉపయోగించాలి?

A) Because new updates may include security fixes

ఎందుకంటే నవీకరణలు (updates) భద్రత సమస్యలను పరిష్కరిస్తాయి

B) Because new updates may include new features

ఎందుకంటే కొత్త నవీకరణలు (updates) కొత్త సదుపాయాలు(features) కలిగి ఉంటాయి.

C) Because new updates may make the browser faster

ఎందుకంటే కొత్త అప్ డేట్స్ బ్రౌజింగ్ ను వేగవంతం చేస్తాయి.

D) Both A and B

A మరియు B రెండునూ

1. What is the purpose of two-factor authentication?

రెండు కారకాల ప్రమాణీకరణ (two -factor authentication) ప్రయోజనమేమి?

1. To add an extra layer of security to your online accounts

ఆన్లైన్ అక్కౌంట్స్ కు అదనపు భద్రత వలయం కలిగించుటకు

B) To make it easier to log in to your online accounts

ఆన్లైన్ అక్కౌంట్స్ లోకి సులభముగా లాగిన్ అగుటకు

C) To reduce the amount of spam email you receive

పనికిరాని ఇ -మైల్స్ సంఖ్య ను తగ్గించుటకు

D) To make online shopping more convenient

ఆన్ లైన్ షాపింగ్ ఎక్కువ సౌకర్య వంతము గా చేయుటకు

1. What is the difference between a virus and a worm?

వైరస్ (virus) మరియు worm (వోర్మ్) ల మధ్య వ్యత్యాసమేమి?

1. A virus attaches itself to a file, while a worm can replicate itself independently

వైరస్ అనునది ఫైల్ కి అనుబంధంగా ఉంటుంది. వోర్మ్ అనునది స్వతంత్రంగా వ్యవహరిస్తుంది.

1. A worm attaches itself to a file, while a virus can replicate itself independently

వోర్మ్ అనునది ఫైల్ కి అనుబంధంగా ఉంటుంది. వైరస్ అనునది స్వతంత్రంగా వ్యవహరిస్తుంది.

1. There is no difference; the terms are used interchangeably

వ్యత్యాసము లేదు. ఇవి రెండూ పరస్పర మార్పుతో ఉపయోగింప బడతాయి

1. A virus is a type of malware, while a worm is a type of spyware

వైరస్ ఒక రకమైన మాల్ వేర్ , వోర్మ్ అనునది ఒక రకం స్పై వేర్

1. What is a firewall?

ఫైర్ వాల్ అనగా ఏమి?

1. A barrier that prevents unauthorized access to a network

నెట్వర్క్ లోనికి అనధికార ప్రవేశమును నిరోధించే ఒక అవరోధము.

1. A tool that improves internet speed

ఇంటర్నెట్ వేగమును పెంచే ఒక సాధనము.

1. A type of encryption used to protect personal information

వ్యక్తిగత సమాచార పరి రక్షణకు వాడే ఒక గుప్తీకరణము.

D) A program that scans for and removes malware

మాల్ వేర్ ను అన్వేషించి, తొలగించే ఒక కార్యక్రమము.

1. How can you protect yourself from phishing scams?

ఫిషింగ్ అక్రమాలనుండి నిన్ను నీవు ఎట్లు రక్షించు కోగలవు ?

A) By not clicking on links in emails or text messages from unknown senders

అపరిచిత వ్యక్తులనుండి వచ్చు ఇ -మెయి ల్స్ లేదా టెక్స్ట్ మెసేజ్ ల లింకులను క్లిక్ చేయకుoడుట ద్వారా

B) By not using the internet

ఇంటర్నెట్ ఉపయోగించ కుండుట ద్వారా

C) By not using social media

సామాజిక మాధ్యమాలను ఉపయోగించ కుండుట ద్వారా

D) By using a strong password

బలమైన పాస్ వర్డ్ ఉపయోగించుట ద్వారా

1. What is a Trojan horse?

ట్రోజన్ హార్స్ అనగా ఏమి?

A) A type of malware that disguises itself as a legitimate program

చట్టబద్ధత ముసుగులో ఉన్న ఒక రకపు మాల్ వేర్

1. A method of obtaining personal information through deception

మోసపూరితంగా వ్యక్తిగత సమాచారం రాబట్టే ఒక విధానం

1. A type of fish commonly found in rivers

సాధారణంగా నదులలో కనిపించే ఒక రకం చేప

D) A way to improve internet speed

అంతర్జాలం (internet ) వేగాన్ని పెంచే ఒక మార్గం

1. What is the best way to protect your mobile device from malware?

నీ మొబైల్ ఫోన్ మాల్ వేర్ నుండి రక్షణకు ఉత్తమమైన మార్గం ఏది?

A) Downloading anti-virus software

యాంటీ వైరస్ సాఫ్ట్ వేర్ డౌన్లోడ్ చేసుకొనుట

B) Not connecting to public Wi-Fi

పబ్లిక్ Wi-Fi కి అనుసంధానము కాకుండుట

C) Not installing apps from untrusted sources

అవిశ్వసనీయ తావుల నుండి యాప్స్ ఇన్ స్టాల్ చేయకుండుట

D) All of the above

పై వన్నీ

1. How can you protect your online accounts from hackers?

నీ ఆన్ లైన్ అక్కౌంట్స్ ను హాకర్స్ బారినుండి ఎట్లు రక్షించు కొందువు ?

1. By using a strong and unique password

బలమైన మరియు ఏకైక పాస్ వర్డ్ ఉపయోగించుట ద్వారా

1. By not sharing your password with anyone

నీ పాస్ వర్డ్ ను పంచుకోకుండుట ద్వారా

C) By enabling two-factor authentication

రెండు- కారకాల ప్రమాణీకరణ అనుసరించుట ద్వారా

D) All of the above

పైవన్నీ

1. Which of the following is not a type of cyber crime?

క్రింది వానిలో ఏది సైబర్ నేరము కాదు?

1. Data theft

డేటా చౌర్యము

1. Forgery

నకిలీ సంతకము

1. Damage to data and systems

డేటా మరియు వ్యవస్థలను ధ్వంసం చేయుట

1. Installing antivirus for protection

భద్రతకోసం యాంటీ వైరస్ ఇన్ స్టాల్ చేయుట