无线传感器网络中的蠕虫传播节点检测模型

在第5章和第6章中，我们提出了静态和移动复制节点检测方案来检测和移除传感器网络中的静态和移动复制节点。然而，攻击者需要拥有与他想要使用的副本数量一样多的传感器节点，由于购买了许多传感器，导致了巨大的成本。为了通过复制节点攻击节省成本，攻击者可能试图通过捕获几个节点并让捕获的节点通过网络传播蠕虫病毒来大范围感染传感器节点。由于攻击者可以通过蠕虫病毒攻击整个传感器网络，因此蠕虫恶意节点非常危险，需要尽快被检测和移除。为了满足这一需求，我们提出了一种传感器网络中的蠕虫传播检测方案。该方案的核心思想是利用蠕虫传播节点的通信模式不同于正常节点的通信模式，结合SPRT序列化检测模型解决蠕虫传播检测问题。传感器网络中的蠕虫需要一长串数据包，依次逐跳传播到每个新感染的节点。因此，我们让检测器节点观察可能从它们的局部区域取样的通信模式；一条蠕虫一跳一跳地传播数据包，会迅速建立正常通信中看不到的连接链。

概述：

捕获大量节点并对其进行物理破坏需要时间和精力，并且可能会使攻击者面临被发现的风险，对于攻击者来说，更好的选择是仅仅捕获并破坏几个节点，并用自我传播的恶意软件(即蠕虫)感染这些节点。通过简单地将这些受感染的节点重新引入网络，蠕虫可以迅速传播并敢让大量传感器节点，让攻击者控制网络的大部分操作。

1. 蠕虫节点的快速检测方案，在采样数据越少越快（采样数据的期望）的情况下能够检测到恶意节点，可以感染传感器网络节点的危害降到最低。
2. 要保证蠕虫节点的一个高检测率，将网络中的蠕虫节点找到清除
3. 要保证检测算法的一个误报率较低的一个情况，不能将网络中的大量节点误判为恶意节点。

我们提出的方案的主要优点在于借助基于偏向采样的SPRT实现快速蠕虫传播检测。此外，它对任何类型的蠕虫都有效，因为它检测到蠕虫传播与数据包复制一致。因此，即使攻击者在传感器网络中创建并传播零日和多态蠕虫，我们提出的方案仍能检测这些蠕虫的传播，而基于签名的蠕虫检测方案将难以检测它们。

模型的假设条件：

在这一节中我们讨论蠕虫传播检测方案下网络结构和攻击者拥有的条件。

我们假设无线传感器网络是静态网络，其中传感器节点的位置在放置在网络域上后不会改变。我们还假设双向通信链路，通过该链路通信的传感器节点能够同时彼此监听。

我们假设攻击者将一组受危害的节点设置为蠕虫的发起者，并让它们在网络上传播蠕虫，从而在没有被检测到的情况下尽可能多地控制网络。由于流行病模型为估计不同时间点的预期感染率和受感染节点数提供了一种有效的方法，因此它被广泛用于互联网中的蠕虫传播建模，因此我们采用它来模拟传感器网

络中的蠕虫传播。具体来说，我们利用了简单流行病模型[2]的离散时间版本，假设蠕虫传播模型是流行病病毒传播模型：
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我们假设攻击者采用逐跳蠕虫传播策略，其中感染节点将蠕虫传播到其相邻的易感节点。攻击者可以利用这种策略，因为他可以通过逐跳节点联系来快速感染许多敏感节点。

我们假设需要多个数据包来将自传播蠕虫注入传感器微粒。这个假设是非常合理的，因为在当前的传感器网络体系结构中，最大数据包大小是28字节，因此很难生成适合如此小的单个数据包的功能蠕虫。一个使用1k字节内存的自传播蠕虫在哈佛架构的传感器微尘中被实现和测试。当worm以其最小尺寸传输时，传输worm所需的数据包数量从50个到100个不等。这意味着，在最新版本的传感器蠕虫技术中，至少有50个数据包用于将蠕虫注入传感器微粒。

我们还假设蠕虫不会通过任何广播协议传播，在该协议中，每个节点在接收到消息时都会重播消息。这个假设是合理的，因为蠕虫不是通过广播协议传播的恶意代码，而是自传播的恶意代码。

1. 蠕虫节点检测模型描述(数据包的重新传送次数作为判决的门限值)

蠕虫节点检测模型的核心思想在于：蠕虫节点的传播模式区别于正常的通信包传播模式。我们假设在一个典型的传感器网络中，网络节点之间不会频繁地发送一长串的分组包，因为这样做会耗费传感器节点的大量能量，导致网络不稳定。

为了减少节点的漏报率和 误报率，我们需要根据数据包重新传播的测量次数动态地建立阈值
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|  |
| --- |
| 算法1.包预处理单元算法(PPU) |
| 输入：接收到的数据包packet |
| If(packet.destation==u&&packet.source==u’s neighbor) |
| Then broadcast(SID,DID) to u’s neighbor 以的概率发送给邻居节点 |
|  |

每个蠕虫监测节点获取从邻居节点获取的“通信模式”，然后进行蠕虫病毒的监测。

软件证明技术和蠕虫传播的通信模式的SPRT检测方案相结合。

软件证明技术的关键思想是通过检查程序代码的完整性来检测程序代码中被破坏的部分。如果节点通过证明确定其邻居已经破坏了程序代码，它将不再与该邻居通信。

7.4 安全性分析（根据算法来分析）

\

1. 异常节点的检测率 Detection Accuracy
2. 蠕虫传播异常在给定的模型下所受的限制
3. 异常节点检测的误报率

7.6 仿真环境搭建，仿真实验

1000个传感器节点，1000\*1000的范围内，一组传感器节点分为50个，分为20组，每个组节点和邻居节点之间的通信距离半径为50米，传感器节点的分布满足高斯分布的随机位置：
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其中的![](data:image/x-wmf;base64,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)代表的是每一个组节点头的位置, ![](data:image/x-wmf;base64,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)代表的位置选取的方差。

我们在两种情况下评估我们的方案:良性和蠕虫。在良性情况下，节点只发送良性数据包。在蠕虫情况下，节点只发送蠕虫数据包。这种情况分离的主要原因是研究我们方案的精确蠕虫传播检测能力和误报率，而不会分别受到良性数据包和蠕虫数据包的影响。在良性情况下，我们假设良性流量是根据泊松分布生成的，因此良性数据包的到达间隔时间遵循具有速率参数λ的指数分布。每个传感器节点向**δ**个随机选择的目的地发送良性分组，使得它首先均匀随机地选择每个目的地的开始时隙，然后开始从选择的开始时隙向每个目的地发送分组。

![](data:image/x-wmf;base64,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)代表的是包传送的比例，![](data:image/x-wmf;base64,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)