**数据恢复技术**

**摘要**

“任何技术都倾向于创造一个新的人类环境” 。在当今信息社会, 信息成为重要的战略资源,信息化的水平已成为衡量一个国家现代化综合国力的重要标志。然而,人们享受信息网络所带来的巨大利益的同时,计算机犯罪也成为一个普遍的国际性问题,计算机犯罪的案例增多,使各国计算机系统面临很大威胁, 计算机数据安全也成为一个永恒的话题。数据恢复技术被广泛应用到计算机取证中。在利用计算机取证过程中, 扩大对证据的收集和使用的相关证据的特殊性, 以保证客观,合法, 需要取证者深入了解硬盘结构与存储原理,且有责任担当精神, 实事求是。
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**一** 、**计算机取证遵循原则**

计算机通过取证得到电子证据, 必须严格按照程序, 以扩大对证据的收集和使用的相关证据的特殊性。且需遵循以下原则:

**1、客观性** 首先要有认真严谨的科学态度。证据收集人员要能够娴熟运用技术,取证过程中,得到的数据要真实客观,确保证据不被破坏,而且要删除干扰信息和伪造数据。不仅要收集证明犯罪嫌疑人的有罪证据, 也必须保存可以证明犯罪嫌疑人没有罪的证据证明。

**2、关联性** 只有与案件有关的信息和数据, 才能在收集证据的范围之内, 必须确保证据的连续性, 使所有证据形成证据链。在证据提交到法院时, 必须证明证据是最初的原始状态。所有的整个检查、收集证据的一切过程中, 必须要严格实施标准化, 以确保所有证据向法院提交不能够发生改变, 并一定要制定非常严格的保管转移, 检验系统。

**3、合法性** 必须建立法律, 法规的意识, 计算机犯罪证据收集的主体, 一定要通过合法的手段和合法措施, 提取证据的收集, 整个取证过程中, 必须依法受到适当监督和依照法定程序。分析出的证据必须确任、可靠、充分, 能够确定案件的性质, 只有这样, 才能做到正确而且有针对性地打击违法犯罪行为, 而且依法保护公民的合法权利和利益。

**二**、**硬盘结构及存储原理**

**1、硬盘结构**

硬盘一般分成主引导扇区、操作系统引导扇区、文件分配表、目录区和数据区5部分,其中只有主引导扇区是唯一的, 其它随硬盘分区的数目增加而增加。

**(1).主引导扇区**  硬盘的第一个扇区为主引导扇区，位于整个硬盘的0磁头、0柱、1扇区，包括硬盘主引导记录MBR和分区表DPT。主引导记录的作用是检查分区表是否正确以及确定哪个分区为引导分区，并在程序结束时把该分区的启动程序（即操作系统引导扇区）调入内存加以执行。分区表以80H或00H为开始标志，以55AAH为结束标志，共64字节，位于本扇区最末端。

**(2).操作系统引导扇区**

操作系统引导扇区OBR，通常位于硬盘的0磁道1柱面1扇区, (对于以多重引导方式启动的系统则位于相应的主分区/扩展分区的第一个扇区），是操作系统可直接访问的第一个扇区，包括一个引导程序和一个被称为BPB的本分区参数记录表。

**(3).文件分配表** 文件分配表FAT用来记录文件所在位置的表格。若丢失文件分配表，硬盘上的数据则因无法定位而不能使用。常见文件系统有FAT16、FAT32、NTFS。

**(4).目录区** 目录区DIR 紧跟在第二个FAT表之后, 记录着每个文件/目录的起始单元、文件的属性等。定位文件时操作系统根据DIR的起始单元,结合FAT表就可以知道文件在磁盘中的具体位置及大小。

**(5).数据区** 存放文件的实际区域。数据区占据了硬盘的绝大部分空间，整个数据区被分成若干簇，簇的大小和数据区的大小以及FAT表项的数目有关。但若无以上的各个部分,存储在硬盘上仅为是一些无用的二进制代码。

**2．硬盘数据存储原理**

向硬盘中写人文件时，操作系统首先在DIR区存储文件的相关信息，然后在数据区的空白区域写入文件具体内容，并在FAT表项中记录文件占用数据区相关簇的信息，最后将文件在数据区的起始位置写入DIR区，完成文件的写入。 Windows系统中，对文件进行删除时，并没有对数据区实际存储的文件内容进行擦除操作，只是在DIR表中做了删除标记，即将目录区中该文件的第一个字符改为E5，在FAT中将文件占用各簇表项清0，表示删除。

**三、数据恢复技术**

数据恢复指通过技术手段，将保存在硬盘、存储磁带库、U盘、数码存储卡、等设备上丢失的电子数据进行抢救和恢复。数据恢复技术不仅用于计算机取证, 也是对日常计算机使用过程中误删数据的有效弥补和中病毒后的有效抢救措施。常见数据恢复: 硬件恢复、软件恢复、备份等,以下为软件恢复方法:

删除文件存储区域在数据重新写入之前，删除的文件依然会存在之前所在的“簇”中,直到新数据的写入,覆盖原有数据。以硬盘数据恢复工具EasyRecovery Pro为例,它能够恢复丢失的数据以及重建文件系统。EasyRecovery Pro不会向原始驱动器写入任何东西，它主要是在内存中重建文件分区表使数据能够安全地传输到其他驱动器中。可以从被病毒破坏或是已经格式化的硬盘中恢复数据。被破坏的硬盘中像丢失的引导记录、BIOS参数数据块；分区表；FAT 表；引导区都可以由它来进行恢复。并且能够对 ZIP 文件以及微软的 Office系列文档进行修复。

注意: 恢复数据前尽量不要对分区进行写入操作

**四**、**课程感悟与总结** **1.课程感悟**

由于计算机犯罪大多具有专业性, 瞬时性,广域性,时空分离性等特点,通常很难留下犯罪证据,导致利用计算机技术犯罪的案例时有发生,计算机犯罪与取证这门课程的开设于打击计算机犯罪而言显得尤为重要。除此之外,由于中学教育与大学教育之间存在的跨度,很多大一学生缺乏计算机相关基础知识,计算机犯罪与取证课程中实验多与基础知识有关,易于学生理解计算机系统及网络原理,为今后的学习打下基础。同时真正的技术需要不断的深入钻研, 计算机犯罪与取证本科阶段作为一门选修课更大的作用是的是扩展学生的视野,丰富学生专业知识(例如误删数据如何解决或检查计算机无法连接到网络原因),激发学生对计算机方面学习的热情, 同时提高学生对计算机犯罪的警惕性以及被侵害后的抢救能力, 也吸引更多学生从事于计算机犯罪与取证方向。

而作为新青年的大学生,学习的目的不仅仅在于获取知识,更应该将所学应用到对社会的建设当中去,一方面我们要知法、懂法、守法,维护法律,另一方面我们要有责任担当精神,尽己所能规范计算机网络世界,使其不为法外之地。

**2.课程总结**

通过一期的计算机犯罪与取证选修课程,一共进行了计算机数据恢复、网络嗅探取证及入侵检测、DDOS攻击原理、MD5哈希算法碰撞及其在司法领域的应用、Windows 日志文件取证分析、美亚柏科FM-2008取证大师取证实验六项实践实验, 不仅提高对计算机系统的认识, 也提高了实验动手能力。通过课程学习已经能够管理好自己的计算机存储以及分区操作,并且能够独立配置虚拟机进行网络嗅探等;进一步了解了网络传输原理,知道如何检查计算机是否安全;能够知道常见计算机故障并找到解决方法。

相较于理论性的课程而言, 计算机犯罪与取证课程理论与实践相结合, 使学生能够更加深刻理解和运用学到的知识, 同时期待这门课程能够有更多的教学时长和更多学生的喜爱。
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