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**ABSTRAKSI**

*Sebagai suatu jaringan publik, Internet rawan terhadap pencurian data. Peran dari steganografi disini yaitu sebagai suatu seni penyembunyian pesan ke dalam pesan lainnya yang dimanfaatkan untuk mengirim pesan melalui jaringan Internet dengan menggunakan media digital berupa file gambar tanpa diketahui oleh orang lain dengan menggunakan berbagai teknik steganografi.*

*Dalam penelitian ini penulis membandingkan penggunaan metode LSB (Least Significant Bit) dan EOF (End Of File) dalam melakukan steganografi pada citra digital karena agar dapat diketahui metode mana yang memiliki kemampuan yang lebih baik dalam melakukan proses steganografi. Penulis menggunakan Borland Delphi 7 untuk membuat rancang bangun interface serta aplikasi ini.*

*Dari penjelasan diatas maka dapat dijelaskan bahwa metode end of file lebih baik dalam melakukan proses steganografi karena metode end of file tidak memiliki perubahan warna dan tidak memiliki batas karakter pesan yang akan disisipkan walaupun metode end of file memiliki beberapa kekurangan yaitu file size yang berubah mengikuti besar file yang disisipkan serta cover file hanya dapat disisipi pesan satu kali saja jika dibandingkan dengan metode least significant bit yang memiliki batas jumlah karakter untuk disisipkan yaitu sesuai dengan jumlah pixel dan metode least significant bit juga memiliki perubahan intensitas warna.*
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