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#### **Introduction**

Ayla apps up to release/5.4.00 includes a webview UI for users to sign in to Ayla using Google oAuth. Google has deprecated oAuth requests from webviews, and requires apps to migrate to the recommended oAuth flows. This document describes how to migrate AMAP based apps to use Google Sign-in SDK for Google oAuth2.

#### **Using Google Sign-In**

Steps to add Google Sign-in to apps is described in <https://developers.google.com/identity/sign-in/android/start-integrating> . In addition to this, some Ayla app specific steps are given below.

1. Download the required prerequisites, and make the gradle build changes as described in the above link.

2. Generate a configuration file from <https://developers.google.com/mobile/add?platform=android> . Generating a config file requires the package name of your app, and a SHA-1 hash of your signing certificate. Each app is required to generate their own config file. Developers should create two configuration files - one with the release keystore, and the other with the debug keystore.

3. When a configuration file is generated for the first time in your Google account, Google automatically generates oAuth2 web client credentials for your apps. This can be found in <https://console.developers.google.com/apis/credentials> in section “OAuth 2.0 client IDs**“** under the Credentials page in Google Developer Console**.** Copy the client\_id from the browser application client in the Credentials page, and replace the *server\_client\_id* in strings.xml file of your AMAP based app with this value. Details on getting the web client id is given in the Google Developer Doc.

The same web application *client\_id* and *client\_secret* from the Credentials page has to be added in your OEM profile on Ayla Dashboard. Go to OEM Profile > oAuth Credentials and choose Google. Add the *client\_id* and *client\_secret*. Note that Ayla Dashboard users need <OEM>:: Staff role or higher to edit the OEM Profile.

4. Once the above steps are completed, apps can migrate to Google Sign-in SDK using *GoogleOAuthProvider* class in Android SDK.

Apps need to create an instance of *GoogleOAuthProvider* with the authCode received from Google on sign-in to the user’s Google account. This *GoogleOAuthProvider* instance has to be passed as parameter to A*ylaLoginManager.signIn()* for authenticating the user with Ayla User service.

Samples on how to use Google Sign-in is provided in *LoginActivity* in Aura, and *SignInActivity* in AMAP.