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The importance of network security and information security management cannot be overemphasized and going through the Network and Information Security Management module has given me more clarity on the different components that make this possible.

Over the weeks collaborating with my team members in Group 1, I had the opportunity to engage in extensive research on threats, vulnerabilities, risks, scanning tools, monitoring tools, security protocols and more importantly, the history and inception of these various security concepts.

Over the years, I acquired so much interest in the evolution of data and the intricacies that align with this occurrence and learning through the first lecture cast, I fully understand the sensitivity of the data transferred via different channels which gets eventually used across geographical zones in various industries and how this has given beyond doubt the need to ensure encryption and authentication.

The use of authentication headers, encapsulating security payload and public key infrastructures was very insightful coupled with its application to certificates generated from various applications to verified authorization to the right individuals.

Working as a network security engineer over the years, I have not had the visibility into the medical industry and the extent to which their processes are highly digitized. However, going through this module whilst collaborating with my team made me realize the value of compulsorily applying industry advised security standards and creating more awareness especially with non-technical individuals because according to (Robert 2021) cyber attackers are highly focused on top level employees in leadership positions for major cyber exploitation. Based on this and several researches, humans are seen as the weakest link and the major cause of the cyber-attacks experienced in the world today.

Being a part of Group 1, we had the opportunity to work on an ecommerce website (<https://loadedwithstuff.co.uk>) as our first project which helped with so much enlightenment as to the concept of GDPR. I did my personal research on the data regulations in different regions and how this impacts the world at large, this was insightful. My research also made me realize that cloud platforms like AWS, Azure or GCP are not left out with the way data is handled across different continents.

Another project which involved analyzing different security vulnerabilities on the website above and we all worked together one this as a team and I volunteered to give the presentation on behalf of my team to the module tutor and wider class. The different scanning tools used for this were new to me and it was exciting working alongside my team to learn a lot on them. Learning more on digital system logging and forensics made me realize the value monitoring provides as it captures details of data transfer on a granular level.

I enjoyed reading through the Easy Jet case study and answering questions based on the learnings from the case study. How the singular error from an organization housing client data can have a ripple effect on the many stakeholders. The introduction of GDPR (General Data Protection Regulation) and PCIDSS (Payment Card Industry Data Security Standard) gives organizations a sense of responsibility and accountability to handle client data in a compliant way.

Towards the end of the module, my learning process was impacted due to a family member’s cancer diagnosis, and I was needed to give months of close attention and care. This was going to impact my mental capability, so I needed to take some time off and focus on gaining my mental and physical strength to provide maximum and valuable contributions after my resumption. This affected the last End of Module submission which is why I am currently doing a resubmission work.

Despite all these hassles and the long time off, resuming back to schoolwork and going through the other modules has been really fulfilling.

On resuming my schoolwork after a couple of months, I went through all the units again to refresh my memory on everything learnt prior to my temporary break. Working with the scanning tools, learning about risk assessments within the context of Information security, applying the knowledge learnt on disaster recovery and business continuity with specific reference to RTO and RPO at my current role at work as a technical recovery analyst has been really rewarding. Reading through the various collaborative discussions and learning so much from analyzing insightful comments gave me a different perspective to different events.

In summary, I will say that this module made me mentally resilient despite the limited time due to my daily office workload, I was able to improve of managing the time available to me. I engaged the school support team on tips to improve on my work and the pointers provided have been of immense value throughout this process. Collaborating with my team members encouraged me to contribute to team discussions and provide solutions to various projects through critical thinking and deep analysis. Representing my team by giving a presentation made me realize how my communication and literacy skills coupled with confidence has improved. Applying myself through engaging in studying quite several research documents on IT and digital related topics pushed me beyond my comfort zone and I really look forward to delivering valuable opinions in discussions surrounding these topics.
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