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**TargetAnalyser**

About

woanware is the name for a set of tools and applications I have written. The majority of the tools/applications are related to networking, network security, application security or digital forensic tasks.

The author has spent 6 years as a commercial programmer, over 5 years performing security testing (network infrastructure and applications) and then over a year of digital forensics.

Introduction

History

**v0.0.6**

* Added Google Diagnostics as an IP/domain provider
* Modifed the robtek processing to stop duplicates
* Added the Parent URL and URL columns to the results list view

**v0.0.5**

* Updated the robtex regex as they have modified the HTML
* Added a spoof User-Agent since the Hurricane Electric queries were not working correctly

**v0.0.4**

* Modified to allow user selection of sources/providers
* Modified to persist user settings
* Modified to allow command line running
* Improved code layout
* Added ability to export to CSV, XML and JSON

**v0.0.3**

* Added status updates
* Added HpHosts
* Added Hurricane Electric

**v0.0.2**

* Added threadexpert MD5 lookup
* Added VxVault MD5 lookup
* Added MinotaurAnalysis MD5 lookup
* Added VirusTotal MD5 lookup
* Added BKN passive DNS lookup
* Added VirusTotal passive DNS lookup
* Added retry capability

**v0.0.1**

* Initial release