**SSL Location:**

C:\nginx-1.16.1\ssl\

**Step 1:** Just replace the SSL certification file in this location and give the path inside the nginx.conf file.

**NGINX Location:**

C:\nginx-1.16.1\conf\nginx.conf

**Step 2:** Change the domain and SSL setup in nginx.conf file.

server {

listen 8080;

# server\_name simplifi.solutions;

# listen 8080 ssl;

server\_name api.simplifi.solutions;

# ssl\_certificate ../CertsForNGINX/certbundle.pem;

# ssl\_certificate\_key ../CertsForNGINX/simplifi.solutions.private.key;

location /api {

send\_timeout 1000;

proxy\_read\_timeout 1000;

proxy\_send\_timeout 1000;

proxy\_connect\_timeout 1000;

proxy\_pass http://bankstatement-api;

}

location / {

root html;

index index.html index.htm;

}

error\_page 500 502 503 504 /50x.html;

location = /50x.html {

root html;

}

}

**NGINX start/stop command:**

CD C:\nginx-1.16.1\

nginx.exe -s reload

nginx.exe -s start

nginx.exe -s stop