Test Cases

# 1. DB Scripts to Reset Database

delete from T\_OE\_USERS where USER\_IDX > 1;

delete from T\_OE\_ORGANIZATIONS where ORG\_NAME not in ('Potawatomi Nation','Kickapoo Tribe','Seminole Nation','Muscogee Creek Nation');

update T\_OE\_ORGANIZATIONS set ALLOW\_JOIN\_IND = 1, ACT\_IND = 1;

delete from T\_EM\_USER\_NOTIFICATION;

delete from T\_EM\_INCIDENT\_TEAM\_DTL;

delete from T\_EM\_INCIDENT\_OBJECTIVES;

delete from T\_EM\_INCIDENT;

delete from T\_EM\_QUALIFICATIONS;

delete from T\_EM\_RESOURCE;

delete from T\_EM\_INDIVIDUALS;

delete from T\_EM\_DOCUMENTS;

# 2. Test Cases

**Account Management**

|  |  |  |  |
| --- | --- | --- | --- |
| **Who** | **Test Case** | **Success Condition** | **Result** |
| Super Admin | 1. Super Admin edits existing jurisdiction description and allow join indicator to false | * Confirm can see all jurisdictions * Confirm data saved * Confirm Register screen drop-down excludes Org | X |
| Super Admin | 1. Super Admin deletes (sets inactive) jurisdiction | * Confirm data saved * Confirm Register screen drop-down excludes Org | x |
| Super Admin | 1. Super Admin creates new jurisdiction | * Jurisdiction created * Doubleclick doesn’t add twice | X |
| Super Admin | 1. Super Admin forgets password – obtain new one | * Email received, link works * Able to reset password, logged in | X |
| Super Admin | 1. Super Admin change password (My Profile 🡪 Change Password) | * Password changed | X |
|  | **Jurisdiction Admin Account Creation and Access Request** |  |  |
| Org Admin | 1. Register new account, request association with jurisdiction | * Receive verification email | X |
| Org Admin | 1. Verify account, set password | * verify success, logged in | X |
| Org Admin | 1. Limited access when not yet approved for any organizations | * Verify cannot add resource, incident, certification, or documents | X |
| Super Admin | 1. Super Admin approves a jurisdiction link request, sets role to Admin | * User received email and notification of approval * Users sees association un MyProfile | X |
| Org Admin | 1. Confirm Jurisdiction Admin has correct access rights | * Can only see their jurisdiction at Admin 🡪 Jurisdiction | X |
| Org Admin | 1. Jurisdiction Admin changes jurisdiction access from “can join” to “cannot join” | Confirm jurisdiction no longer appears on registration dropdown | X |
|  | **Jurisdiction User Account Creation** |  |  |
| User | 1. Register new account, do not request association with any jurisdiction. Verify account | * Account created, email received, logged in * Verify cannot add resource, incident, certification, or documents | X |
| Org Admin | 1. Jurisdiction Admin adds user to the jurisdiction, assigns role of “User” | * Confirm user added to jurisdiction * Confirm Individual record also created * Confirm Jurisdiction User cannot access admin module | X |
| Org Admin | 1. Jurisdiction Admin remove Jurisdiction User from Jurisdiction | * Confirm user is removed from jurisdiction | X |

**Resource Management**

|  |  |  |  |
| --- | --- | --- | --- |
| **Who** | **Test Case** | **Success Condition** | **Result** |
|  | 1. Add a resource (using existing resource type) | * Resource added | X |
|  | 1. Verify resource | * Verification added | X |
|  | 1. Delete verification | * Verification removed | X |
|  | 1. Delete the resource | * Resource deleted | X |
| Org Admin | 1. Add a new resource **type** with resource type properties | * Resource and resource properties saved | X |
| Org Admin | 1. Delete a Resource Type Property | * Resource type property removed |  |
| Org Admin | 1. Delete a Resource Type | * Resource type deleted | X |
|  | 1. Add resource using the new Org-specific resource type | * Resource added * Doubleclick doesn’t add twice | X |
|  | 1. Add coordinates to the resource type | * Verify the resource can be viewed on the map | X |
|  | 1. Set sharing to all jurisdiction | * Log in as other jurisdiction | X |
|  |  |  |  |
|  | **People** |  |  |
|  | 1. Edit existing individual (user) | * Edit the Org Admin that was already created | X |
|  | 1. Add a user’s certification | * Certification added | X |
|  | 1. Delete user’s certification | * Certification removed | X |
|  | 1. Add new individual | * Individual added | X |
|  | 1. Delete individual | * Individual deleted | X |

**Incident Management**

|  |  |  |  |
| --- | --- | --- | --- |
| **Who** | **Test Case** | **Success Condition** | **Result** |
|  | 1. Create New Incident | * Incident created and enter incident wizard | X |
|  | 1. Set incident location and impacted area |  |  |
|  | 1. Initialize incident team | * Incident team created |  |
|  | 1. Add an individual to incident team |  |  |
|  | 1. Add a team to an incident team | * When changing from individual to team, individual remains |  |
|  | 1. Add resource to incident | * Resource added | X |
|  | 1. Edit incident resource | * Resource edited | X |
|  | 1. Delete incident resource | * Resource deleted | X |
|  | 1. Add status to incident | * Status added | X |
|  | 1. Edit incident status | * Status updated | X |
|  | 1. Delete status from incident | * Status deleted | X |
|  | 1. Add Operational Period |  | X |
|  | 1. Edit Operational Period | * Data saved | X |
|  | 1. Add objective |  |  |
|  | 1. Delete Objective |  |  |
|  | 1. Add incident attachment |  |  |
|  | 1. Run Incident Report FEMA 201 |  |  |
|  | 1. Run Incident Report FEMA 202 |  |  |
|  |  |  |  |

**Document Management**

|  |  |  |  |
| --- | --- | --- | --- |
| **Who** | **Test Case** | **Success Condition** | **Result** |
|  | 1. Add new document | * Document added | X |
|  | 1. Edit document properties | * Document properties modified | X |
|  | 1. Download document | * Document downloaded | X |
|  | 1. Delete document | * Document deleted | X |
|  |  | * + |  |
|  |  |  |  |
|  |  |  |  |