**Norma ISO 27001**

¿Qué es la norma ISO 27001?

Es un estándar para la seguridad de la información aprobado y publicado como estándar internacional en octubre de 2005 por International Organization for Standardization y por la comisión International Electrotechnical Commission.

¿Por qué ISO 27001 para implementar SGSI?

Si bien existen muchas normas internacionales para evaluar los riesgos informáticos y aplicar controles para mitigarlos o eliminarlos, la norma ISO 27001 cuenta con amplia aceptación para asegurar la integridad de tus datos informáticos. Sus principales características son:

* **Confidencialidad.**Garantiza acceso seguro a la información exclusivamente a los agentes que autorices a ando acceso únicamente a aquellos que estén autorizados.
* **Integridad.** Estrechamente relacionado al punto anterior, ISO 27001 asegura que tanto los procesos como la información relacionada con tus sistemas de seguridad sean completos y precisos.
* **Disponibilidad.** Tus agentes autorizados podrán acceder a la información pertinente cuando lo necesiten.
* **Prestigio.** La norma ISO 27001 recubre con su buen nombre a toda empresa que lo adopte ya que es referente mundial de buenas prácticas y excelentes resultados.
* **Accesibilidad.** Funciona para todo tipo de empresa y para todos los sectores o verticales. Los expertos pueden adaptarse más fácilmente a sus postulados, lo que resulta más conveniente a nivel económico y de costos operativos.

¿Por qué esta norma se adaptaría a la empresa?

En la empresa se implementará un sistema administración de citas, proveedores y clientes por lo cual se tendrán datos de vital importancia para la empresa. Por este motivo es muy importante utilizar un estándar de seguridad. El cual nos garantice que los datos siempre estarán seguros y disponibles para su utilización.