**Research Network Privacy Notice**

In order to meet unique and specific network requirements critical to advancing research and academic achievement at Baylor University, Baylor Information Technology Services (ITS) and Baylor Electronic Libraries (EL) developed the Baylor University Research Network (BURN). To accommodate these requirements, mechanisms normally used by ITS to ensure appropriate information security are not available. Baylor will compensate for the loss of these data protection mechanisms by significantly increasing the level of monitoring within BURN. Users accessing technology on BURN are subject to:

* Network based monitoring, including but not limited to full packet analysis of any or all communication to or from a device on BURN, including monitoring individual user activities.
* System and application monitoring on all devices connected to BURN, including monitoring individual user activities.

I understand and acknowledge the need for the increased monitoring being performed on all devices connected to the BURN as well as all communications to and from those devices. In the act of discharging official duties I grant authorized ITS /EL personnel complete access to all data sent to/from or stored on devices connected to the BURN for compelling University business need or security concerns. By providing this authorization, I understand that I am effectively waiving my assumption of privacy and confidentiality outlined in section 4 of BU-PP025 (<http://www.baylor.edu/its/index.php?id=40538>) for the BURN.

|  |  |  |
| --- | --- | --- |
|  |  | 7/12/2016 |
| Signature |  | Date |
|  |  |  |
| Name (Printed) |  |  |