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Đánh giá ảnh hưởng



Configure GDPR 
messaging



Setting up a GDPR message in AdMob (1/4)

1. Click Privacy & messaging

2. Click GDPR



Setting up a GDPR message in AdMob (2/4)

1. Click Create message. 
The GDPR message 
page opens. 

2. Select the apps in which 
this message will be 
displayed:

● Click Select apps

● Select the desired apps 

● Click Save



Setting up a GDPR message in AdMob (3/4)
1. Select the languages in which this message will be displayed:

● Default language: The message is shown in the default language when the 
user’s device language cannot be determined, or when the user’s device 
language doesn't adequately match the selected “Additional languages.”

● Additional languages: The message can be shown to users in any of the 
“Additional languages” that match the user’s device language. Languages 
you select here should match the languages in which your app is available.

2. In the User choices section, select one of the following:

● Consent or Manage options: This message presents your users with a 
choice to consent to your ad partners and your ad partners’ purposes, or to 
customize their consent selections.

● Consent, Do not consent, or Manage options: This message presents 
your users with a choice to consent to your ad partners and your ad 
partners’ purposes, not consent to your ad partners and your ad partners’ 
purposes, or to customize their consent selections.

NOTE: 
Work with your legal team to determine how GDPR apply 
to your business and impact your compliance strategy



Setting up a GDPR message in AdMob (4/4)
1. In the Targeting section, select one of the following options:

● Countries subject to GDPR (EEA and UK): Display the GDPR 
message to app visitors in the EEA and UK

● Everywhere: Display the GDPR message to all app visitors

2. Click Continue. The Edit message page opens.

3. (Optional) Edit and format the message to match 
your app's editorial and visual standards

4. Add a privacy policy URL

5. Click Save

6. When you’re ready, publish the message

NOTE: 
Work with your legal team to determine how GDPR apply 
to your business and impact your compliance strategy

https://support.google.com/admob/answer/10114015
https://support.google.com/admob/answer/10113106


Settings and controls
Select ad technology providers (for personalized ads):

● To help with compliance under Google’s updated EU User Consent Policy, 
you have the option to select your preferred ad technology providers 
from a list of companies that have provided us with information about 
their compliance with the GDPR—all of whom also have to comply with 
our data usage policy to ensure publisher data is protected. If you select 
these ad technology providers (including Google and other bidders and 
vendors), they may use data about your users for the purposes of ads 
personalization and measurement.

NOTE: 
Work with your legal team to determine how GDPR apply 
to your business and impact your compliance strategy



Settings and controls

● Some biddings like Pangle, Mintegral are not yet in 
the common partner list

● There is a notification to inform publisher about 
this when adding bidding ad source



Google User 
Messaging Platform 
(UMP) SDK 
implementation



Requirements to begin
● GDPR consent message created in the Privacy & messaging tab on the AdMob or Ad Manager dashboard

● Google User Messaging Platform (UMP) SDK
○ On Android:

■ Install with Gradle: Add the dependency for the Google User Messaging Platform SDK to your 
module's app-level Gradle file, normally app/build.gradle:

○ On iOS:
■ Install using CocoaPods: The UMP SDK is included as a dependency of the Google Mobile Ads 

SDK pod starting with Google Mobile Ads SDK 7.64.0.
■ The easiest way to import the UMP SDK into an iOS project is to use CocoaPods. Open your 

project's Podfile and add this line to your app's target, then update the repo:



You should request an update of the user's consent information at every app launch using 
requestConsentInfoUpdate(). This determines whether your user needs to provide consent if they haven't done 
so already, or if their consent has expired.

Request Latest 
Consent Information

Android

iOS



Load & Show Form 
if Required

Android

iOS

Call loadAndShowConsentFormIfRequired() on the ConsentForm class to load a consent form. If the consent status is 
required, the SDK loads a form and immediately presents it from the provided activity. 

The callback is called after the form is dismissed. If consent is not required, the callback is called immediately.
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Consent revocation
Consent revocability is a requirement of the Privacy & messaging user consent 
program. You must provide a link in your app's menu that allows users who want to 
revoke consent to do so, then present the consent message to those users again.

To accomplish this:

1. Load a form every time the user launches your app, so that the form is 
ready to display in case the user wishes to change their consent setting.

2. Present the form when the user selects the link in your app's menu.

We support 23 languages across EEA. Please ensure to add a consent revocation link on your app

https://support.google.com/admanager/answer/10114217
https://developers.google.com/ad-manager/mobile-ads-sdk/android/privacy#load-form
https://support.google.com/admob/answer/10107561?hl=en&sjid=9451052322810811463-NA#zippy=%2Clanguages-supported-for-gdpr-messages:~:text=Languages%20supported%20for%20GDPR%20messages
https://support.google.com/admob/answer/10113915
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Testing - Force a geography

The UMP SDK provides a way to test your 
app's behavior as though the device was 
located in the EEA or UK using the 
setDebugGeography method on 
ConsentDebugSettings.Builder.

You must provide your test device's 
hashed ID in your app's debug settings to 
use the debug functionality. If you call 
requestConsentInfoUpdate() without 
setting this value, your app logs the 
required ID hash when run.

Android

iOS



Evaluating Impact
Section 4



Confidential + Proprietary

A/B testing & percentage rollout (Recommended)

Google 
AdMob

Firebase
Remote Config

Measure the performance before & 
after CMP

showCMP (boolean)
Variant A 90% (False)

Variant B 10% (True)

No CMP



Consent rate
● Can be found under Privacy & 

messaging > GDPR
● Data are aggregated over last 

30 days



Impact evaluation with Timed Test

Look at following metrics for versions before / after CMP then check whether the gap 
between them match non-consent rate?

- DAV% 
- Impression / DAU
- Impression / DAV (optional)
- Match rate%



Build comparison report


