Objeto del Estudio: Concepción de Arquitectura de Referencia y Patrones de Mal Uso, como un cuerpo organizado de información sobre la Seguridad en el Browser.

**Objetivo General**

1. Generar un cuerpo organizado de información sobre la Seguridad en el Web Browser, de manera que el conocimiento adquirido por medio del estudio se pueda compactar en un documento con formato fácil de entender para Profesionales y Estudiantes de Informática. Para lo anterior, es necesario comprender los conceptos relacionados al navegador web, sus componentes, ataques que puede estar sometido, mecanismos de defensa y otros. Una vez organizado el estudio, se construirán una Arquitectura de Referencia del Web Browser y Patrones de Mal uso para ciertos ataques, que condensarán el conocimiento obtenido de la seguridad en el Web Browser. Los artefactos mencionados permitirán obtener una visión de cómo se ejecutan los ataques y mecanismos de mitigación que existen actualmente, en un formato fácil de entender.

**Objetivos Específicos**

1. Concretar un Estado del Arte que analice el funcionamiento y estructura (componentes) del Web Browser, e investigar los peligros en que se puede encontrar un usuario al usar la aplicación.
2. Clasificar los ataques y mecanismos de defensa (mitigación) de los navegadores Web.
3. Investigar ataques en el browser relacionados con los métodos de Ingeniería Social.