"C:\PATH\TO\Tunnelier.exe" -profile="C:\PATH\TO\profile\_name.tlp" -loginOnStartup -autoLogout -exitOnLogout

Tunnelier.exe -help

TASKKILL /F /IM Tunnelier.exe

#!/bin/sh

mysqldump DB\_NAME -uDB\_USERNAME -pDB\_PASSWORD > ~/BACKUP.sql

# mysqldump is the application that dumps your data

# swap DB\_NAME, DB\_USERNAME, DB\_PASSWORD for your credentials ..

# .. (found in your wp-config.php)

# leave -u (indicating USERNAME) and -p (indicating PASSWORD)

# > ~/BACKUP.sql says to output the file to your home (~) ..

# .. directory with a name-of-your-choosing.sql

zip -q ~/BACKUP.zip ~/BACKUP.sql

# .. zip it up, or change .zip to .tar if you prefer unix.

mkdir ~/myCronScripts

nano ~/myCronScripts/db\_backup.sh

sudo chmod 500 ~/myCronScripts/db\_backup.sh

~/myCronScripts/db\_backup.sh

crontab -e

0 0 \* \* \* ~/myCronScripts/db\_backup.sh

rm -f ~/BACKUP.\*

20 0 \* \* \* rm -f ~/BACKUP.\*

scp -rpP 54321 USER@123.45.67.890:/path/to/WordPress ~/backup

scp -rpP 54321 USER@123.45.67.890:/path/to/WordPress USER@890.67.45.123:/path/to/backup

rsync -r -tgop -l --update -e "ssh -i /home/USER/.ssh/id\_rsa -p 54321" USER@123.45.67.890:/path/to/WordPress/ /home/USER/backup

rsync -r -tgop -l --update -e "ssh -i /home/USER/.ssh/id\_rsa -p 54321" /home/USER/backup USER@123.45.67.890:/path/to/WordPress/

UPDATE wp\_users SET user\_login = 'SOMEuserNAME' WHERE user\_login = 'admin';

find /full/path/to/WordPress -type d -exec chmod 755 {} \;

find /full/path/to/WordPress -type f -exec chmod 644 {} \;

<?php function hide\_version()

{

return '';

}

add\_filter('the\_generator', 'hide\_version');

?>

<IfModule mod\_rewrite.c>

RewriteEngine On

RewriteCond %{REQUEST\_URI} ^/wp\-login\..\*

RewriteCond %{QUERY\_STRING} .\*SECRET-WORD=.\*

RewriteRule ^.\* /wp-admin/ [cookie=SECRET-  
 WORD:true:.SOMESITE.TLD:3600:/,R,L]

RewriteCond %{REQUEST\_URI} ^/wp\-login\..\* [OR]

RewriteCond %{REQUEST\_URI} ^/wp\-admin/.\*

RewriteCond %{HTTP\_COOKIE} !\bSECRET-WORD\b

RewriteRule ^.\* /?disallowed=true [R,L]

</IfModule>

# BEGIN WordPress

<IfModule mod\_rewrite.c>

# any exisiting rulesets

# THIS NEW RULESET

</IfModule>

# END WordPress

<Files wp-config.php>

Order deny,allow

Deny from all

</Files>

Order Allow,Deny

Deny from all

<Files ~ "\.(gif|jpe?g|png|css|js|xml)$">

Allow from all

</Files>

<Files ~ "\.(gif|jpe?g|png|css|js|xml|swf)$">

<Files ~ "js/tinymce/\*.$">

Allow from all

</Files>

<Files ~ "\.(gif|jpe?g|png|css|js|xml|lock)$">

<Files "/path/to/problem-plugin/somePlugin.php">

Allow from all

</Files>