### **Vad kan vara brottsligt på nätet?**

Det finns mycket som kan kännas fel och olustigt att stöta på eller utsättas för online. Men vad är egentligen olagligt? Precis som våld och trakasserier i den fysiska världen kan vissa handlingar på nätet bryta mot lagen, särskilt om de kränker någons integritet, säkerhet eller personliga utrymme. Här är en genomgång av några vanliga brott som kan begås digitalt och exempel på situationer som unga kan möta.

#### **Ofredande** Ofredande handlar om att någon beter sig störande och kränkande mot en annan person. Det kan till exempel handla om att skicka upprepade oönskade meddelanden, ringa ständigt eller trakassera någon på sociala medier. Syftet är ofta att få personen att känna sig osäker eller obekväm. Denna typ av upprepade och störande kontakt är brottslig om den allvarligt kränker någon annans rätt till lugn och ro.

#### **Olaga förföljelse** Olaga förföljelse innebär att en person upprepat utsätter någon annan för brottsliga handlingar, som exempelvis stalkning på internet. Stalkning kan vara när någon konsekvent övervakar en persons aktiviteter online eller kontaktar och kommenterar trots att de blivit ombedda att sluta. Att skapa fejkprofiler, följa en person på olika plattformar och systematiskt kontakta eller tagga personen kan vara exempel på digital stalking, och detta ses som olaga förföljelse.

#### **Olaga integritetsintrång** Om någon sprider privata bilder eller känslig information om en annan person utan dennes tillåtelse, kan det vara olaga integritetsintrång. Det gäller exempelvis om någon lägger ut bilder som avslöjar personens sexualliv eller hälsa, eller bilder på någon som befinner sig i en utsatt situation. Att sprida bilder på någon som inte vill att de ska delas är ett tydligt exempel på hur digital teknik kan användas på ett kränkande sätt.

#### **Olovlig identitetsanvändning** Att använda någon annans identitet utan tillstånd är olagligt. Om någon utger sig för att vara en annan person genom att använda deras namn, bild eller andra personliga uppgifter, kan det vara olovlig identitetsanvändning. Detta kan ske exempelvis på sociala medier, där en person skapar ett konto i någon annans namn för att lura, skada eller förnedra.

#### **Olovlig avlyssning** Olovlig avlyssning innebär att någon spelar in eller lyssnar på ett samtal som den inte själv deltar i. Det är olagligt att avlyssna eller spela in andra personers samtal utan att de är medvetna om det, särskilt om man själv inte är en del av samtalet. Om det rör sig om ett privat samtal mellan fler än två personer är det olagligt att spela in även om du själv deltar.

#### **Dataintrång** Dataintrång innebär att någon tar sig in i en annans mobil, dator, konto eller sociala medier utan tillåtelse, för att läsa eller stjäla information. Detta kan handla om att hacka sig in i en annans konton för att läsa deras meddelanden, få tillgång till deras bilder eller stjäla deras personuppgifter. Dataintrång är ett brott och kan få allvarliga konsekvenser för den som begår det.

#### **Kränkande fotografering** Det är brottsligt att i hemlighet fotografera eller filma någon i ett privat utrymme, som hemma, på toaletten eller i ett omklädningsrum. Kränkande fotografering kan också handla om att sprida eller hota med att sprida bilder som tagits i smyg. Det är extra vanligt att kränkande bilder sprids via sociala medier och det är viktigt att komma ihåg att detta är olagligt, särskilt om personen på bilden inte har gett sitt tillstånd.

### **Fler exempel på situationer som kan vara brottsliga**

* **Oönskade nakenbilder**: Om någon skickar en nakenbild till dig utan att du har bett om det kan det klassas som sexuellt ofredande.
* **Nakenbilder på barn**: Om någon skickar nakenbilder på ett barn under 18 år, även i en gruppchatt, räknas det som barnpornografibrott.
* **Expose-konton**: Om någon lägger ut nakenbilder på barn under 18 år på ett anonymt konto är detta också barnpornografibrott.
* **Hot om nakenbilder**: Om någon pressar dig att skicka fler nakenbilder genom att hota att sprida bilder du redan skickat, kan det vara grovt utnyttjande av barn för sexuell posering.
* **Spridning av känslig information**: Om någon sprider bilder eller känslig information för att skada dig kan det räknas som olaga integritetsintrång.

### **Vad kan man göra om man utsätts?** Det är viktigt att veta att du har rätt att anmäla alla typer av digitala kränkningar. Om du känner dig utsatt eller osäker på vad du ska göra kan du prata med en vuxen du litar på, kontakta polisen eller vända dig till organisationer som jobbar med att hjälpa personer som utsätts för digitalt våld. Kom ihåg – du har rätt att vara trygg och säker, både i den fysiska världen och online.