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# ABSTRACT

Block chain is a system of recording information in a way that makes it difficult or impossible tochange, hack, or cheat the system. A block chain is essentially a digital ledger of transactions that is duplicated and distributed across the entire network of computer systems on the block chain.

Recently, cloud storage systems have become a popular means of data storage and sharing in a wide spectrum of application scenarios. Various cloud storage system allows multiple users edit the same documents at same time. Therefore, some issues on access controls might emerge.

This project provides an access control over the data stored in the cloud without the provider participation. The main tools of access control mechanism is cipher text policy, attribute-based encryption scheme with dynamic attributes. In this we use Attribute key generation algorithm it takes as input global parameters, global users identifier, an attribute belonging to a user, andthe secret key. The output is a key for this attribute /identifier pairs. The another algorithm is Public key attributes generation algorithm.

# Objective

1. Access control is generally a policy or procedure that allows, denies or restricts access toa system.
2. It is designed to create decentralized services based on the block chain.
3. Attribute based Access Control System.
4. It stores information about the owner, access policy, a hash sum of the stored information, information to identify the cloud, and all changes that will occur with thefile.
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