**Metadata Bank – Release Notes – v0.36.0**

1. **v0.36.0 - Environment Information:**

**baseurl**: <https://metadata-qa.services.pbs.org/v0>

**apikey:** **<<Send request to metadata@pbs.org>>**

**x-api-key:** **<<Send request to** [**metadata@pbs.org**](mailto:metadata@pbs.org)**>>**

| Artifacts Name | Artifacts |
| --- | --- |
| Postman Collection and Environment | <https://github.com/pbs-metadata/Enterprise-Metadata-Model/tree/master/metadata-bank-api/postman_collection> |
| JSON Schema | <https://github.com/pbs-metadata/Enterprise-Metadata-Model/tree/master/metadata-bank-api/schema> |
| Github | <https://github.com/pbs-metadata/Enterprise-Metadata-Model/tree/metadata-bank-uat3-release/metadata-bank-api> |

**Change Requests:**

| CR# | Endpoint | Description |
| --- | --- | --- |
| 1 | Payload structure change in Permission. The affected endpoints. The **EnsureExclusivity** field datatype is changed from Boolean. Also Added new Enum values “Rights Out, Window Rights or Rights Subject to Catch Up Windows” for Permission – Type.  **Permission:**   * POST - /policy/{{policy-uid}}/permission * PUT - /policy/{{policy-uid}}/permission/{{rule-id}} * GET - /policy/{{policy-uid}}/permission/{{rule-id}} * GET [Search] - /permission/search?logicalassetid={{logicalassetid}}   **Policy:**   * POST - /policy * GET - /policy/{{policy-uid}} * GET[Search] - /policy/search | * Moved existing permission fields “PlayType, Calculated, UnitType, Count, EnsureExclusivity, MaximumExploitation, MaximumSimultaneousLimit” to Refinement section in Permission Payload for POST, PUT, GET and Search Endpoints. * The EnsureExclusivity field datatype is changed from Boolean to String with Enumeration value “Exclusive” and “Non-Exclusive” * Added new Enum values “Rights Out, Window Rights or Rights Subject to Catch Up Windows” for Permission – Type field |
| 2 | Added OrganizationList is Permission payload.  **Permission:**   * POST - /policy/{{policy-uid}}/permission * PUT - /policy/{{policy-uid}}/permission/{{rule-id}} * GET - /policy/{{policy-uid}}/permission/{{rule-id}} * GET [Search] - /permission/search?logicalassetid={{logicalassetid}}   **Policy:**   * POST - /policy * GET - /policy/{{policy-uid}} * GET[Search] - /policy/search | * Updated the Policy/permission payload with OrganizationList in Permission endpoints [POST, PUT, GET and Search]. |
| 3 | Added new Permission DELETE endpoint to de-associate Permission and Organizations   * DELETE - /policy/{{ policyid}}/ permission/{{ permissionId}}/ organization/{{ organizationid}}?rolename={{role-name}} | * New permission delete endpoint to de-associate with permission and organization. |
| 4 | Added OrganizationList is Season payload.   * **Season:**   + POST - /season   + PUT - /season/{{season-uid}}   + GET - /season/{{season-uid}}   + GET [Search] - /season/search?title={{title}}&contentid={{contentid}} | * Updated the Season payload with OrganizationList in Season endpoints [POST, PUT, GET and Search]. |
| 5 | Added the EIDRID field as part of SNS Notification in Episode, Season and Series POST & PUT operations |  |
| 6 | Added new File Search endpoint   * GET - file/search?parentid={{parentid}}&alternateassetid={{alternateassetid}} | * New file search endpoint implemented with search params ParentID[Manifestation/VOD Event] and alternateassetid. |
| 7 | Added new additionalData object in Series, Season, Episode, compilation, Policy, Permission, Prohibition, Funders endpoints | * Added new additionalData object with CreatedBy, UpdatedBy, DeletedBy and Source fields for Series, Season, Episode, compilation, Policy, Permission, Prohibition, Funders POST and PUT endpoints |