《计算机信息安全技术》期末考试样例试卷​（1）

一、选择题（每题 2 分，共 40 分）​

1. 下列加密算法中，属于非对称加密算法的是（ ）​

A. DES B. AES C. RSA D. RC4​

1. 网络安全中的 “肉鸡” 通常是指被（ ）控制的计算机。​

A. 病毒 B. 黑客 C. 防火墙 D. 合法用户​

1. 操作系统的安全审计功能主要用于（ ）​

A. 优化系统性能 B. 检测系统漏洞​

C. 记录用户操作行为 D. 防止数据丢失​

1. 防火墙最基本的功能是（ ）​

A. 数据加密 B. 过滤网络流量​

C. 查杀病毒 D. 进行入侵检测​

1. 入侵检测系统按数据源可分为基于主机的 IDS 和基于（ ）的 IDS。​

A. 服务器 B. 网络 C. 应用程序 D. 数据库​

1. 在密码学中，用于验证消息完整性的技术是（ ）​

A. 数字签名 B. 加密 C. 哈希函数 D. 密钥交换​

1. 网络安全漏洞按其成因可分为（ ）​

A. 软件漏洞和硬件漏洞 B. 系统漏洞和应用漏洞​

C. 已知漏洞和未知漏洞 D. 以上都是​

1. 操作系统中，用户权限管理的主要目的是（ ）​

A. 提高系统性能 B. 防止用户误操作​

C. 实现访问控制 D. 便于用户管理​

1. 防火墙的访问控制策略一般分为（ ）​

A. 白名单策略和黑名单策略 B. 允许策略和拒绝策略​

C. 静态策略和动态策略 D. 以上都是​

1. 入侵检测系统的主要功能不包括（ ）​

A. 检测入侵行为 B. 阻断入侵行为​

C. 记录入侵事件 D. 生成安全报告​

1. 数字证书的颁发机构是（ ）​

A. CA B. RA C. PKI D. SSL​

1. 网络安全中的 DDoS 攻击是指（ ）​

A. 分布式拒绝服务攻击 B. 拒绝服务攻击​

C. 端口扫描攻击 D. 网络钓鱼攻击​

1. 对称加密算法的特点是（ ）​

A. 加密和解密使用相同的密钥 B. 加密强度高​

C. 密钥管理简单 D. 适合长距离通信​

1. 操作系统的安全加固措施不包括（ ）​

A. 关闭不必要的服务 B. 升级操作系统版本​

C. 增加用户数量 D. 强化用户认证​

1. 防火墙按部署位置可分为（ ）​

A. 软件防火墙和硬件防火墙 B. 边界防火墙和内部防火墙​

C. 企业级防火墙和个人防火墙 D. 包过滤防火墙和代理防火墙​

1. 入侵检测系统的检测技术主要有（ ）​

A. 异常检测和误用检测 B. 基于特征的检测和基于行为的检测​

C. 实时检测和事后检测 D. 以上都是​

1. 网络安全中的 VPN 技术主要用于（ ）​？

A. 实现远程访问 B. 提高网络速度​

C. 增强网络安全性 D. 以上都是​

1. 操作系统中，文件的访问控制列表（ACL）用于（ ）​

A. 记录文件的访问历史 B. 定义文件的访问权限​

C. 保护文件的完整性 D. 防止文件被删除​

1. 以下哪种哈希算法的安全性较高？（ ）​

A. MD5 B. SHA - 1 C. SHA - 256 D. CRC32​

1. 网络安全中的 ARP 欺骗攻击主要影响（ ）​

A. 网络层通信 B. 数据链路层通信​

C. 传输层通信 D. 应用层通信​

二、填空题（每题 1 分，共 20 分）​

1. 信息安全的三个基本属性是保密性、完整性和\_\_\_可用性\_\_\_。​
2. 密码学中，将明文转换为密文的过程称为\_\_\_加密\_\_\_。​
3. 网络安全中的端口扫描是通过探测目标主机的\_\_\_端口\_\_\_来发现潜在的安全漏洞。​
4. 操作系统的安全机制主要包括用户认证、访问控制和\_\_\_安全审计\_\_\_等。​
5. 防火墙的主要技术包括包过滤技术、\_\_\_代理\_\_\_技术和状态检测技术。​
6. 入侵检测系统的三个基本功能模块是数据采集、\_\_\_数据分析\_\_\_和响应处理。​
7. 数字签名的主要作用是保证消息的完整性、\_\_\_身份认证\_\_\_和不可否认性。​
8. 网络安全漏洞的处理方法主要有\_\_\_修复\_\_\_、规避和检测。​
9. 操作系统中，用户账户的安全管理主要包括账户创建、\_\_\_账户权限设置\_\_\_和账户删除。​
10. 网络安全中的 SSL 协议主要用于保障\_\_\_Web\_\_\_通信的安全。​
11. 信息安全的基本属性包括保密性、完整性、\_\_\_可用性\_\_\_、可控性和不可否认性。
12. 常见的网络攻击类型中，\_\_\_拒绝服务（DoS）\_\_\_攻击是指攻击者通过发送大量的请求使目标系统资源耗尽而无法正常服务。
13. 防火墙根据其工作原理可分为包过滤防火墙、\_\_代理\_\_\_\_防火墙和状态检测防火墙。
14. 加密技术分为对称加密和\_\_\_非对称\_\_\_加密两种类型。
15. 在数字签名技术中，使用\_\_\_私\_\_\_密钥进行签名，使用\_\_\_公\_\_\_密钥进行验证。
16. 恶意软件的常见类型有病毒、\_\_\_间谍软件\_\_\_、木马、蠕虫等。
17. 访问控制的三种主要实现方式是自主访问控制、强制访问控制和\_\_基于角色的\_\_访问控制。
18. 为了防止数据在传输过程中被篡改，通常会使用\_\_\_消息认证码（MAC）或哈希函数\_\_\_技术。
19. 安全审计是对系统活动和\_\_\_用户行为\_\_\_进行记录、检查和审核的过程。
20. \_\_\_杀毒软件\_\_\_是一种用于保护计算机免受恶意软件侵害的软件程序。

三、简答题（每题 10 分，共 30 分）​

1. 简述对称加密算法和非对称加密算法的优缺点，并举例说明它们在实际应用中的场景。​
2. 请列举三种常见的网络攻击方式，并详细阐述针对每种攻击方式的防范措施。​
3. 防火墙和入侵检测系统在网络安全防护中各自的作用是什么？它们如何协同工作以提高网络的整体安全性？​

四、计算题（10 分）​

1. **已知仿射密码的 加密函数可以表示为：**

**![](data:image/x-wmf;base64,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)**
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《计算机信息安全技术》期末考试试卷参考答案​

一、选择题（每题 2 分，共 40 分）​

1. **答案**：C​

**解析**：RSA 是非对称加密算法，DES、AES、RC4 均为对称加密算法。非对称加密算法使用一对密钥，即公钥和私钥，而对称加密算法加密和解密使用同一密钥。​

1. **答案**：B​

**解析**：“肉鸡” 是被黑客通过各种手段控制的计算机，黑客可利用这些计算机进行恶意活动，如发动攻击、窃取数据等。病毒可能是黑客控制计算机的手段之一，但 “肉鸡” 主要是被黑客控制。​

1. **答案**：C​

**解析**：操作系统的安全审计功能主要用于记录用户在系统中的操作行为，包括登录、文件访问、权限变更等操作，以便在需要时进行追溯和分析，保障系统安全。它并非用于优化系统性能、检测系统漏洞或防止数据丢失。​

1. **答案**：B​

**解析**：防火墙最基本的功能是根据预设的规则对网络流量进行过滤，决定哪些流量可以通过，哪些需要被阻止，从而保护内部网络安全。数据加密、查杀病毒和入侵检测并非防火墙的最基本功能。​

1. **答案**：B​

**解析**：入侵检测系统按数据源可分为基于主机的 IDS 和基于网络的 IDS。基于主机的 IDS 主要监测主机系统的活动，如系统日志、文件访问等；基于网络的 IDS 则监测网络流量，分析数据包特征来检测入侵行为。​

1. **答案**：C​

**解析**：哈希函数用于验证消息完整性，它将任意长度的消息映射为固定长度的哈希值，若消息在传输过程中被篡改，其哈希值会发生变化。数字签名也能保证完整性，但主要强调不可否认性；加密用于保护数据保密性；密钥交换用于安全地交换加密密钥。​

1. **答案**：D​

**解析**：网络安全漏洞按成因可分为软件漏洞和硬件漏洞（如硬件设计缺陷）、系统漏洞（操作系统层面）和应用漏洞（应用程序层面）、已知漏洞（已被发现并公开）和未知漏洞（尚未被发现）。​

1. **答案**：C​

**解析**：操作系统中用户权限管理的主要目的是实现访问控制，即规定不同用户对系统资源（如文件、设备等）的访问权限，防止非法访问，保障系统安全。并非为提高系统性能、防止用户误操作或便于用户管理。​

1. **答案**：D​

**解析**：防火墙的访问控制策略一般分为白名单策略（允许特定对象访问）和黑名单策略（禁止特定对象访问）、允许策略和拒绝策略（明确允许或拒绝某些流量）、静态策略（固定不变）和动态策略（可根据条件变化）。​

1. **答案**：B​

**解析**：入侵检测系统的主要功能包括检测入侵行为、记录入侵事件和生成安全报告。阻断入侵行为通常是入侵防御系统（IPS）的功能，IDS 一般不具备直接阻断入侵的能力。​

1. **答案**：A​

**解析**：数字证书的颁发机构是 CA（认证机构），CA 负责验证申请者身份并颁发数字证书。RA（注册机构）协助 CA 进行用户注册等工作；PKI 是公钥基础设施，是一个包括 CA、证书库等的体系；SSL 是安全套接层协议，用于保障通信安全。​

1. **答案**：A​

**解析**：DDoS 攻击即分布式拒绝服务攻击，通过控制大量的计算机（僵尸网络）向目标服务器发送海量请求，导致服务器瘫痪。拒绝服务攻击（DoS）一般指单机向目标攻击；端口扫描攻击用于探测目标主机开放的端口；网络钓鱼攻击通过欺骗手段获取用户敏感信息。​

1. **答案**：A​

**解析**：对称加密算法的特点是加密和解密使用相同的密钥。其加密强度不一定比非对称加密高，密钥管理相对复杂（需安全传输密钥），在长距离通信中密钥传输存在风险。​

1. **答案**：C​

**解析**：操作系统的安全加固措施包括关闭不必要的服务、升级操作系统版本、强化用户认证等，以提高系统安全性。增加用户数量与安全加固无关，甚至可能因用户管理不善带来安全风险。​

1. **答案**：B​

**解析**：防火墙按部署位置可分为边界防火墙（部署在网络边界，保护内部网络与外部网络之间的安全）和内部防火墙（部署在内部网络，保护内部子网之间的安全）。软件防火墙和硬件防火墙是按实现方式分类；企业级防火墙和个人防火墙是按应用场景分类；包过滤防火墙和代理防火墙是按技术分类。​

1. **答案**：A​

**解析**：入侵检测系统的检测技术主要有异常检测（基于正常行为模型，检测偏离正常的行为）和误用检测（基于已知攻击特征库，检测符合特征的攻击行为）。基于特征的检测属于误用检测，基于行为的检测包含异常检测；实时检测和事后检测是按检测时间分类。​

1. **答案**：D​

**解析**：网络安全中的 VPN 技术主要用于实现远程访问，通过加密通道连接远程用户与内部网络；同时能增强网络安全性，防止数据在传输过程中被窃取或篡改；在一定程度上可优化网络连接，提高网络速度。​

1. **答案**：B​

**解析**：操作系统中，文件的访问控制列表（ACL）用于定义文件的访问权限，详细规定不同用户或用户组对文件的读、写、执行等权限。并非用于记录文件访问历史、保护文件完整性或防止文件被删除。​

1. **答案**：C​

**解析**：SHA - 256 哈希算法的安全性较高，MD5 和 SHA - 1 已被发现存在安全漏洞，CRC32 主要用于数据校验，并非用于安全领域的哈希算法。​

1. **答案**：B​

**解析**：网络安全中的 ARP 欺骗攻击主要影响数据链路层通信。ARP 协议用于将 IP 地址解析为 MAC 地址，ARP 欺骗通过伪造 ARP 响应，篡改目标主机的 ARP 缓存，导致数据链路层通信错误。​

二、填空题（每题 2 分，共 20 分）​

1. **答案**：可用性​

**解析**：信息安全的三个基本属性为保密性（防止信息被未授权访问）、完整性（确保信息不被篡改）和可用性（保证授权用户能正常访问信息）。​

1. **答案**：加密​

**解析**：在密码学中，将明文转换为密文的过程称为加密，反之将密文转换为明文的过程称为解密。​

1. **答案**：端口​

**解析**：网络安全中的端口扫描是通过探测目标主机开放的端口来发现潜在的安全漏洞，不同的服务通常对应不同的端口，通过扫描端口可了解目标主机运行的服务及可能存在的安全风险。​

1. **答案**：安全审计（或数据加密，合理即可）​

**解析**：操作系统的安全机制主要包括用户认证（验证用户身份）、访问控制（控制用户对资源的访问权限）和安全审计（记录用户操作行为），部分教材也将数据加密等列为安全机制。​

1. **答案**：代理​

**解析**：防火墙的主要技术包括包过滤技术（根据数据包的源地址、目的地址、端口等信息进行过滤）、代理技术（通过代理服务器转发数据，隐藏内部网络结构）和状态检测技术（跟踪连接状态，进行更智能的过滤）。​

1. **答案**：数据分析​

**解析**：入侵检测系统的三个基本功能模块是数据采集（收集网络流量、系统日志等数据）、数据分析（分析采集到的数据，判断是否存在入侵行为）和响应处理（对检测到的入侵行为进行响应，如报警、记录等）。​

1. **答案**：身份认证​

**解析**：数字签名的主要作用是保证消息的完整性（防止消息被篡改）、身份认证（验证签名者身份）和不可否认性（签名者无法否认自己的签名行为）。​

1. **答案**：修复​

**解析**：网络安全漏洞的处理方法主要有修复（通过安装补丁等方式修复漏洞）、规避（采取措施避免利用漏洞）和检测（及时发现漏洞）。​

1. **答案**：账户权限设置​

**解析**：操作系统中，用户账户的安全管理主要包括账户创建、账户权限设置（设置用户对系统资源的访问权限）和账户删除。​

1. **答案**：Web​

**解析**：网络安全中的 SSL 协议主要用于保障 Web 通信的安全，它在客户端和服务器之间建立加密通道，保护数据传输的保密性和完整性。​

11.可用性

1. 拒绝服务（DoS）
2. 代理
3. 非对称
4. 私，公
5. 间谍软件
6. 基于角色的
7. 消息认证码（MAC）或哈希函数
8. 用户行为
9. 杀毒软件

三、简答题（每题 10 分，共 30 分）​

1. **参考答案**：​

**对称加密算法**：​

* **优点**：加密和解密速度快，效率高；加密强度较高（在合适的密钥长度下）。例如 AES 算法，广泛应用于数据加密场景，在对大量数据进行加密时，能快速完成加密和解密操作。​
* **缺点**：密钥管理困难，通信双方需通过安全的方式共享密钥，在网络环境下密钥传输存在风险；不适合非对称加密场景，如数字签名。​
* **应用场景**：常用于对大量数据的加密存储和传输，如硬盘加密、VPN 中的数据加密等。​

**非对称加密算法**：​

* **优点**：密钥管理方便，公钥可公开分发，无需担心传输安全；可实现数字签名，用于验证消息的来源和完整性，不可否认性。例如 RSA 算法，常用于数字证书认证、数字签名等。​
* **缺点**：加密和解密速度相对较慢，计算量较大；加密强度依赖于密钥长度，密钥长度增加会导致计算复杂度大幅提高。​
* **应用场景**：主要用于身份认证、数字签名、密钥交换等场景，如在电子商务中，用于验证交易双方身份和保证交易数据的完整性。​

1. **参考答案**：​

* **常见网络攻击方式一：SQL 注入攻击​**
* **防范措施**：对用户输入进行严格过滤，使用参数化查询代替拼接 SQL 语句，避免用户输入的数据直接参与 SQL 语句的构造；加强数据库用户管理，最小化用户权限，只赋予必要的权限；定期对数据库进行安全扫描，及时发现和修复漏洞。​
* **常见网络攻击方式二：DDoS 攻击（分布式拒绝服务攻击）​**
* **防范措施**：购买专业的 DDoS 防护服务，利用专业防护设备和技术对流量进行清洗；增加网络带宽，提高服务器的抗攻击能力；部署流量监测系统，实时监测网络流量，及时发现异常流量并采取措施。​
* **常见网络攻击方式三：网络钓鱼攻击​**
* **防范措施**：加强用户安全意识教育，提高用户对钓鱼邮件、链接的识别能力；安装反钓鱼软件，对可疑的邮件、链接进行拦截；企业加强邮件系统管理，对邮件来源进行严格验证，防止伪造邮件进入。​

1. **参考答案**：​

* **防火墙的作用**：防火墙部署在网络边界，根据预设的访问控制策略对进出网络的流量进行过滤，阻挡外部非法网络访问和攻击，保护内部网络安全；隐藏内部网络结构，防止外部直接探测到内部网络拓扑和主机信息；对网络流量进行审计和记录，便于事后分析。​
* **入侵检测系统的作用**：入侵检测系统实时监测网络流量或主机活动，通过数据分析检测是否存在入侵行为；对检测到的入侵行为进行记录，生成详细的安全报告；及时发出报警，通知管理员采取相应措施。​
* **协同工作方式**：防火墙作为网络安全的第一道防线，阻挡大部分已知的、常规的攻击。入侵检测系统则对防火墙过滤后的流量进行更深入的检测，发现潜在的、复杂的入侵行为。当入侵检测系统检测到入侵行为时，可向防火墙发送指令，让防火墙及时调整访问控制策略，阻断入侵源的连接，从而提高网络的整体安全性。同时，防火墙的审计记录也可为入侵检测系统提供分析数据，两者相互补充，协同工作。​

四、计算题（10 分）​

1. **参考答案**：​

由题意可得如下方程组：
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由（2）式-（1）式得
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解密函数为：（2分）
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