**the traditional vulnerability management systems and how newer advanced vulnerability management tools work.**

While traditional vulnerability management tools were based on fixing software vulnerabilities - the present day cyberattacks no longer base on softwares rather on other security loopholes like vulnerabilities in misconfiguration, security devastation and posture anomalies.

An advanced vulnerability management system should protect all the above mentioned weaknesses, be automated and work seamlessly across multiple systems.

To tackle the security risks in the heavily interconnected massive modern networks - there is no alternative to advanced vulnerability management solutions!

**cybercrime marketplace called “Genesis Market”.**

Genesis market was a website where stolen material like passwords and hacked data are up for sale in the form of bots. These bots may contain bank account data, passwords and access to paypal etc accounts.

These news report details the procedure and process by which the cyber thieves infiltrate websites and hack / steal their data! Network access brokers are the middlemen who usually purchase the bots from the genesis market and resells at higher prices. Genesis market was one of many other marketplaces like genesis. It was reported that only genesis had 430000 stolen identities for sale!