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Reference 1 - 0.05% Coverage

Our military must maintain its conventional superiority and, as long as nuclear weapons exist, our nuclear deterrent capability, while continuing to enhance its capacity to defeat asymmetric threats

Reference 2 - 0.07% Coverage

we embrace America’s unique responsibility to promote international security—a responsibility that flows from our commitments to allies, our leading role in supporting a just and sustainable international order, and our unmatched military capabilities.

Reference 3 - 0.02% Coverage

We maintain superior capabilities to deter and defeat adaptive enemies and

Reference 4 - 0.05% Coverage

This means credibly underwriting U.S. defense commitments with tailored approaches to deterrence and ensuring the U.S. military continues to have the necessary capabilities across all domains

Reference 5 - 0.02% Coverage

depends in part on the capabilities of America’s Armed Forces.

Reference 6 - 0.07% Coverage

We will continue to reassure our allies and partners by retaining our ability to bring precise, sustained, and effective capabilities to bear against a wide range of military threats and decisively defeat the forces of hostile regional powers
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Reference 1 - 0.03% Coverage

First, to further rebalance the capabilities of America’s Armed Forces to prevail in today’s wars, while building the capabilities needed to deal with future threats.

Reference 2 - 0.01% Coverage

capabilities

Reference 3 - 0.01% Coverage

require armed forces with unmatched capabilities

Reference 4 - 0.03% Coverage

These priorities shape not only considerations on the capabilities our Armed Forces need but also the aggregate capacity required to accomplish their missions now and in the future.

Reference 5 - 0.01% Coverage

U.S. capabilities to deny adversaries’ objectives

Reference 6 - 0.01% Coverage

Enhance capabilities for domain awareness

Reference 7 - 0.01% Coverage

Accelerate the development of standoff radiological/nuclear detection capabilities

Reference 8 - 0.01% Coverage

Enhance domestic capabilities

Reference 9 - 0.02% Coverage

Strengthen and institutionalize general purpose force capabilities for security force assistance;

Reference 10 - 0.01% Coverage

critical capabilities

Reference 11 - 0.01% Coverage

The security environment demands improved capabilities to counter threats in cyberspace.

Reference 12 - 0.01% Coverage

capabilities

Reference 13 - 0.01% Coverage

capabilities

Reference 14 - 0.01% Coverage

capabilities.

Reference 15 - 0.01% Coverage

capabilities

Reference 16 - 0.01% Coverage

capabilities,

Reference 17 - 0.01% Coverage

recommendations regarding capability development

Reference 18 - 0.01% Coverage

the need for enhancements to key capabilities across a wide range of missions
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Reference 1 - 0.15% Coverage

t cyberspace is embedded into an increasing number of capabilities upon which DoD relies to complete its missio

Reference 2 - 0.03% Coverage

d cyberspace capabilitie

Reference 3 - 0.23% Coverage

Moreover, this threat continues to evolve as evidence grows of adversaries focusing on the development of increasingly sophisticated and potentially dangerous capabilities.

Reference 4 - 0.24% Coverage

As directed by the National Security Strategy, DoD must ensure that it has the necessary capabilities to operate effectively in all domains- air, land, maritime, space, and cyberspace
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Reference 1 - 0.06% Coverage

Protecting networks of such great value requires robust defensive capabilities~

Reference 2 - 0.02% Coverage

early warning capabilities~

Reference 3 - 0.02% Coverage

incident response capabilities

Reference 4 - 0.01% Coverage

capabilities

Reference 5 - 0.15% Coverage

As we continue to build and enhance our own response capabilities, we will work with other countries to expand the international networks that support greater global situational awareness and incident response

Reference 6 - 0.02% Coverage

We will expand these capabilities

Reference 7 - 0.13% Coverage

Such military alliances and partnerships will bolster our collective deterrence capabilities and strengthen our ability to defend the United States against state and non-state actors~

Reference 8 - 0.01% Coverage

capabilities,

Reference 9 - 0.02% Coverage

leverage capabilities

Reference 10 - 0.04% Coverage

supporting national capabilities for incident management;
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Reference 1 - 0.02% Coverage

military capabilities

Reference 2 - 0.08% Coverage

Other states in Asia, too, are becoming more militarily capable as they grow more prosperous.

Reference 3 - 0.16% Coverage

In the Middle East, a nuclear armed Iran could set off a cascade of states in the region seeking nuclear parity or increased conventional capabilities; that could lead to regional conflict.

Reference 4 - 0.04% Coverage

relative ease of developing potent capabilities.

Reference 5 - 0.16% Coverage

When directed, we will provide capabilities to hold accountable any government or entity complicit in attacks against the United States or allies to raise the cost of their support.

Reference 6 - 0.10% Coverage

Cyberspace – Cyberspace capabilities enable Combatant Commanders to operate effectively across all domains

Reference 7 - 0.19% Coverage

The disposition, strength, and readiness of our Joint Force form a global defense posture that provides unsurpassed capabilities allowing us, uniquely, to lead efforts that strengthen security across all regions

Reference 8 - 0.06% Coverage

shape our joint force to be able to aggregate capabilities quickly

Reference 9 - 0.15% Coverage

Capabilities – Our strategy, forged in war, is focused on fielding modular, adaptive, general purpose forces that can be employed in the full range of military operations.

Reference 10 - 0.12% Coverage

Readiness is the ability to provide and integrate capabilities required by Combatant Commanders to execute their assigned missions.
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Reference 1 - 0.01% Coverage

military capabilities

Reference 2 - 0.01% Coverage

develop U.S. operational capabilities in cyberspace.

Reference 3 - 0.01% Coverage

integrate capabilities,

Reference 4 - 0.01% Coverage

uneven capabilities across various groups,

Reference 5 - 0.02% Coverage

apply technical capabilities to the defense of the national infrastructure

Reference 6 - 0.01% Coverage

capability

Reference 7 - 0.01% Coverage

capabilities

Reference 8 - 0.02% Coverage

nsure U.S. capabilities to operate in cyberspace in support of national goals;

Reference 9 - 0.01% Coverage

capabilities

Reference 10 - 0.04% Coverage

Capacity Building: Encompasses the overall scale of resources, activities, and capabilities required to become a more cyber-competent nation.
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Reference 1 - 0.05% Coverage

The President’s Budget provides the resources to build and sustain the capabilities to conduct these operations, although at increased levels of risk for some missions.

Reference 2 - 0.03% Coverage

We will also protect the ability to regenerate capabilities that might be needed to meet future demands.

Reference 3 - 0.07% Coverage

The Joint Force must also be prepared to battle increasingly sophisticated adversaries who could employ advanced warfighting capabilities while simultaneously attempting to deny U.S. forces the advantages they currently enjoy in space and cyberspace.

Reference 4 - 0.07% Coverage

The Department is taking steps to ensure that progress continues in areas most critical to meeting future challenges such as full-spectrum cyberspace capabilities and where the potential for game-changing breakthroughs appears most promising.

Reference 5 - 0.04% Coverage

retaining robust capability for direct action, including intelligence, persistent surveillance, precision strike, and Special Operations Forces.

Reference 6 - 0.02% Coverage

while making sure that our military capabilities evolve to meet new threats.

Reference 7 - 0.02% Coverage

Rebalancing capability, capacity, and readiness within the Joint Force.

Reference 8 - 0.05% Coverage

Reductions in capacity and capability would significantly challenge our ability to respond to strategic surprise, particularly those requiring large numbers of modern forces.
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Reference 1 - 0.16% Coverage

Governments, companies, and organizations must carefully prioritize the systems and data that they need to protect, assess risks and hazards, and make prudent investments in cybersecurity and cyber defense capabilities to achieve their security goals and objectives.

Reference 2 - 0.19% Coverage

To this end the Defense Department has developed capabilities for cyber operations and is integrating those capabilities into the full array of tools that the United States government uses to defend U.S. national interests, including diplomatic, informational, military, economic, financial, and law enforcement tools.

Reference 3 - 0.09% Coverage

DoD helps U.S. allies and partners to understand the cyber threats they face and to build the cyber capabilities necessary to defend their networks and data.

Reference 4 - 0.14% Coverage

Allies and partners also often have complementary capabilities that can augment those of the United States, and the United States seeks to build strong alliances and coalitions to counter potential adversaries’ cyber activities.

Reference 5 - 0.12% Coverage

The Defense Department must further develop adequate warning intelligence of adversary intentions and capabilities for conducting destructive and disruptive cyberattacks against DoD and the United States.

Reference 6 - 0.05% Coverage

Russia and China have developed advanced cyber capabilities and strategies.

Reference 7 - 0.11% Coverage

While Iran and North Korea have less developed cyber capabilities, they have displayed an overt level of hostile intent towards the United States and U.S. interests in cyberspace.

Reference 8 - 0.15% Coverage

In addition to state-based threats, non-state actors like the Islamic State in Iraq and the Levant (ISIL) use cyberspace to recruit fighters and disseminate propaganda and have declared their intent to acquire disruptive and destructive cyber capabilities.

Reference 9 - 0.16% Coverage

To conduct a disruptive or destructive cyber operation against a military system or industrial control system requires expertise, but a potential adversary need not spend   
9   
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billions of dollars to develop an offensive capability.

Reference 10 - 0.13% Coverage

As cyber capabilities become more readily available over time, the Department of Defense assesses that state and non-state actors will continue to seek and develop cyber capabilities to use against U.S. interests.

Reference 11 - 0.14% Coverage

Although DoD has prioritized the allocation of resources in its budget to develop cyber capabilities, continued fiscal uncertainty requires that DoD plan to build its cyber capabilities under a declining overall defense budget.

Reference 12 - 0.16% Coverage

Because of the variety and number of state and non-state cyber actors in cyberspace and the relative availability of destructive cyber tools, an effective deterrence strategy requires a range of policies and capabilities to affect a state or non-state actors’ behavior.

Reference 13 - 0.20% Coverage

Finally, cyber capabilities present state and non-state actors with the ability to strike at U.S. interests in a manner that may or may not necessarily warrant a purely military response by the United States, but which may nonetheless present a significant threat to U.S. national security and may warrant a non-military response of some kind.

Reference 14 - 0.10% Coverage

The Defense Department will support the Justice Department and other agencies in exploring new tools and capabilities to help deter such activity in cyberspace.

Reference 15 - 0.09% Coverage

DoD will develop cyber capabilities to achieve key security objectives with precision, and to minimize loss of life and destruction of property.

Reference 16 - 0.27% Coverage

In conducting its analysis, USSTRATCOM must determine whether DoD is building the capabilities required for attributing and deterring key threats from conducting such attacks and recommend specific actions that DoD can take to improve its cyber deterrence posture. Careful attention should be devoted also to deterring non-state actors that may fall outside of traditional deterrence frameworks but which could pose a considerable threat to U.S. interests.
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Reference 1 - 0.16% Coverage

sustain the capabilities, capacity, and readiness required to prevail in conflicts that may differ significantly in scope, scale, and duration.

Reference 2 - 0.11% Coverage

States, meanwhile, are using information sharing to develop advanced capabilities of their own.

Reference 3 - 0.21% Coverage

Of particular concern are the proliferation of ballistic missiles, precision strike technologies, unmanned systems, space and cyber capabilities, and weapons of mass destruction (WMD)

Reference 4 - 0.17% Coverage

sustaining the capabilities, capacity, and readiness required to prevail in conflicts that may differ significantly in scope, scale, and duration.

Reference 5 - 0.13% Coverage

The U.S. military deters aggression by maintaining a credible nuclear capability that is safe, secure, and effective;

Reference 6 - 0.21% Coverage

Deterring a direct attack on the United States and our allies is a priority mission,   
requiring homeland and regional defenses tied to secure conventional and nuclear strike capabilities.

Reference 7 - 0.12% Coverage

They also develop partner military capabilities for self-defense and support to multinational operations.

Reference 8 - 0.12% Coverage

These capabilities will better defend us against both high technology threats and terrorist dangers.

Reference 9 - 0.09% Coverage

These capabilities provide the means to curtail crises before they can escalate.

Reference 10 - 0.15% Coverage

flowing additional U.S. forces and capabilities to a given region to strengthen deterrence, prevent escalation, and reassure allies.

Reference 11 - 0.23% Coverage

To execute this strategy, the U.S. military requires a sufficient level of investment in capacity, capabilities, and readiness so that when our Nation calls, our military remains ready to deliver success.

Reference 12 - 0.04% Coverage

advanced military capabilities

Reference 13 - 0.11% Coverage

We are in the process of defining the next set   
of interoperability standards for future capabilities.

Reference 14 - 0.12% Coverage

Future capabilities must sustain our   
ability to defend the homeland and project military power globally.

Reference 15 - 0.20% Coverage

As we develop new capabilities to counter threats along the continuum of conflict, we   
also must procure sufficient capacity and readiness to sustain our global responsibilities.
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Reference 1 - 0.05% Coverage

That is why I have worked to ensure that America has the capabilities we need to respond to threats abroad

Reference 2 - 0.04% Coverage

requires a global security posture in which our unique capabilities are employed
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Reference 1 - 0.05% Coverage

Building Capabilities to Defend the Nation in Cyberspace

Reference 2 - 0.07% Coverage

Bolstering “Whole-of-Government” and “Whole of Nation” Response Capabilities

Reference 3 - 0.02% Coverage

Intelligence Capabilities

Reference 4 - 0.20% Coverage

In taking this approach, the Administration will continually refine current capabilities and develop new ones that will raise the costs and reduce the benefits of conducting malicious cyber activity against the United States and its interests.

Reference 5 - 0.16% Coverage

Although the full spectrum of operational capabilities requires resources, persistence, and access to technological expertise, none of these methods are solely within the purview of nation-states.

Reference 6 - 0.22% Coverage

Today, the United States possesses dominant military capabilities, but is asymmetrically dependent on cyberspace and faces highly capable state and non-state adversaries that have the capability, expertise, and intent to conduct significant cyber attacks against us

Reference 7 - 0.14% Coverage

Complicating matters further, potential adversaries in cyberspace may not have equal capabilities and each side is unlikely to know the extent of the other’s capabilities.

Reference 8 - 0.23% Coverage

The Administration has learned in those contexts that an important means of countering an asymmetry in capabilities and information is to adopt a broad concept of deterrence that uses a “whole-of-government” approach to bring all elements of national power to bear on a particular threat.

Reference 9 - 0.24% Coverage

The Federal government continues to improve the security of its information and systems through broad implementation of cybersecurity capabilities and services designed to detect and prevent malicious cyber activities as well as manage internal networks and systems more effectively and securely.

Reference 10 - 0.11% Coverage

the United States must maintain a spectrum of response capabilities that provide the President and senior U.S. leaders with options

Reference 11 - 0.05% Coverage

Building Capabilities to Defend the Nation in Cyberspace

Reference 12 - 0.15% Coverage

To support this operational requirement, the Department of Defense established U.S. Cyber Command in October 2010 to consolidate U.S. military cyber capabilities to meet cyber threats.

Reference 13 - 0.11% Coverage

Developing these capabilities does not mean the United States is militarizing cyberspace, any more than having a navy militarizes the oceans.

Reference 14 - 0.29% Coverage

Promoting a nuanced and graduated declaratory policy and strategic communications that highlight the United States Government commitment to using its capabilities to defend against cyber attacks, but remains ambiguous on thresholds for response and consequences to discourage preemption or malicious cyber activities just below the threshold for response.

Reference 15 - 0.10% Coverage

Further developing intelligence capabilities that improve our ability to attribute and act against malicious cyber activities

Reference 16 - 0.07% Coverage

Bolstering “Whole-of-Government” and “Whole of Nation” Response Capabilities

Reference 17 - 0.19% Coverage

These capabilities, matched with the expertise of the Intelligence Community and the Department of Defense, reflect a “whole-of-government” approach to identify, mitigate, and defend against cyber incidents and national-level events

Reference 18 - 0.17% Coverage

In addition, the Administration has put in place mechanisms that ensure departments and agencies are combining their capabilities and resources into effective, coordinated responses to malicious cyber activity.

Reference 19 - 0.02% Coverage

Intelligence Capabilities

Reference 20 - 0.22% Coverage

The United States Government will continue to use its intelligence capabilities in a way that optimally protects U.S. national and economic security while supporting foreign policy, protecting privacy and civil liberties, and building and maintaining the public trust.

Reference 21 - 0.22% Coverage

A credible U.S. cyber deterrent will require sustained efforts by all elements of the government to pursuing policies and capabilities that improve network defenses, bolster the Nation’s cyber resiliency, and provide options for imposing costs on malicious cyber actors.
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Reference 1 - 0.04% Coverage

We will strengthen America’s capabilities—including in space and cyberspace—and revitalize others that have been neglected.

Reference 2 - 0.07% Coverage

We will also better integrate intelligence, law enforcement, and emergency management operations to ensure that frontline defenders have the right information and capabilities to respond to WMD threats from state and non-state actors.

Reference 3 - 0.05% Coverage

China and Russia are developing advanced weapons and capabilities that could threaten our critical infrastructure and our command and control architecture.

Reference 4 - 0.05% Coverage

Dedicated state actors are likely to develop more advanced bioweapons, and these capabilities may become available to malicious non-state actors as well.

Reference 5 - 0.05% Coverage

We will assess where cyberattacks could have catastrophic or cascading consequences and prioritize our protective efforts, capabilities, and defenses accordingly.

Reference 6 - 0.07% Coverage

The Federal Government will ensure that those charged with securing critical infrastructure have the necessary authorities, information, and capabilities to prevent attacks before they affect or hold at risk U.S. critical infrastructure

Reference 7 - 0.03% Coverage

We will also invest in capabilities that improve the ability of the United States to attribute cyberatt acks.

Reference 8 - 0.05% Coverage

Agencies from all levels of government must coordinate bett er and apply lessons learned from exercises to pinpoint the areas and capabilities that require improvement.

Reference 9 - 0.05% Coverage

The NSIB is the American network of knowledge, capabilities, and people—including academia, National Laboratories, and the private sector—that turns ideas into innovations

Reference 10 - 0.06% Coverage

e U.S. Government will develop a capability to integrate, monitor, and better understand the national security implications of unfair industry trends and the actions of our rivals.

Reference 11 - 0.07% Coverage

Russia is investing in new military capabilities, including nuclear systems that remain the most significant existential threat to the United States, and in   
N A TI O N A L S E C U R IT Y S TR A TE G Y   
destabilizing cyber capabilities

Reference 12 - 0.06% Coverage

The combination of Russian ambition and growing military capabilities creates an unstable frontier in Eurasia, where the risk of conflict due to Russian miscalculation is growing.

Reference 13 - 0.04% Coverage

Our allies and partners must also contribute the capabilities, and demonstrate the will, to confront shared threats

Reference 14 - 0.04% Coverage

The United States must develop new concepts and capabilities to protect our homeland, advance our prosperity , and preserve peace.

Reference 15 - 0.01% Coverage

Instead of developing important capabilities

Reference 16 - 0.04% Coverage

entered a nearly decade long “procurement holiday” during which the acquisition of new weapon systems was severely limited.

Reference 17 - 0.06% Coverage

Today, they are ﬁ elding military capabilities designed to deny America access in times of crisis and to contest our ability to operate freely in critical commercial zones during peacetime.

Reference 18 - 0.05% Coverage

Adversaries studied the American way of war and began investing in capabilities that targeted our strengths and sought to exploit perceived weaknesses.

Reference 19 - 0.09% Coverage

Despite decades of efforts to reform the way that the United States develops and procures new weapons, our acquisition system remained sclerotic. The Joint Force did not keep pace with emerging threats or technologies. We got less for our defense dollars, shortchanging American taxpayers and warﬁ ghters.

Reference 20 - 0.03% Coverage

New advances in computing, autonomy, and manufacturing are already transforming the way we ﬁ ght.

Reference 21 - 0.01% Coverage

Renew Capabilities

Reference 22 - 0.04% Coverage

Given the new features of the geopolitical environment, the United States must renew key capabilities to address the challenges we face.

Reference 23 - 0.06% Coverage

The United States must retain overmatch— the combination of capabilities in sufficient scale to prevent enemy success and to ensure that America’s sons and daughters will never be in a fair fight.

Reference 24 - 0.09% Coverage

To retain military overmatch the United States must restore our ability to produce innovative capabilities, restore the readiness of our forces for major war, and grow the size of the force so that it is capable of operating at sufficient scale and for ample duration to win across a range of scenarios.

Reference 25 - 0.05% Coverage

We need our allies to do the same—to modernize, acquire necessary capabilities, improve readiness, expand the size of their forces, and affirm the political will to win.

Reference 26 - 0.04% Coverage

Ensuring that the U.S. military can defeat our adversaries requires weapon systems that clearly overmatch theirs in lethality.

Reference 27 - 0.04% Coverage

In other areas we should seek new capabilities that create clear advantages for our mi l itary whi le posing costly dilemmas for our adversaries.

Reference 28 - 0.05% Coverage

Departments and agencies must work with industry to experiment, prototype, and rapidly field new capabilities that can be easily upgraded as new technologies come online.

Reference 29 - 0.07% Coverage

The erosion of American manufacturing over the last two decades, however, has had a negative impact on these capabilities and threatens to undermine the ability of U.S. manufacturers to meet national security requirements.

Reference 30 - 0.05% Coverage

Where possible, the U.S. Government will work with industry partners to strengthen U.S. competitiveness in key technologies and manufacturing capabilities

Reference 31 - 0.06% Coverage

In addition, the extension of the U.S. nuclear deterrent to more than 30 allies and partners helps to assure their security, and reduces their need to possess their own nuclear capabilities.

Reference 32 - 0.05% Coverage

The United States must maintain the credible deterrence and assurance capabilities provided by our nuclear Triad and by U.S. theater nuclear capabilities deployed abroad.

Reference 33 - 0.07% Coverage

As the U.S. Government partners with U.S. commercial space capabilities to improve the resiliency of our space architecture, we will also consider extending national security protections to our private sector partners as needed.

Reference 34 - 0.05% Coverage

Many countries now view cyber capabilities as tools for projecting influence, and some use cyber tools to protect and extend their autocratic regimes.

Reference 35 - 0.05% Coverage

The United States will deter,   
N A TI O N A L S E C U R IT Y S TR A TE G Y   
defend, and when necessary defeat malicious actors who use cyberspace capabilities against the United States

Reference 36 - 0.05% Coverage

IMPROVE ATTRIBUTION , ACCOUNTABIL ITY, AND RESPONSE: We will invest in capabilities to support and improve our ability to attribute cyberattacks, to al low for rapid response.

Reference 37 - 0.07% Coverage

ENHANCE CYBER TOOLS AND EXPERTISE: We will improve our cyber tools across the spectrum of conflict to protect U.S. Government assets and U.S. critical infrastructure, and to protect the integrity of data and information.

Reference 38 - 0.04% Coverage

The ability of the United States to modernize our military forces to overmatch our adversaries requires intelligence support.

Reference 39 - 0.07% Coverage

Intelligence is needed to understand and anticipate foreign doctrine and the intent of foreign leaders, prevent tactical and operational surprise, and ensure that U.S. capabilities are not compromised before they are fielded.

Reference 40 - 0.05% Coverage

Allies and partners are a great strength of the United States. They add directly to U.S. political, economic, military, intelligence, and other capabilities.

Reference 41 - 0.05% Coverage

The United States must marshal the will and capabilities to compete and prevent unfavorable shifts in the Indo-Pacific, Europe, and the Middle East.

Reference 42 - 0.04% Coverage

For example, we will cooperate on missile defense with Japan and South Korea to move toward an area defense capability .

Reference 43 - 0.05% Coverage

Russia continues to intimidate its neighbors with threatening behavior, such as nuclear posturing and the forward deployment of offensive capabilities.

Reference 44 - 0.06% Coverage

We expect our European allies to increase defense spending to 2 percent of gross domestic product by 2024, with 20 percent of this spending devoted to increasing military capabilities.

Reference 45 - 0.06% Coverage

We will work with NATO to improve its integrated air and missile defense capabilities to counter existing and projected ballistic and cruise missile threats, particularly from Iran.

Reference 46 - 0.04% Coverage

It continues to develop more capable ballistic missiles and intelligence capabilities, and it undertakes malicious cyber activities.

Reference 47 - 0.06% Coverage

We will assist regional partners in strengthening their institutions and capabilities, including in law enforcement, to conduct counterterrorism and counterinsurgency efforts.

Reference 48 - 0.04% Coverage

We will help partners procure interoperable missile defense and other capabilities to better defend against active missile threats.
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Reference 1 - 0.07% Coverage

These adversaries are continually developing new and more effective cyber weapons.

Reference 2 - 0.08% Coverage

and the United States is positioned to use cyber capabilities to achieve national security objectives.

Reference 3 - 0.23% Coverage

Federal law enforcement works to apprehend and prosecute offenders, disable criminal infrastructure, limit the spread and use of nefarious cyber capabilities, prevent cyber criminals and their state sponsors from profiting from their illicit activity, and seize their assets.

Reference 4 - 0.26% Coverage

The Administration will work with the Congress to update electronic surveillance and computer crime statutes to enhance law enforcement’s capabilities to lawfully gather necessary evidence of criminal activity, disrupt criminal infrastructure through civil injunctions, and impose appropriate consequences

Reference 5 - 0.15% Coverage

The Administration will eliminate policy   
barriers that inhibit a robust cybersecurity industry from developing, sharing, and building innovative capabilities to reduce cyber threats.

Reference 6 - 0.16% Coverage

Identify, counter, disrupt, degrade, and deter behavior in cyberspace that is destabilizing and contrary to national interests, while preserving United States overmatch in and through cyberspace.

Reference 7 - 0.24% Coverage

All instruments of national power are available to prevent, respond to, and deter malicious cyber activity against the United States. This includes diplomatic, information, military (both kinetic and cyber), financial, intelligence, public attribution, and law enforcement capabilities.

Reference 8 - 0.08% Coverage

Many United States allies and partners possess unique cyber capabilities that can complement our own.

Reference 9 - 0.19% Coverage

The United States will work to strengthen the capacity and interoperability of those allies and partners to improve our ability to optimize our combined skills, resources, capabilities, and perspectives against shared threats.