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|  |  |
| --- | --- |
| **NO.** | **AIM OF PRACTICAL** |
| 1. | **AIM:**  Configuration, Management and Administration of various networking and  Internetworking Devices with explanation of layers of OSI model.  **THEORY/PRACTICAL:**  The OSI Model (Open Systems Interconnection Model) is a conceptual framework used to  describe the functions of a networking system.  Layers in OSI MODEL:   * Physical Layer * Datalink Layer * Network Layer * Transport Layer * Session Layer * Presentation Layer * Application Layer   **PHYSICAL LAYER:**   * **Overview:** * The lowest layer of OSI reference model * It is responsible for actual physical connection between devices * It contains information in form of bits * It is responsible for transmitting individual bits from one node to next * **Functions:** * Bit synchronization * Bit rate control * Physical topologies * Transmission mode * **Devices:** * Hub * Repeater * Modem   **Hubs:**   * Hubs are devices commonly used to connect segments of a LAN. It contains multiple input/output ports. when signal is at any input port, this signal will be made at all output ports except the one it is coming from.   **• Cables:**   * In Wired network architecture (e.g Ethernet), cables are used to interconnect the devices. * some of the types of cables are coaxial cable, optical fiber cable, and twisted pair cable.   **• Repeaters:**   * Repeaters are used in transmission systems to regenerate analog or digital signals distorted by transmission loss. Analog repeaters can only amplify the signal whereas a digital repeaters can reproduce a signal to near its original quality.   **Datalink Layer:**   * **Overview:** * it is responsible for node to node delivery of the message * it ensures that data transfer is error-free * When packet arrives in a network datalink layer transmit it to Host using MAC address * The packet received from network layer is further divided into frames depending on the frame size of NIC * **Functions:** * Framing * Physical addressing * Error control * Flow control * Access control * **Devices:** * Switch * Bridge * **Protocol Used:** * Ethernet   **Bridges:**   * A bridge is a type of computer network device that provides interconnection with other networks that use the same protocol, connecting two different networks together and providing communication between them.   **• Modem:**   * Modem stands for Modulator/Demodulator. * A modem converts digital signals generated by the computer into analog signals which, then can be transmitted over cable line and transforms incoming analog signals into digital equivalents.   **• Network Interface Card:**   * Network interface card is an electronic device that is mounted on ROM of the com that connects a computer to a computer network, usually a LAN. * It is considered a piece of computer hardware.   **Network Layer:**   * **Overview:** * Network layer works for the transmission of data from one host to the other located in different networks * takes care of packet routing i.e. selection of the shortest path to transmit the packet, from the number of routes available * The sender & receiver’s IP address are placed in the header by the network layer. * **Functions:** * Routing * Logical Addressing * **Devices:** * Routers   **Routers:**   * A router is a switch like device that routes/forwards data packets based on their IP addresses. Routers normally connect Local Area Network (LANs) and Wide Area Network (WANs) together and have a dynamically updating routing table based on which they make decisions on routing the incoming packets.   **Transport Layer:**   * **Overview:** * Transport layer provides services to application layer and takes services from network layer. * The data in the transport layer is referred to as Segments. * responsible for the End to End Delivery of the complete message * also provides the acknowledgement of the successful data transmission and re-transmits the data if an error is found. * **Functions:** * Segmentation * Reassembly * Service Point Addressing * **Devices:** * Gateways * Firewall   **Gateways:**   * In computer networking, a gateway is a component that is part of two networks, which use different protocols. * The gateway is a protocol converter which will translate one protocol into the other.   **• Firewall:**   * A firewall is a system designed to prevent unauthorized access to or from a private network, some of the functionalities of firewall are, packet filtering and as a proxy server.   **Session Layer:**   * **Overview:** * responsible for establishment of connection, maintenance of sessions, authentication and also ensures security * **Function:** * Session establishment * maintenance * termination * Synchronization * **Devices:** * Gateways * Firewall * PCs/Devices   **Presentation Layer:**   * **Overview:** * also called the Translation layer. * The data from the application layer is extracted here and manipulated as per the required format to transmit over the network. * **Functions:** * Translation * Encryption * Decryption * Compression * **Devices:** * Gateways * Firewalls * PC’s.   **Application Layer:**   * **Overview:** * implemented by the network applications * These applications produce the data, which has to be transferred over the network. * serves as a window for the application services to access the network and for displaying the received information to the user. * **Functions:** * Network Virtual Terminal * FTAM-File transfer access and management * Mail Services * Directory Services * **Devices:** * Gateways * Firewalls * all end devices like PC’s, Phones, Servers |

|  |  |  |
| --- | --- | --- |
| **NO.** | | **AIM OF PRACTICAL** |
| **2.** | **AIM:**  Illustration of various networking commands:  • Ping (types of responses)  • tracert/traceroute  • netstat  • arp  • ipconfig/ifconfig  • nslookup  **Theory/Practical:** PING:  * PING stands for “Packet Internet Grouper”. * The ping command sends packets of data to a specific [IP address](https://www.howtogeek.com/341307/how-do-ip-addresses-work/) on a network, and then lets you know how long it took to transmit that data and get a response * It can be used to check if whether your connection is alive or not To use ping: ping hostname/IP address (To stop ping press Ctrl+C)      Netstat:  * Netstat is derived from “Network” and “Statistics” * It delivers basic statistics on all network activities and informs users on which ports and addresses the corresponding connections (TCP, UDP) are running and which ports are open for tasks. * There are various options for Netstat. Some are displayed below:      Ipconfig/ifconfig:  * Ipconfig stands for “Internet Protocol Configuration”. * This command is used to view all the current TCP/IP network configurations values of the computer. * ifconfig stands for “Interface Configuration.” * This command is the same as ipconfig, and is used to view all the current TCP/IP network configurations values of the computer. * ipconfig/all: It gives the full configuration of the system. * ipconfig/registerdns: This command refreshes all DHCP leases and reregisters the DNS names. * ipconfig/displaydns: It displays the information that is stored in the DNS Resolver cache. It has all the DNS information that has been used earlier. * ipconfig/showclassid adapter: It displays all the class id’s that are allowed for the adapter. * ipconfig/setclassid adapter [classid]: This command is used to modify the DHCP class id.    Tracert:  * tracert stands for “Trace Route” * Traceroute is a network diagnostic tool used to track in real-time the pathway taken by a packet on an IP network from source to destination, reporting the IP addresses of all the routers it pinged in between. * Traceroute also records the time taken for each hop the packet makes during its route to the destination.      ARP:  * Arp stands for “Address Resolution Protocol”. * This protocol is used by network nodes to match IP addresses to MAC addresses.      Nslookup:  * Nslookup stands for “Network Server lookup”. * nslookup is a network administration command-line tool available in many computer operating systems for querying the Domain Name System (DNS) to obtain domain name or IP address mapping, or other DNS records.     **Conclusion:**   * By performing the above practical, we got to know about various networking commands that will be useful in networking. | |

|  |  |
| --- | --- |
| **NO** | **AIM OF PRACTICAL** |
| **3.** | **Aim:**  List different types of network cables. Create understanding of straight through and cross over cable using a twisted-pair cable and RJ-45 connector.    **Theory/Practical:**  **Step 1:**  Unroll the required length of network cable and add a little extra wire, just in case. If a boot is to be fitted, do so before stripping away the sleeve and ensure the boot faces the correct way.    **Step 2:**  Carefully remove the outer jacket of the cable. Be careful when stripping the jacket as to not nick or cut the internal wiring. One good way to do this is to cut lengthwise with snips or a knife along the side of the cable, away from yourself, about an inch toward the open end. This reduces the risk of nicking the wires' insulation. Locate the string inside with the wires, or if no string is found, use the wires themselves to unzip the sheath of the cable by holding the sheath in one hand and pulling sideways with the string or wire. Cut away the unzipped sheath and cut the twisted pairs about 1 1/4" (30 mm). You will notice 8 wires twisted in 4 pairs. Each pair will have one wire of a certain colour and another wire that is white with a coloured stripe matching its partner(this wire is called a tracer)    **Step 3:**  Inspect the newly revealed wires for any cuts or scrapes that expose the copper wire inside. If you have breached the protective sheath of any wire, you will need to cut the entire segment of wires off and start over at step one. Exposed copper wire will lead to cross-talk, poor performance or no connectivity at all. It is important that the jacket for all network cables remain intact.    **Step 4:**  Untwist the pairs so they will lay flat between your fingers. The white piece of thread can be cut off even with the jacket and disposed (see Warnings). For easier handling, cut the wires so that they are 3/4” (19 mm) long from the base of the jacket and even in length.        **Step 5:**  Arrange the wires based on the wiring specifications you are following. There are two methods one is 568A and second is 568B. Which one you use will depend on what is being connected. A straight-through cable is used to connect two different-layer devices (e.g. a hub and a PC). Two like devices normally require a cross-over cable. The difference between the two is that a straight-through cable has both ends wired identically with 568B, while a crossover cable has one end wired 568A and the other end wired 568B. For our demonstration in the following steps, we will use 568B, but the instructions can easily be adapted to 568A.    **Step 6:**  Press all the wires flat and parallel between your thumb and forefinger. Verify the colours have remained in the correct order. Cut the top of the wires even with one another so that they are 1/2" (12.5 mm) long from the base of the jacket, as the jacket needs to go into the 8P8C connector by about 1/8", meaning that you only have a 1/2" of room for the individual cables. Leaving more than 1/2" untwisted can jeopardize connectivity and quality. Ensure that the cut leaves the wires even and clean; failure to do so may cause the wire not to make contact inside the jack and could lead to wrongly guided cores inside the plug.    **Step 7:**  Keep the wires flat and in order as you push them into the RJ-45 plug with the flat surface of the plug on top. The white/orange wire should be on the left if you're looking down at the jack. You can tell if all the wires made it into the jack and maintain their positions by looking head-on at the plug. You should be able to see a wire located in each hole, as seen at the bottom right. You may have to use a little effort to push the pairs firmly into the plug. The cabling jacket should also enter the rear of the jack about 1/4" (6 mm) to help secure the cable once the plug is crimped. You may need to stretch the sleeve to the proper length. Verify that the sequence is still correct before    **Step 8:**  Place the wired plug into the crimping tool. Give the handle a firm squeeze. You should hear a ratcheting noise as you continue. Once you have completed the crimp, the handle will reset to the open position. To ensure all pins are set, some prefer to double-crimp by repeating the step.        **Step 9:**  Repeat all of the above steps with the other end of the cable. The way you wire the other end (568A or 568B) will depend on whether you're making a straight-through, rollover, or crossover cable.    **Output:**                              **Question-Answers:**  1) Explain RJ- 45 connector and crimping tool ?   * RJ-45 connector - RJ-45 connectors - They usually come in bags of 50, 100 etc. and cost less than a quarter each. Pay attention to the type of RJ-45 connector you get and make sure it is intended for the type of Cat5 wire you're using. There are two different kind of RJ-45 connectors, depending on whether you use them with solid or stranded wire cable as mentioned above. Using the wrong kind with the wrong cable will most likely result in a bad connection.      * **RJ-45 crimping tool** - Crimping tool - While this is the expensive part of making your own cables, it's only a one-time startup cost. They run anywhere from 10 to 50 bucks depending on the quality and features. Keep in mind that the crimpers will pay for themselves after you make a few cables. A good crimping tool has a pair of wire cutters built in, as well as a blade to strip insulation. It also might support crimping of other connectors such as RJ-11.   2) Give difference between straight through and cross over cable?  A straight-through cable is used to connect two different-layer devices (e.g. a hub and a PC). Two like devices normally require a cross-over cable. The difference between the two is that a straight-through cable has both ends wired identically with 568B, while a cross-over cable has one end wired 568A and the other end wired 568B             |  |  |  |  | | --- | --- | --- | --- | | **Straight through Cable**  **(pc to hub)** | | **Cross over cable**  **(pc to pc)** | | | ***Sequence-1*** | ***Sequence-2*** | ***Sequence-1*** | ***Sequence-2*** | | Orange White | Orange White | Orange White | Green White | | Orange | Orange | Orange | Green | | Green White | Green White | Green White | Orange White | | Blue | Blue | Blue | Blue | | Blue White | Blue White | Blue White | Blue White | | Green | Green | Green | Orange | | Brown White | Brown White | Brown White | Brown White | | Brown | Brown | Brown | Brown |     **Conclusion:**   * In this practical, we came to know about making a 568B cable for connection. |

|  |  |
| --- | --- |
| **NO.** | **AIM OF PRACTICAL** |
| **4.** | **AIM:**  Work on Classful Addressing in IPv4, Network Address, Broadcast Address in each Class.  **PRACTICAL/THEORY:**   * IP address is an address having information about how to reach a specific host, especially outside the LAN. * An IP address is a 32 bit unique address having an address space of 232.   IP Addressing is two types:   * Classless addressing * Classful addressing  **Classful Addressing:**   * The 32-bit IP Address is divided into five sub-classes. * They are as follows:   + Class A   + Class B   + Class C   + Class D   + Class E    **CLASS A:**  * IP address belonging to class A are assigned to the networks that contain a large number of hosts * The network ID: 8 bits * The host ID: 24 bits * class A has a total of: * 2^7-2= 126 network ID * 2^24 – 2 = 16,777,214 host ID * IP addresses belonging to class A ranges from 1.x.x.x – 126.x.x.x    **Class B:**  * IP address belonging to class B are assigned to the networks that ranges from medium-sized to large-sized networks * The network ID: 16 bits * The host ID: 16 bits * Class B has a total of: * 2^14 = 16384 network address * 2^16 – 2 = 65534 host address * IP addresses belonging to class B ranges from 128.0.x.x – 191.255.x.x.    **Class C:**  * IP address belonging to class C are assigned to small-sized networks * The network ID: 24 bits * The host ID: 8 bits * 2^21 = 2097152 network address * 2^8 – 2 = 254 host address * IP addresses belonging to class C ranges from 192.0.0.x – 223.255.255.x    **Class D:**  * IP address belonging to class D are reserved for multi-casting. * Class D does not possess any sub-net mask * IP addresses belonging to class D ranges from 224.0.0.0 – 239.255.255.255.     **Class E**:   * IP addresses belonging to class E are reserved for experimental and research purposes * IP addresses of class E ranges from 240.0.0.0 – 255.255.255.254     **CONCLUSION:**  By performing the above practical, we got to learn about classful addressing for IP address. |

|  |  |
| --- | --- |
| **NO.** | **AIM OF PRACTICAL** |
| **5.** | **AIM:**  Understand basic networking concept using Wireshark. Use of different Wireshark Display Filters.  **PRACTICAL/THEORY:**   * Wire shark is a free and open source packet analyser. * It is used for network troubleshooting, analysis, software and communications protocol development, and education.   **USAGE:**   * Network administrators use it to troubleshoot network problems * Network security engineers use it to examine security problems   **FEATURES:**   * Live capture and offline analysis * Live capture and offline analysis * The most powerful display filters in the industry * Coloring rules can be applied to the packet list for quick, intuitive analysis * Output can be exported to XML, PostScript®, CSV, or plain text   **PROS and CONS**:  **PROS:**   * Captures all kinds of packet data in network traffic * Save & restore captured packed data * Show errors and issues in levels below the HTTP protocol   **CONS:**   * Can't modify or manipulate things/data on the network (only records data) * A better interface would be nice - it's functional as-is, but it could use some polish   **DIFFERENT FILTERS:** HTTP:  * HTTP stands for “Hyper Text transfer Protocol” * To capture it in wireshark, apply http filter and you can see all http packages    TCP:  * TCP stands for “Transmission Control protocol” * Apply tcp filter and then you can see the Tcp packages    UDP:  * UDP stands for “User Defined Protocol” * Apply tcp filter and then you can see the udp packages     **CONCLUSION:**  By performing the above practical, we got to know about basics of Wireshark and different filters that can be used for capturing and for analysis |

|  |  |
| --- | --- |
| **NO.** | **AIM OF PRACTICAL** |
| **6.** | **AIM:** Capture HTTP & ICMP Traffic using Wireshark. 2. Understand DNS packet format through captured Traffic. 3. Follow TCP/UDP Stream to look inside packet ICMP:    HTTP:    DNS:      UDP/TCP: |

|  |  |
| --- | --- |
| **NO.** | **AIM OF PRACTICAL** |
| 7. | **AIM:**  Understand basic configuration (Password/Switch name/time) of Switch using Packet Tracer CLI & Actual Device. Create Star topology  **THEORY/PRACTICAL:**   * A star topology is a topology for a Local Area Network (LAN) in which all nodes are individually connected to a central connection point, like a hub or a switch * Main Controller in star topology is Switch. * Switch is a network device which is used to enable the connection establishment and connection termination on the basis of need. * Switch is operated on Data link layer. * In this packet filtering is available. * It is type of full duplex transmission mode and it is also called efficient bridge.   **STEPS:**   * Select Switch and click on it. * Then open CLI * Perform the following steps      * After following the above steps * Connect the PCs shown in the image * Also, Configure their IP address * Test the connection by PING test.       **CONCLUSION:**  By performing the practical, we learned about basic configuration of switch and also how to create star topology in Cisco Packet Tracer |

|  |  |
| --- | --- |
| **NO.** | **AIM OF PRACTICAL** |
| **8.** | **AIM:** Static routing configuration using Cisco Packet Tracer  **PRACTICAL/STEPS:**   * Take 5 Host and configure their respective IP address. * Then take two switches. * To one switch connect 3 hosts and to other connect the remaining with the wires. * Configure the Switch name and wait for 10-15 seconds so that switch and hosts establish connections. * Then run ping tests to check if the switch and hosts are properly working. * Then take one router. * Connect the router with the two switches with the wires. * Then do the necessary IP configuration in the router so it acts as a gateway for the switches. * Then set the default gateway in all the hosts and check if the topology is working or not.   **OUTPUT:**      PING test for switch-1(192.168.1.0)  PING test for switch-2(192.168.2.0)    PING test to check if router works as a gateway  **CONCLUSION:**  Thus, above shown is the procedure to connect devices to switch and to the routers using CISCO packet tracer. |

|  |  |
| --- | --- |
| **NO.** | **AIM OF PRACTICAL** |
| **9.** | **AIM:**  Configuration of Wireless Router using CLI and create traffic in Three LAN Architecture using Cisco Packet Tracer.  **PRACTICAL/THEORY:**   * Firstly, take two PCs and two router and then, connect them. * Switch-off both the routers and add WIC-1T card to both and again switch on the routers * Then configure both the routers using CLI so that they can get connected wirelessly * Then assign IP address and Default gateway to both PCs * Run ping test       **CONCLUSION:**  By performing the above practical, we got to know how we can configure wireless connection between two networks |

|  |  |
| --- | --- |
| **NO.** | **AIM OF PRACTICAL** |
| **11.** | **AIM:**  Configure DHCP, DNS and HTTP services using single Server in Cisco packet tracer  **THEORY/PRACTICAL:**  **SWITCH:**  Switch is a network device which is used to enable the connection establishment and connection termination on the basis of need. Switch is operated on Data link layer. In this packet filtering is available. It is type of full duplex transmission mode and it is also called efficient bridge  **HTTP SERVER:**  An HTTP server is software that understands URLs (web addresses) and HTTP (the protocol your browser uses to view webpages). An HTTP server can be accessed through the domain names of the websites it stores, and it delivers the content of these hosted websites to the end user's device  **DNS SERVER:**   DNS server is a computer server that contains a database of public IP addresses and their associated hostnames, and in most cases serves to resolve, or translate, those names to IP addresses as requested  **DHCP SERVER:**   DHCP Server is a network server that automatically provides and assigns IP addresses, default gateways and other network parameters to client devices. It relies on the standard protocol known as Dynamic Host Configuration Protocol or DHCP to respond to broadcast queries by clients.  **Steps:**   * First, take 3 switches,4 PCs, 3 Generic Servers * Then configure one server as HTTP server, second DNS server and last one as DHCP * When all servers are configured with each other, now we assign the IP address to the PCs using * DHCP Server * Test the Network           **CONCLUSION:**  By performing the above Practical, we learnt how to configure DHCP, DNS,HTTP server |