# 基于移动终端和二维码的系统登录技术研究

摘要：随着网络技术的普及，人们的生活已经离不开网络了，而在各种软件应用中，少不了要进行个人账户的登录，这就涉及到了个人隐私的安全问题，研究并提出更安全可靠的登录方式成为了需要。本文针对这一问题，提出了基于二维码的登录方式，大致过程就是用户要在网站上进行用户登录操作时，网页上会根据Web服务端的信息生成一个二维码，用户通过移动端，如android手机等打开相应的应用程序进行扫码登录，从而达到快速安全的登录效果。本文将对这一过程的设计和实现进行详细的讲解，并给出相关代码，方便其他软件开发者对自己的软件安全性进行完善，将二维码登录技术快速的集成到已存在的系统中，减少相关投入，实现工业效益的最大化。
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一、引言

当今时代是互联网+的时代，人们生活的各个方面都实现了互联网化，各个软件的使用都离不开注册和登录，这一过程的安全性将直接影响到客户对该软件的信任程度。与此同时，不难发现二维码在我们的生活中也是无处不在的，人们现在使用最多的支付方式无疑就是扫描二维码进行支付，这个过程快捷方便。除此之外，还可以发现现在很多信息都是隐藏在二维码中的，比如街上的宣传海报上都会有一个二维码，有的是扫描加群，有的是扫描转到一个网站，这样会为用户省去很多麻烦，不用手动输入网址，只需拿出手机扫描即可。

在以前许多Web应用程序的登录都是采用输入账号和密码的方式，外加一个随机验证码来排除非人工的登录。可想而知，每次的登录都要输入账号和自己为了防止盗号而想出的各种复杂的密码，这样的登录方式给用户带来了诸多不便，为了解决这一问题，本文提出了通过移动终端加上二维码的方式进行登录的方案，旨在为用户带来方便安全快捷的登录体验。

二维码技术早在上个世纪九十年代就已经产生了，但是近几年随着移动终端的迅速普及才开始用到这个技术。二维码的编码方式是对外开放的，研究者可以根据相关协议对二维码进行快速的解析，得到编码前的内容。在本文的设计方案中，二维码在Web服务器中进行生成，然后用户通过android手机进行二维码的扫描和解析，并进行相关登录信息的提交到服务器，再由服务器提交到数据库。

本文将先对设计进行整体说明，对系统的结构，
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三、二维码技术分析
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五、后台服务器的设计方案

1、后台开发语言的选择

2、java EE的简介

3、servlet的功能和用法

4、java script的功能和用法

5、后台服务器的具体设计思路